Report of the

Steering Committee on Fintech Related Issues

Department of Economic Affairs
Ministry of Finance

Government of India







Report of the

Steering Committee on FintechRelated Issues

2019

Department of Economic Affairs
Ministry of Finance

Government of India







Table of Contents

Acknowledgements 8-9
1. Measures Required for Expanding FintechServices 11-50
1.1 The fintech landscape 11
1.2 Technology that underpins fintech 14

1.2.1 Encryption and cryptography 15
1.2.2 Blockchain and distributed ledgers 16
1.2.3 Digital currencies and tokens 20
1.2.4 Smartphones 22
1.2.5 Artificial intelligence 22
1.2.6 Open APIs 27
1.2.7 10T, Big Data and predictive analytics 28
1.3Potential of fintech 31
1.3.1 Fintech for financial inclusion and access 31
1.3.2 Fintech in MSME sector 32
1.3.3 Agriculture: lending and insurance 35
1.3.4 Regulation technology for financial inclusion 37
1.3.5 Dematerialization of financial instruments 38
1.3.6 Virtual banking 38
1.4 Fintech related regulation in the financial sector 40
1.5 Working of the Committee 43
1.6 Recommendations 45

2. General Policy, Technology and Databases Related Actions for the Promotion of

Fintech 51-90

2.1 Fintech adoption by public sector financial firms 51
2.1.1 Artificial i ntelligence for baclend processes 53
2.1.2 Public sector blockchain based trade finance 54

2.2 Enabling policies by government departments 54

2.2.1 Remote sensing and drone technology for credit and insurance 55
5




2.2.2 Digitization of land records 55

2.2.3 Reengineering legal processes for the digital world 57
2.2.4 Open APIs and expanding open government data 57
2.3 Creating a financial regulatory framework for fintech 59
2.3.1 Support for new business models 59
232 Competitive d6éneutralityd in re@aul atilo
2.3.3 Regulatory sandboxes 65
2.3.4 Planning for high impact fintech scenario 70
2.3.5 Open data for enhancing competition 74
2.3.6 Reforming KYC regulations 75
2.3.7 Consumer protection framework 78
2.3.8 Regulatory and supervisory technology 81
2.4Recommendations 84
. Fintech for financial inclusion 91-105
3.1Fintech for lending by cooperatives and other financial institutions 91
3.2Leveraging fintech in agricultural insurance/PMFBY 94
3.3 Fintech in micreinsurance andhicro-pension 96
3.4 Fintech adoption in MUDRA 98
3.5Common fintech platform for small saving schemes 100
3.6 Fintech in PSB education loans 102
3.7Recommendations 103

. Organizational and Administrative Measures in Government ofindia for Promoting

and Monitoring Expansion of Fintech and GovTech 106-126
4.1 Advisory council for regulators 106
4.2 Inter-ministerial group for monitoring fintech adoption 108
4.3 Fintech working groups 110
4.4 Dataprotection related issues 112
4.4.1 Existingregulatory framework 113
4.4.1.1General regulations 113




4.4.1.2Financial sector regulations 114

4.4.2 Justice Srikrishna Commission and the draft gatéection bill 115
4.4.2.1Personal andensitivepersonal data 116
4.4.2.20bligations for protecting data 116
4.4.2.3Grounds for possession of personal data 117
4.4.2.4Rights of data principles 117
4.4.2.50ther obligations odata fiduciaries 118
4.4.2.6Data localisation 118
4.4.2.7Data protection authority 119

4.4.3 Coordination with financial sector regulators 119

4.5International Ceoperations 120

4.5.1 Centres of Excellence iintech 123

4.6 Recommendations 124
5. Summary of Recommendations 127-145

6. Annexures

A. Terms of Reference of the Committee 146-149
B. List of Industry Participants 150




Acknowledgements

The mandate of the Steering Committee was to take stock of developmentdimettie space
globally and in India, study the regulatory climate in various geographies, identify application
areas and use cases in Governance and financial services, sugjgasbnal regulatory upgrades
enablingfintech innovations. India has distinctive comparative strengths in areas like Financial
Inclusion, Digital Payments, etc., with roll out of the India Stack and there is potential of sharing
experience with othdémerging and developing economies. The Committee therefore delved into

potential opportunities for crogsarning and deepening of such initiatives.

All the major stakeholders were members of the Committee; these comprised of Secretary
Ministry of Electonics and Information Technology (MEITY); Secretary, Department of
Financial Services ( DFS); Secretary, Ministry of Micro, Small and Medium Enterprises (MSME);
Chairperson, Central Board of Indirect Taxes and Customs (CBIC); CEO, Unique Identification
Authority of India (UIDAI ); Deputy Governor, Reserve Bank of India ( RBI); Chairman,
Securities and Exchange Board of India (SEBI); CEO, Invest India; and Additional Secretary

(Investment), Department of Economic Affairs (DEA) as Convener of the Committee.

The Committee specifically acknowledges the inputs and suggestions received from Mr. Ram
Mohan Mishra, AS (MSME), Mr. S.K. Panda, Member (IT), CBIC, Mr. Narendra Bhooshan,
DDG (UIDAI), Mr. Dhananjaya Tambe of SBI, Mr. Sankarson Banerjee of NSE, Mr. Kdkhina
Katakdhond of RXIL, Mr. Sharad Sharma of iSPIRT Foundation, Ms. Smita Aggarwal of
Omidyar Network, Ms. Sujatha Mohan of RBL Bank, Mr. Nikhil Sahni of YES Bank, and Mr.
Alok Mittal of Digital Lenders Association of India (DLAI).

The Committee met thréames since its inceptiof.he Working Grougormed under the chair of
Member (IT), CBIC based on the decision taken in the first Steering Committee meeting, met two
times since its inception and concluded its observations that have been incorpotatectjpoit.

In addition, Additional Secretary (Investments) met and interacted with a variety of stakeholders

including banks, exchanges, payment service providers (PSPs), and fintech lenders in Agri an(

=




SME spaces. The Commi t t euetédstwor cerswdtations mvohsng c r ¢ t
industry participants and the Committee also acknowledges their contributions (See: Annexure B)

The Committee was ably supported by the research work of the Macro/Finance Policy team at th¢

A\1%4

National Institute of Publi¢-inance and Policy (NIPFP) comprising Anirudh Burman, Bhavyaa
Sharma, Jai Vipra, Nelson Chaudhuri, Radhika PanBaghunath SheshadiRenuka Sane,
Rishab Bailey, Shivangi Tyagi, Smriti Parsheera, Sumant Prashant and Suyash Rai. | appreciate
and acknowlege their contributions to this report. This task would not have been completed
without the help of a dedicated team in the Investment Division of Department of Economic
Affairs, led by Additional Secretary, K. Rajaraman and earlier by former Joint SgcGxaimd
Mohan, and comprising of Akhilesh Kumar Mishra, Pradeep PurBawan Kumar, Akshata
Kalloor, Amandeep Singand Rahul Goel.

The Committee studied the domestic and international scenario including the various initiatives
taken by other governme& and regulators, andnalysedreasons impacting its growth in
understanding the trajectory of development in fintech industry. The task of putting together the
key issues, global experiences, challenges faced by the industry and policy options thereon,
developing the rationale for the final recommendations would not have been possible without the
efforts of the members of the Committaedthose who enriched the discussions. | acknowledge
valuable suggestions and insights provided by all those who ipatéd in the Steering
Committee discussions and stakeholder consultations.

Shri Subhash Chandra Garg




Subhash C

ra Garg

Secretary, Economic Affairs

Ajay Prakash Sawhney

Secretary, Ministry of Electronics & Information Technology
Member

Dr. Arun Kumar Bands—

Secretary, Ministry of Micro, Small & Medium Industries
Member

fon/aaens
N.S. Vishwanathan

Deputy Governor, Reserve Bank of India
Member

<8 .
Sujit Prasad
Executive Director,
Securities and Exchange Board of India (SEBI)
Member

Chairman

N\

Raji¥ Kumar
Secretary, Department of Financial Services
Member

Prrsgerd -

Dr. Ajay Bhushan Pandey
Secretary, Department of Revenue &
Chief Executive Officer, UIDAI
Member

\

Pranab Kumar Das
Chairman, Central Board of Indirect Taxes & Customs (CBIC)
Member

pak Ba
Managing Director & CEO}Tnvest India
Member

v

jaraman

Additional Secretary, Department of Economic Affairs
Convenor

10




Chapter 1

Measures Required for Expanding Fintech Services

1.1 The fintech landscape

The growth of fintech, or the designing and provisioning of financial services by using new
technological innovations, is one of the most significant developments in the financial sector in the
past decade. Fintech has the potential to play a big rolecreasing access to finance, and in
promoting the growth of MSMES in the country. However, the broader fintech landscape all over
the world comprises of a variety of dayday financial services enhanced by technology. Mobile
payments, cryptocurrency, iestment advisory, insurance aggregators,-fiepeer lending and
some more services which traditionally required human capital, now forfinteeh landscape.
fintech comprises of technologpased businesses that compete against, enable and/or caflaborat

with financial institutiong.

FinTech activity in India may be measured by VC/PE deals. In 2016 and 2017 there were around
103 private equity or venture capital investments in the fintech sector in India amounting to USD
2.39 billion. The biggest invasent in 2017 was USD 1.4 billion in Paytm by the Japanese
conglomerate SoftBank. Others who received funding include insuraadestplace
PolicyBazaar (USD 77 million), SME lending platform Capital Float (USD 45 million) and
payments firms Mswipe Techragies (USD 31 million) and Razorpay (USD 20 million).
However, in comparison to Global fintech investments of a record USD 57.9 billion in about 875
VC or PE or M&A deals in first half year of calendar year 2018, fintech investments in India of

54 deals wah USD 640 million (1.2% of world levels) appear to be relatively small.

1 KPMG, Fintech in India- A global growth story2016, URL:https://assets.kpmg.
com/content/dam/kpmg/pdf/2016/06/Fiechnew.pdf (visited on 05/17/2018).
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According to a report by the World Economic Fordintech enterprises have set the foundation
for disrupting incumbent financial institutions both now and in the fifturedia has made

progress in the growth dintech products and services:

() Payments Fintech has significantly permeated the payments landscape. Companies like
PayTM, MobiKwik, Citrus and PayU are taking advantage of the rapid increase in the use of

smartphones, internet connectivity and online shopping to integrate payment processing into wel

=)

applications. Fintech has huge potential in the emerging landscape of payment Dartksgh

the Payment Bank licenses, thietech players in this sector aapplying a hybrid model where
mobile services interact with banking services. Besides, the introduction of Unified Payment
Interface (UPI) has provided a boost to the payments sector in Bakéal.1discusses the role of

UPI in easing payments transacso

Box 1.1: The UPI Revolution

UPI was launched on August 25, 2016 to give a boost to mobile banking. It has been develope
National Payments Corporation of India (NPCI). UPI allows users to send and receive money
single identifier which wi act as a virtual address. The address could be an Aadhaar number, a
number or avirtual payment addredsked to a bank account. This eliminates the need to exch
sensitive information such as bank account numbers during a financial timms&ice its launch
two years ago, the value of transactions on UPI has been growing rapidly, reaching INR 54212
August 2018.

Before the advent of UPI, the payment system architectusenwbseamlessly interoperable. Th
transfer of funds betvem two mobile wallets involved a convoluted payments chain, often invol
transfer through sender 0s bank to the re
interoperability among various banking platforms. This system has considerably eatg@ayeatant
transactions at a time when the use of mobile banking is picking up. In August 2018, NPCI la
the UPI 2.0. The additional feature UPI 2.0 is that customers can link their overdraft account |

UPI 2.0 thus serves as a digital channeldoess overdraft account.

2 World Economic Forum, Beyond Fintech: A Pragmatic Assessment of Diseuptitential in Financial Services,
2017, url:http://www3.weforum.org/docs/Beyond FintecA Pragmatic Assessment of Disruptive Potential in
Financial Services . pdf (visited on 05/17/2018)

3Payment banks are |ike other banks but perform a | imit
card but carry out most bankingnittions i.e. accepting demand deposits (up to Rs. 1 lakh), offer remittance services,
mobile payments/transfers, net banking and thady transfers. The main objective of setting up payment banks is to
further financial inclusion by providing financiskrvices to small businesses, {omeome households, migrant labour
workforce in secured technology driven environment. In 2015, Rptimciple granted approval to eleven entities to

set up payment banks.
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(i) Lending and investmentFintech solutions have the potential to transform the lending
landscape. One way is through crowdfunding, which entails raising external finance from a large
group of investors. The investors canenatct with the investees and view their ideas on a
crowdfunding platfornf. The financing can be received in the form of reward or donations, debt or
equity. Debt crowdfunding is closer to paetpeer lending. This form of alternative lending is at a
very nascent stage in IndiPeerto-peer lending has the potential to improve access to finance for
small and medium enterprises ware otherwise declined credit from banks. It is a form of debt
financing that allows individuals as well as businesses to borrow money online from peers,
without balance shediased intermediation by a financial institution. The RBI issued Master
Direction on peetto-peer lending platforms in October 20A7.

(i) Trade Finance:Invoice trading is another nascent area of fintech application in India. It
assists MSMEs that often struggle with working capital and cash flows due to delayed payments
Recently emerged fintech companies are providing platforms to such MSMEs to isétivibiee

or other receivables at a discount for working capital. In December 2014, RBI issued guidelines
on TReDS, which is an online mechanism for facilitating the financing of MSMEs through
multiple financiers. These were updated in July 2(°L&. enables discounting of invoices of
MSME sellers raised againsprporate or other buyerallowing them to reduce working capital
needs. For TReDS platform, RBI has given licensthteeentities and they are governed by the
Payments and Settlement Systefits. Receivable Exchange of India (RXIL), which is a joint
venture between National Stock Exchange (NSE) and Small Industries Development Bank of
India (SIDBI); was the first one to go live on Januafy 2017.

(iv) Insurance and advisory servicdsntech firms are providing platforms to consumers to save,

invest, manage their wealth and compare costs and returns for a range of financial products.

Positioning themselves as financial product aggregators, fintech firms like Paisabazaar.com helj

4 Kickstarter, Indiegogo, RocketHub are someregkes of crowdfunding platforms.

5 Securities and Exchange Board of Indiansultation Paper on Crowdfunding in Indigch. rep. June 17, 2014.
6 Reserve Bank of IndidMaster Directioni Non-Banking Financial Companiy Peer to Peer Lending Platform
(Re®rve Bank) Directions, 201 visited on 04/03/2018).

7 Reserve Bank of IndigGuidelines for setting up of and operating the Trade Receivables Discounting System
(TReDS).

8 Reserve Bank of IndigGuidelines for the Trade Receivable Discoun@Bygtem (TReDS).
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their custoners choose from a spectrum of financial products across categories such as persong
loans, home loans, credit cards, saving accounts and mutual funds. Such portals providg
customized financial advice on a range of financial products that aids in fosteramgial
inclusion. Robeadvisory solutions are also emerging in the market. SEBI guidelines on
investment advisors apply to roldvisors. Banks are entering this alternative distribution
channel as this is more efficient and less costly.

(v) PensionsFintechenabled technologies such as ralvise can make financial planning more
accessible, and digital disclosures can reduce compliance costs. An OECD report on Pensions at
Technology finds that fintech applications are increasing the accessibilityesting in pension
products to a broader consumer base; fintech is increasing the efficiency of the operation of
pension schemes through risk management applications, automation of investment processes a
facilitation of regulatory compliancEThereis scope for adopting these and other global practices

in Indian pension landscape.

(vi) Account aggregator servicesccount aggregator services have been present in developed
economies since mMid000s. These services aggregate financial data of anoeistcom different
financial services providers and leverage this data to build analytics and insights to help
consumers manage their financial commitments and goals such as bill payments, spending
budgeting, retirement planning. In 2016, R&lleased guielines for NBFCs that intend to

function as account aggregators.

1.2 Technology enablers fofintech

At the core of the rapid growth of fintech are new technologies that have revolutionised ways in
which financial products and services aeeated, provided and managed. Some of these
technological developments enable creation of entirely new products. Some of the key

developments in technology underpinning in fintech are:

9 See details, OECDO,echnology and pensions: The potential for FinTech to transform the way pensions operate and
how governments are supporting its development, 2017.
14
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(a) Data focused technologiesich as analytics, sendamaised technobies, Biometrics, Artificial
Intelligence or Machine Learning, etc., provide insights on customers making it relevant through

personalized offerings.

Figure 1.1 Emerging technologies

Data-Focused Technologies Operational Excellence

= Analytics = Robotic Process Automation
= Artificial Intelligence and Machine = Chatbots
learning = Distributed Ledger Technology (DLT)

Emerging

= Sensor-based Technologies g
Technologies

= Biometrics

Infrastructural Enablers

Intuitive User Interface = Platformification
Gamification = Cloud
Augmented and Virtual Reality = Open APls

Source: Capgemini Financial Services Analysis, 2018

(b) Infrastructurebased technologythrough platformification and open APIs, is reshaping the

future of the financial services industry,

(c) Operational excellencaspects of RPA, chatbots, and DLT are enabling greater agility,

efficiency and accuracy.

(d) Front-end InterfacesDesigrbased thinking and simple-follow userinterfaces are making
the customer journey quick, convenient, and seamless. Augmented and virtual reality and

gamification are helping customers interact with their firms in innovative ways.

1.2.1Encryption and cryptography

Cryptographyrefers to the writing of codes that allow information to be kept sdenetyptionis
the process by which information is made unreadable for unauthorized users using algorithmic

tools. Developments in encryptiaand cryptography have enabled a wide variety of financial
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services to disrupt existing service delivery methods in recent years. Encryption has become a be
practice in securing private data for financial service providers. These two developmentsrallow fo
increased security in the provisioning of financial services and enable developments of new

services.

Cryptography, as an instrument for fintech, has four key benefits for financial firms: (a)
confidentiality, (b) privacy, (c) nerepudiation, and (dintegrity. Financial services companies

are deploying encryption as an industry standard, as well as a best practice. The Payment Ca
Industry Security Standards (PCSS) for example, require the protection of cardholder payment

data be donet rbayn senrmicsrsyipotni nogf icar dhol der dat a

Cryptography also forms the backbone of DLT and blockchain based systems such as Virtua
Currencies. Blockchain Technology uses cryptography to protect identities, and to secure
information about transactions. Financial firms have invested in blockdiesed systems for
reducing transaction costs, providing better information security and privacy. For example, leading
financial firms in Soutkeast Asia have recently developed the first pafeconcept for a KYC
blockchain. This has the potential to improve KYC and AML systems, increase standardization
and updation of KYC information, and reduce the costs of completing and maintaining KYC
information?® In a survey, fifteen percent of banksegtioned were expected to have blockchains

in  commercial production by 20%¥. Society for Worldwide Interbank Financial
Telecommunication (SWIFT) has entered into an agreement with seven central depositories to us
blockchain in postrade processes suah proxy voting?

1.2.2 Blockchain and distributed ledgers

Developments in encryption and cryptography have enabled the creatibstrifuted ledgers

that in turn make the market nrtual currencieslike Bitcoin possible. BuDistributed Ledger

10 Anthony Payton, OCBC Bank, HSBC and MUFG in KYC blockchain breakthroeigpTech Futures.

111 BM I nstitute for Business Value, fiLeading the pack
12 Michael del Castillo, Swift Signs Agreement With 7 CSDs to Explore Blockchain fofTPade, 16 January

2018.
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Technology (DLThas potential applications beyond the realm of cryptocurreRtisT is being
explored to facilitate tampegroof, decentralized records of flow of commodities and assets
across asupply chain by using trusted validation mechanisms. DLT is being explored to build
digital identity systems. Its applicability is also being explored in the field of -trasker
payments and remittances. The application of DLT has the potential to enéfficeency and
resilience and reduce transaction costs in a number of financial anfinaocial sector
applications. Blockchain is a type of DLT which enables a community of users to record
transactions in a distributed (without a central repositong) @& decentralized (without a central
authority) manner. The transaction records are visible to all the participants of the blockchain
network, while being immutable at the same time. Blockchains rely heavily on cryptographic

primitives.

The tampetevident and the tamperesilient nature of blockchains, as well as the participant
dependent consensus algorithm for validation of transactions does away the need fepatthird
intermediary to validate a transaction, as well the risk of duplication or owichange in a trail

of records. The distributed nature of the ledger ensures that the transaction settlement information
is relayed simultaneously with the payment message. The consensus system improves the
transparency of decisions and trust among t@keholders. However, the technology is still

evolving and needs further pilots and evaluatfon.

Some of the major fintech applications where blockchain is being deployed are:

(i) Crossborder paymentsUnder the current structure of crdssrder paymest using SWIFT
between two countries, a single criesder payment has to go through multiple corresponding
banks involved in receiving, collating and netting payment messages, which increases thg
settlement time and the costs associated at every ley@yoient message transmission. This
requires the presence of a trusted Hpiedty. In addition, routing through multiple banks in each

country could also create a variation in the form and structure of messages trariSfifigdugh

13 See, World Bank Group, Distributéegdger Technology (DLT) and Blockchain, FinTech Note No.1, 2017.
14Mi ke Orcutt, iHow secure is bl ock®Amli208)r eal |l y?206, ing
15 Ravishankar Achanta, Crebsrder money transfer using blockchaiEnabled by BigData, tech. rep., 2017.
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costs and sluggish natuof the current structure make the formal system biased towards high
value transactions. A blockchalrased solution to the associated issues with droster
payments could encompass the following features:

(a) Exclusion of intermediaries and directrtsaction between parties.

(b) Intraday liquidity need not be ensured with central banks as all stakeholders will hold a
copy of balances and transactions of every participant.

(c) Encryption will nearly eliminate the possibility of modification of datd aill maintain
an immutable audit trail.

(d) Private or permissioned blockchains, only limited to stakeholders, will address data
protection and privacy concerns.

(e) Consensubased validation of transactions will allow for immediate updation of
transadon trail.

() Use of digital tokens resolve the issue of multiple currencies, improves liquidity and
capital compliance costs, allows for miggayments and expedites the payment process, which

further eliminates liquidity risks.

Figure 1.2Potential business use cases for applications of Blockchain in financial services

Potential Business Use Cases for Blockchain in Financial Services
80%

50% 41%

4%
0,
- 3u%
e 22% 5% 22%
0 (]
- 19% 19%
0
12%
10% I I
0%

Sourcehttps://www.technologyreview.com/s/610836/heacureis-blockchairredly/
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As a part of the R3 consortium, 22 banks are experimenting with distributed ledger systems on &

[®)

global network. This shared infrastructure creates a representation of fiat currencies on a ledger t

enable efficient crosBorder payment®

(i) Settement of securitiesn the existing framework of settlement, the presence of multiple

intermediaries and the updation of ledgers based on exchanged messages introduces delays|in
transaction settlement and final settlement. Any updation requires they lustaansactions to be
updated in the ledgers of every involved party. Blockchain will allow for distributed and
decentralized records. The associated immutability will be useful for permanent traceability of
securities records and transactions. In agbely arranged blockchain, system will store and
facilitate KYC data across all nodes. Securities can be directly issued to all the parties, with
automated servicing process. Secure,-tiea transaction matching across all nodes can be
available, which Wen settled will be irrevocable. Moreover, the history of payments and
transactions maintained on the ledger will enable more transparent supervision for auditory ang

regulatory authorities.

(i) Trade finance There are multiple issues associated with trade and receivable financing,
which include falsified receivables, multiple invoices secured against the same collateral, payment
and delivery details, and the effort required for counterparty due diligenaker We current

framework, Letters of Credit (LCs) allow bank facilitation of trade flow and settlement process.

(D
(9]

Since they are evaluated on the basis of trade documents and not actual deliveries. The featur
associate with blockchain can increase vigipihto asset status, which can increase transaction

transparency, security as well as allow for real time merchant tracking.

(iv) Smart ContractsSmart contracts are a collection of code and data deployed on a blockchain,
which automatically execute @ntract once a specified kind of information is provided by the
user. Since the code is on blockchain, it is immutable, and can be used as a trusted third party for

financial transactions (including but not limited to transfer of funds). An example obmalt

16R 3, AR3 and 22 imanksntkeuinlad i naall payments solution o|n
https://lwww.r3.com/news/rand22-banksbuild-reattime-internationalpaymentssolution-on-cordadlt-platform/
(visited on 31/10/2017)
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contract integration can be supply chain financing, where smaractsitan ensure that invoices

are generated, and the payment occurs only when the delivery of good or services are actuall
made. Goods and services are tracked intnead usingweb-based gedracking APIs. Letters of
credits can also be modelled as smart contracts on blockchain. They will enable automatec
compliance verification with contract terms, faster payments to sellers, and prevent disputes

resulting from ambiguities in éhinterpretation of the contract.

1.2.3 Digital currencies and tokens

Global interest in cryptocurrency surged in 2017 as the price of Bitcoin soared to new heights.
Cryptocurrencies are decentralized peepeer payment networks. Cryptocurrencies rely
cryptography to facilitate and record transactions on a set of electronic lédgis arrangement
obviates the need for a centralized authority to oversee the transactions. This enables th

confirmation of transactions and maintains a database ofd®of transactions. This database is

distributed across multiple nodes of a computer network. In 2014 there were 500 cryptocurrencie$

in existence, as of September 25, 20é8nmarketcap.comdentified 1993 cryptocurrencies.

Table 1.1 lists top 5 crypturrencies by market capitalization.

Table 1.1 Top 5 cryptocurrencies by market capitalization as on #5September 2018

Cryptocurrency Market capitalization USD price
(in USD Billion)

Bitcoin 112.205 6490.78
Ethereum 22.61 221.35
Ripple 18.48 0.46
Bitcoin Cash 7.84 451.59

EOS 4.88 5.39

17 Aaron Kumar and Christie Smith, Cryptocurrenei@a introduction to neso- funny moneys, tech. rep., Nov.
2017, LRL: https://www.rbnz.govt.nzZ/media/ReserveBank/Files/Publications/Analytical%20notes/2017/an2017

07.pdf
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The mechanisms surrounding cryptocurrencies, particularly the Blockchain and Initial Coin
Offerings (ICOs), are revolutionising the global fintech landscape. The issue of initial coin
offerings has emerged an innovative way of capitataising by fintech businesse3he
Cryptocurrency ICO Stats for 2018 show a total number of 790 ICOs issued as on September 25
2018. The total funds raised through ICOs amounted to USD 20 billion as of September 25th,
201818 ICOs generally operate as blockchamsed funding process that enables the issuance of
virtual coins or tokens in exchange for fiat currency or cryptocurrency payment. The issue of
virtual coins has emerged as an alternative to traditional forrsmp financing. The issuance

of ICO is generally preceded by the company issuing a white paper on its technology and

explaining the objective for raising funds. These tokens can be transferred across the network and

can be traded on cryptocurrency leanges. They can serve multiple functions from granting

investors access to a service to entitling to a share of theigtart c o mpany 6s di vi de

The regulation of coins or tokens depeamdthe characteristics and the purpose for which they are

being issued. Depending on the objective of issue, tokens can be grouped into two categories:

(a) Utility tokens Ut i I ity tokens entitle future acce
utility tokens can be understood as digital coupons for the service it is developing. For example,

tokens issued by a hotel service provider in exchange for deposits or investments.

(b) Security tokensSome issuance of digital tokens has the attribute s&fcarity. In the United
States SEC vs. Howey established the guidelines for whether a financial arrangement involved a
investment contract and was subject to securities regulations. The test states that the issue

tokens would classify as securities wuhe
(i) There is an investment of money
(i) There is an expectation of profits
(i) The investment of money is in a common enterprise

(iv) Any profit comes from the efforts of a promoter or third party

18 Cryptocurrency ICO Stat928 by CoinSchedule, availabletdtps://www.coinschedule.com/stats.html
21
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1.2.4 Smartphones

The evolution of smartphones has acted as a big catalyst fontiaeh industry. Smartphones are
now equipped with technologies that enable tokenisation of card details, a measure that can go
long way towards reducing fraud; biometric enabled nriattior authentication, which can enable
ease of access; NehBreld Communication capable readers at merchant stores, which make

carrying cash unnecessary.

The combination of a growing smartphone market and increasing penetration has given consumer
a supeior endto-end experience, leading to more people using apps like Paytm to make payments
on a dayto-day basis. The quality of smartphones is a major factor in the overall digital payments
experience. Payment apps are incredginglying on technologiesKke biometric enabled muiti

factor authentication (to do away the need of typing password over and over again), barcode
scanners and other payment friendly technology to expand their business and making the custom

reliant on the application, resultingam expansion of the mobile payments industry.

Global banks are tapping technology that uses thdagation capabilities of mobile phones to
determine whether payment cards are being used fraudulenthtoGatimn helps validate that the
card and the mule phone are in the same location, fraud alerts can be triggered by activities as
innocuous as vacations or higtibantypical spending. The ot technology is integrated into
bankdés mobile apps, enabl i ng t ledtothedocaian oftha o f

user6s mobil e phone

1.2.5 Atrtificial intelligence

Artificial intelligence is the ability of computer systems to process information and outcomes
similar to the human thought process i.e. learniegjsionmaking, and coming up with solutions

for specific challenges.
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Artificial Intelligence (Al) is expected to have a major impact on diverse fields ranging from
health services to business analytics and financial sefVideghe context of financiaservices,
Al is expected to transform the manner in delivery of such services. A prominent area where Al is

already making a difference is in the delivery of customer services by financial institutions:

() Virtual Assistants or Chatbots: Chatbots omsactional bots are being increasingly used to
offer financial advice or coaching services to customers. Improvements in customer engagemet
have been noted through the use of such chatb@atbots provide round the clock services to
clients at no addibnal cost while resolving customer queries instantly. This reduces costs for
financial institutions in terms of hiring personk&lFurther, customers also benefit as routine
queries can be addressed without the need for engaging advisors thus reduziagdionsté
Natural Language Processing (NLP) is being used to increase the quality of services offered by th
chatbots. NLP is a form of machine learning which can unders$tanhn language and process
data accordingly® As a result, recommendations respecting choice of financial products or
services can be generated in a more naturalistic mdhfer. instance, Swedbank is said to be
using its NINA chatbot, equipped with NLP, to handle the approximately 2 million ttaorszc
calls received by its call centres each y&aimilarly, Sun Life through its virtual assistant Ela
aids customers in handling their insurance pfargank of America, through its chatbot Erica, is
providing financial guidance services to clienitvthe help of text and voice messages.

(i) Credit Rating services: Reliable credit scores for individuals are a prerequisite for driving

efforts towards financial inclusion. In this context, Al affords an opportunity to serve those

19Fal guni Desai, 6The Age of Artificial I ntelligence
https://www.forbes.com/sites/falqgunidesai/2016/06/304beof-artificial-intelligencein-fintech/#ea7a55d50281

accessed 24 Jan 2019

20Ti mot hy Clayton, OAl and Machine Learning in Fintec
good®éb, Net gur u ( 1 attpsl/www.n2t@uiu&Jm/begiamdniachindlearniratin-fintech-five-
areaswhichrartificial-intelligencewill -changefor-goodaccessed 24 Jan 2019

211bid

22Sameer Maskey, OHow Artihiacoicall |l hnetlitgéenoasids kel p
https://www.forbes.com/sites/forbestechcali2®18/12/05/howartificial-intelligenceis-helpingfinanciak
institutions/#614e71f046C&ccessed 24 Jan 2019

23Cor bin Hudson, O6Ten applications of Al to Fintech©o,
https://towardsdatascience.comfmpplicationsof-ai-to-fintech-22d626c2fda@ccessed 24 Jan 2019

24Clayton (n 2)
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individuals who & outside the financial system due to lack of credible credit history. Companies
rely on alternative sources of information in order to build a credit score for an individual without

any credit history® Data from social media usage, web browser histowy psychometric tests

among others are used ?HRntethecimpahiestate activelydeveloping r ¢ s

D

alternatedata based lending programs. In the Indian context, there are many players who arg
looking to serve a vast majority of Indiawko have no prior credit score. Cashe, a Mumbai based

A1

fintech company, is in the business of providing personal loans to salaried individuals who have
newly entered the workforcd. The company poses questions including the conduct of a
psychometric testot determine the credit score of an individ#falA Social Loan Quotient is
created and Al is leveraged to verify the information furnished by appli€agisiilarly, Shriram

City Union Finance has entered into an arrangement with Credit Mantri to develgBSsitder>?
Through ScoreBuilder, personal | oans can be
alternative datdased score¥.CreditVidya and Aye Finance are some of the offreech players

active in the sphere of building credit scores for vitlials without credit histor§? Al allows

14

these companies to tap into information available on myriad mediums and create a holistic profile
based on this. Furthermore, Al can be leveraged to gain insights on cubtmaeiourwhich aids

in accurate detemination of creditworthines¥.

(i) Regulatory compliance: Financial reporting has become more numerous and complex. This ha
placed upon companies an increased burdea-vis compliance cost. It has been noted in many
guarters that Al could be hassed to automate compliance processes which would enable saving
of costs and timé&’ Consequently, Regkh or Regulation Technology is a fasbwing field
dedicated to easing compliance processes. Among the factors complicating ease of compliance

28Clayton (n 2)
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30Priyanka Pani, OFintech players rely on Al to build
May 2018) available dittps://www.thehindubusinessline.com/morendbanking/fintechplayersrely-on-ai-to-build-
creditscoresfor-disbursalof-loans/article23739768.e@ecessed 24 Jan 2019
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37Fi nTech Futures, OHow Technology and Al are set to ¢
available ahttps://www.bankingtech.com/2018/12/het@chnologyandai-are-setto-transformcompliance&accessed
24 Jan 2019
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the reed for processing vast amounts of data. Al can be suitably employed to process this larg
volume of data into dashboartfsDashboards aid companies in better understanding and decision
making while enabling regulatote maintain closer oversight at lesseost®® Identification of
suspicious transactions is easier and this contributes to better compliance with -therayti

laundering and terror financing regulatidis.

The Financial Conduct Authority (FCA) in the United Kingdom along with the Bank gfaigd

and other finanail institutions haveommenced the Digital Regulatory Reporting (DRR) prdjéct.
The DRR project has been designed to test, on a pilot basis, technology which would enabl
companies to meet compliance requirements with minimum human intéfasea result, the

FCA is not only looking at reducing the number of regulatory reports fitebebut also aiming to
reduce time and costs associated with such fffinghe FCA is experimenting with machine
readable regulations thereby providing an impetus to the automation of compliance pridasses.
the above context, it may be pertinenntie the advances being made in the design of a semantic
web. A semantic web page is similar to the current structure oividréd Wide Web However,

data and information in a semantic web page are arranged in a manner which enables machines
process th@ easily*® Al can be harnessed to construct this semantic web sy$t€his would
reduce the need for human intervention in compliance processes thus increasing the efficiency

the system.

(iv) Efficiency in business processes: has the potential teransform business processes with a
thrust on efficiency. Insurance companies are using Al to automate their claims processes wit

resultant benefits for both the company and clairffafrrors are also reduced significantly

38l nnovation amidséelrefndReg Dadhtes: Can Al really make compl

EOS Matrix DOOEL (17 Jul 2018) availabletdtps://mk.eossolutions.com/en/magazine/RegTechs.lagdessed 24
Jan 2019
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through the reliance on technglo Similarly, Al can be gainfully employed to increase efficiency
in the performance of repetitive tasks. Optical Character Recognition (OCR) technology combinec

with NLP and business logic are being used to automate the process of contract &n3ysis.

Morgan through its program Contract Intelligence (COIN) has drastically managed to reduce the

time required for document reviet®.It has also significantly reduced the number of errors in

contract interpretation resulting in massive savings, both timenaney.

(v) Better wealth management practices: - Al
taking appetite which aids in the delivery of customized prodfatgealth advisors benefit from
using Al based technology as identification of marketdsers easier and more credible. Robo

advisors is another notable example of Al being used in wealth management SérRicks.

advisors are available for longer durations at lesser costs and help in optimizing investment

portfolios.

(vi) Improvementin cybersecurity architecture: With the rising number of cases of fraud and
cyberattacks, Al could be leveraged by financial institutions includintgchfirms to efficiently
respond to the same. Tools, systems and algorithms are being designedttoagete of fraud or
potentially fraudulent activitie® Al enables companies to track historical data of individuals
through which any suspicious or outlier activity can be captti@tie Citi group is a prominent
example of a financial institution levefiag Al to combat fraudulent and criminal activitrés.
Generative Adversarial Networks (GAN) are also being increasingly used to combat fraud ang
detect early cases of suspicious transactions and-eytaeks. GAN are Al algorithms which are
typically use in a manner where two neural networks faffeagainst each oth&f.One of the

48lbid

49Dom Gal eon, O6An Al completed 360,000 hours of Finan
https://futurism.com/aai-compldéed-360000hoursof-financework-in-just-secondsccessed 24 Jan 2019
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neural networks acts as a generator whereby new data instances are generated. The other ne
network performs the role of a discriminator whose main task is to verify therdicity of the

data generated by the generator. GAN has been illustrated as a game of cat and mouse betweg
counterfeiter and a cofS.One of the neural networks, for instance, tries to pass fake notes as
original while the other network performing thenction of a cop learns to distinguish original and
fake notes! Resultantly, GAN could potentially address cases of fraud in an extremely efficient

manner and therefore beef cydsercurity.

Al adoption in Indian banking system is still in its nascent stages, and a lot more needs to be dor
to realise its full potential. A high degree of manual processing in financial services is costly and
slow, and it can lead to inconsistent results andga krror rate. Applications of Al include
chatbotsfor personalizing services for individual customeaxotic process automation (RPA)

that allow data to be handled automatically between multiple applicatiofts instance,
recaving emailcontaining a invoice, extracting the data, and then transferring that into
abookkeepingystem. This will have tremendous speed and cost implications.

1.2.6 Open APlIs

An Application Program Interface (APIs code that allows software programs to communicate
with each other. APIs, when used to pull or push data, are an effective way to share data in :
usable format. They are platforagnostic and can facilitate re@he information exchange. They

are a scalable and standardised way of sharing information withitgeicbuilt as only the
information that the API is open for can be shawsidls may be of different types. APIs can be
private, which means that they are used only within an organisation to share information and
functionalities between programs. Theydae partner APIs, which means that they are released
only to partners under certain conditidnsometimes payments. Finally, APIs can be open, which
means that anybody can use the API to pull or push data or use a functionality. For example, ope
web APE allow exchange of information with a website for all developers.

561bid
571bid
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Box 1.2: Open APlIs in Government

Many use cases of open APIls in government

4015 APIs have already been created. fuga-Stack set of APIs, which include AadhaaiK¥C, e-
sign, and DigiLocke are digital infrastructure created by the government. They have facilitat
mushrooming of many fintech solutions using this data. APIs can also be used taesthtinee
information on corporate direct tax and GST payments with both corporations and the gove

eliminating the need to maintain separate accounts for tax purposes.

Open banking is another example where open APIs are used. The open bankinipmeganléthe UK]
mandate sharing of data by the largest banks. This sharing is done through open APIs, such

company looking to provide a fintech solution can easily pull this data using the API.

When governments mandate the use of open APIs, they generally mandate setting up an agency
set standards for those APIs. For example, the Competition and Markets Authority (CMA) in UK
set up theOpen Banking Implementation Entity (OBI#©) ddiver open banking. The OBIE is
governed by the CMA and funded by the banks
function is to design specifications for APIs for open banking to ensure standardization and
security of data. It also comes up wdtandards for the process of deciding those specifications.
Overall, when open APIs are used, it is important for these standards to be transparent and t
ensure collective decisiemaking with respect to APIs. Open APIs can spur a rush of new and

innovative businesses based on data.

1.2.7 10T, Big data and Predictive analytics

Internet of Things (loThas made possible use of sensors connected to the internet to collect
personalised data for a variety of uses. For exammseirance companies can affiP6 tagged
speed sensors in insured cars to track drivdepaviour Such applications have resulted in

explosion of data availability calling for a higher order of computation and storage capacities.

Big data analyticsnvolves processingndanalysinglarge amounts of complex data. The aim of

analysis is to find out hidden patterns, correlation between data and other useful ivigithhtise
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onset of Big Data and analytics, financial firms have now realised that analysis of data generated

during the cowse of their operations can add significant value.

Data analyticss especially critical for fintech companies. Since fintech companies operate almost
exclusively on the internet, they generate large volumes of financial information and user data.
Fintech companies are increasingly analysing this data to get insigatgheir operations.

Analysis is also used to enable development of new products, increase efficiency and access to
consumers. Predictive data analytics by application of Al and ML to IoT or consighaviour

data is being used to predict consulmenaviar.

Big Data combined with analytics have helped with recalculating risk portfolios, analysing
customer habits, identifying fraudulent behaviour, determining causes of failures in businesses of
processes, its defects and issues, and spotting business trémdSatB is helping fintech

companies in detecting patterns which help in providinglepth knowledge about customer
behaviour, so that consumers are offered relevant products and services, and fintech companigs
spend less resources in finding interestedsamers. Fintech companies can get insights for
immediate decisions. This ability to analyse faster gives fintech companies a competitive edgeg

over traditional financial service providers. Some use cases are:

(i) Trading: Using Big Data, artificial intdigence is being used to provide investment ad¥ice.
Analytics is also being used to provide services related to determining potential tax liabilities and

monitoring performance of brokers.

(i) Credit: Big Data and analytics is being used for credit s@sent of firstime borrowers who
do not have a credit bureau score. With data available on phone and web usage, transactions
history, utilities payments, etc., fintech lenders can assess the creditworthiness of borrowers ang
thus facilitate formal loant® those who do not have documentary proof of their income. Fintech

lenders such as Indifi, NeoGrowth and LendingKart use transactions data and digital trails to

provide loans to small businesses without any credit bureau scores.

58 Ibid.
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(i) Insurance:In case binsurance, Big Data and data analytics is being used to price insurance
premiums and provide products suited to individual needs. With the data generated from
smartphones and internet of things, insurers are also able to conduct better risk analgses by u

geolocation and telemetry dafa.

(iv) Payments:In case of payments, conduct of reale transactions is cruciaRpart from

ensuring faster transactions on payments systems, payment service providers are using big data

and analytics to monitor market trends and spending profiles, which are then used to market thei

products better in a more personalised maffher.

(v) Securities:Firms are using data behavioural analytics, algorithms and artificial intelligence to
prevent and detect fraud with accuracy. Historical data is being used to flag activities which are

usually an indication of frauf.

With the rise in the maber of fintech companies, the amount of information received by the
regulators is increasing. Big Data and data analytics are being used by regulators in cofidpliance.
With the introduction of new technologies like Al, deep learning, regulatory functi@mbrket
supervision, consumer protection and prudential regulation have the possibility of being

automated?

The information being produced and reported by the financial services industry can be used by
regulators to assist in monitoring and analySimilarly, Government agencies could use analytics

for:

59 Financial Stability Board, Artificial intelligence and machine learning in financial services, tech. rep., 2017, URL:
http://www.fsb.org/201 706/financialstability-implicationsfrom-fintech/ .

60 Deloitte and IAMAI, FinTech in India Ready for Breakout, 2017, URL:
https//www?2.deloitte.com/content/dam/Deloitte/in/Documents/finans@hices/infs-fintechrindia-readyfor-
breakoutnoexp.pdivisited on 05/151018).

611bid.
62Dougl as W Arner, Janos Barberis, and Ross P Buckl ey
Financi al Regul ati onod, -Hnational Laiwand Busimesesst er n Journal of

63 Basel Committee on Banking Supervision, Implications of fintech developments for banks and bank supervisors,
2018, URL:https://www.bis.org/bcbs/publ/d431.pgfisited on 05/15/2018).
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(a) Citizen behaviourin utilisation of benefits say in Ayushman Bharat or Agency

behaviourin expenditure, procurement, etc., in managing cash flows or borrowings

(b) Importer/exporter shipping pattes to manage foreign exchange flows.

Based on such information, government agencies can predict what is likely to occur and makeg

more informed decisions. Measurements can be put in place to quantify program effectiveness,

Data analytics can even hedieviate pain points such as staff shortages and preventing fraud,
waste, and abuse. In the future, predictive analytics is expected to become an important basis ¢

regulating competition, underpinning innovation, increasing consumer base surplus atihd grow

1.3 Potential of fintech

The Committee consulted with different stakeholders on the potential benefiitdech to such
sections of society. The Committeeds consu
internal deliberations highlighted the gaps in the financial system, and the potential benefits
fintech could afford in areas of financial inclusiamd access, MSMEs, larger businesses,

agriculture, etc.

1.3.1 Fintech for financial inclusion and access

Globally, there is a growing realisation that while considerable progress has been made in the fielg
of financial inclusion, digital technology catay an effective role in plugging the remaining gaps.
In this backdrop th&20 High Level Principles for Digital Financial Inclusiorge intended to

inform country to promote financial inclusion using digital technologies (See Box 1.3).
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Box 1.3: G2 High Level Principles for Digital Financial Inclusion

(i) Promote a digital approach to financial inclusiofhe first principle lays emphasis on promoting digi
financial services as a priority to drive financial inclusion.

(i) Balancelnnovation and Risk to achieve Digital Financial Inclusidpolicy makers should encourag
innovation in digital financial ecosystem to harness its benefits for financially excluded. At the same tim
need to assess the risk arising from bundlingrofiucts across multiple service providers, low levels of finan
literacy, moneylaundering and financial terrorism concerns etc.

(iii) Provide an Enabling and Proportionate Legal and Regulatory Framework for Digital Financial Inclug
Establish propdionate legal and regulatory framework that recognises the benefits and addresses the rig
digital financial technology.

(iv) Expand the Digital Financial Services Infrastructure EcosystExpand the access of digital financi
services ecosyster all geographical areas including the underserved rural areas.

(v) Establish Responsible Digital Financial Practises to Protect Consunidrs: principle lays emphasis o
consumer and data protection while promoting digital financial services.

(vi) Strenghen Digital Financial Literacy and AwarenesSupport measures towards enhancing digital
financial literacy to make the users aware of the unique characteristics, advantages and risks of digital
services.

(vii) Facilitate Consumer Identificatn for Digital Financial ServicesThis principle aims to promote access
digital financial services through unique consumer identity systems.

(viii) Track Digital Financial Inclusion ProgressThis principle encourages the participating countries
develop robust frameworks to track digital financial inclusion as well as assess the impact of key

measures.

1.3.2 Firtech in MSME sector

MSMEs contribute nearly 8 percent of the cougt6 s GDP, 45 percent

40 percent of exports and provide the largest share of employment after agriculture. MSMEs havég
been underserved or unserved by the traditional financial institutions. Out of the total outstanding
nonfood credit of scheduled commercial banks, the share of MSMEs was a meagre 6 percent in
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201718. Small businesses have limited financial history and might not have detailed
documentation of credit history which makes disbursement of loans by banks chalfénging.

Some fintech firms have designated their business models to cater to this unserved section. Based
on innovative methods of credit scoring, risk assessment and disbursement, the fintech firms have
the potential to meet the needs of stgrtSMESs. Peeto-peer lending and crowd funding have the
potential to improve access to finance to small and medium enterprises who are otherwise declined
credit from banks due to their risk portfolio. Invoice tradimg discussed in 1.fan assist

MSMEs that often stiggle with working capital and cash flows due to delayed payments. It also
enables discounting of invoices of MSME sellers raised against large corporate, allowing them tg
reduce working capital needslow based unsecured lendiby fintech companies carelp meet
the working capital requirements of small businesses. There are various product innovations such
as merchant cash advance with flexible repayment schedules, purchase finance integrated with
supplier portals, cartdased working capital limits beimgffered through use of digital payments

and technology that are included in this category.

In the area ofrade financing government initiatives can enable the fintech sector while also
increasing access to finance for MSMEs. While fintech firms chthéllending gap for MSMEs
through the use of data analytics and technology, the problems of validation of documentation

remain. These can be solved in multiple ways

(a) One way is thentegration of the GSTN and TReD{® facilitate lending to MSMEs.
Anotherway is to promote digital lending through a blockchain. The existence of-paper
based documentation, fraud through forgery, and bifurcated information are major problems
for MSMEs.

(b) Blockchain as public infrastructureould solve these problems simultanglgu MSMES,
financiers and insurers would all sign on to such a blockchain network. Identities may be
digitally verified. These players would then design transactions through mutual consent,

based on their requirements. For example, a small supplier ceglest financing for a

64 The potentibof Fintech firms in providing access to credit to small businesses is acknowledged globally. The U.K
Fintech Sector Strategy states that: AFintech firms hav
businesses, supplyingthevitall i mpor t ant capital that fuels economic [gr «
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purchase order from a bank on the networ
identity and would have access to the di
buyers, supplier and the bank could then jointly detie logic and terms of a transaction
where the bank would finance the supplier. Examples being Populous in the UK and the
Hive Project in Slovenia, used tscertain the legitimacy of an invoice, find out whether
the invoice has already been discountedke available immutable contract information

securely to all stakeholders, thus ensuring transparency, etc.

(c) The logic could be carried out througimart contractsbased on the consent of all the
players involved. Similasmart contractscan be built forsale invoice discounting.
Contractual ambiguities would be reduced, and authentication would be automated. Therg
are benefits to such a network being built by the government. It could achieve economies o
scale. It would also make regulatory governanceaualsight easier, as the data cannot be

altered,and information would be in one place.

Some othepotential use cases for fintettat could be adopted for benefit of MSMEs in India:

(i) Various data points can be used for credit scoring potential borrowers, helping MSMEs
access credit. With appropriate safeguards and regulations including user content, demographi
geographic, financial and social information can be usedrfmit soring to potentially reduce

credit risk.

(i) The use obnline underwriting processeautomation and statistical modelling software
can reduce the costs and time associated with underwriting. Traditional and alternative sources @
data can be used togethto lend to MSMEs, just as human and automated risk assessment can be

used together.

(i) Financial institutions are now using technology to help MSMEs with béttancial
managementwhile at the same time generating data to improve risk assessment.

(iv) The continuing digitisation of payments means that invoices are now electronic, making
it easier to sell accounts receivable to financiers. This is helping MSMEs acquire workiag cap
loans in an easier manner and vathain financing has become more efficient.

(v) Blockchain technology in supply chain management and financing carrdukipe fraud,

duplicationand scattered information. Digitally verified identities on a simdpekchain network
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would provide the trust necessary for financing MSMESs. Blockchain has been successfully used
for de-duplication in TReDS in India, as explained in Box 1.4.

Box 1.4: Fintech for trade finance

TReDS formalizes a part of the trade finad@esed on invoices. Blockchain technolagyhelping
solve the problems of double discounting and transparency of invoices in trade ftheowgh
TReDS thereby reducing the cost of credit, as well as transactions on the ledger are verifi
transparen The approved TReDS platforms (RXIL, A.TREDS and Mynd) have already implemg
a blockchain based solution to check double financing of the same inVbeositive externalities

created by this infrastructure can benefit MSMEs as well as fintechacoesp

1.3.3 Agriculture: lending and insurance

A significant portion of the agricultural households rely on-mmtitutional sources of funding.
NSSO reported that for the period July 2012 to June 2013, nearly 52% of the agricultural
households in India are indebted. The survey revealed high levels of dependence- on non
institutional channels. Nearly 40% of all loans came from informal sources with 26% advanced by
moneylenders. Only 15% of households with marginal land holding get éreai institutional
sources such as the government, cooperatives and $anks.

In the agricultural sector, fintech companies are primarily working in two areas:

(i) Credit: Fintech firms and technology led NBFCs are playing a crucial role in providing access
to finance for small and marginal farmers. The key areas where fintech firms are innovating or

bringing efficiencies in the system are:

(a) Customer discovery and onboardirfgintech firms have pioneered partnership models to
discover customers. Fintech firms work with organisations with rural presence such as
Farmer Producer Organisations, cooperatives, nfioemce institutions and other

aggregators.

65 http://mail.mospi.gov.in/index.php/catalog/158/stedBscription
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(b) Credit underwriting mdels: Fintech firms are moving away from the collateralised lending
model to extending credit based on flow data such as sale of produce, cash flows angd
history of business dealings. This enables extension of credit to tenant farmers. Fintech
firms are ale using innovative collection mechanisms such as deduction at source and

escrow accounts and leveraging the India Stack (eN&ch).

(c) Monitoring: Postsanction monitoring by lenders is further improved by the use of weather

data, crop specific advisories aiigital imaging of sown crops.

(i) Insurance: Fintech firms can potentially play a crucial role in increasing the penetration of
crop insurance and other forms of rural insurance. Some early steps in this direction are outlined

below:

(a) Customer discovery nal enrolment:Fintech firms are using partnership models with
organisations with rural presence to discover and enrotlomree farmers for crop
insurance under the Pradhan Mantri Fasal Bima Yojana (PMFBY). Also, fintech firms are
working with farmers andagriecosystem players such as seed and -agemical
companies to design customised insurance products for requirements that are not covered
under the PMFBY.

(b) Crop monitoring, insurance claim monitoring and settlemdfibtech firms are using
drones for oop monitoring. Similarly, fintech firms are using weather and yield datasets

that enable better monitoring for insurance claims and settlement to farmers.

(c) Collection of premium Many policy forms, although submitted, do not actually get
activated due to on-collection of premiums. The cheques collected from farmers are
banked after a time lag, by which time there is often not adequate balance in their accounts.

This results in the cheques for premiums bouncing. Fintech companies have come up with

—J

mobile baed apps with a digital payment option integrated (QR code based, NEFT, etc.)
that enables quick collection and reconciliation of premium and activation of policy.

(d) Product designFintech companies are working with farmers and ecosystem players such
as seed and agahemical companies to design customised insurance products for

additional crops such as horticulture. These are based erniskgnmodels which combine

66 eNACH s the electronic process of helping the banks, financial institutions and other government bodies to provide
automated payment services. It assists in the issuance and confirmation of mandate (standard instruction provided to
bank and other institutionte automatically debit the instructed amount from the account of the customer) by the
customers through alternate channels to paper based mandate.
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various data paoits such as climate risk, weather forecast, cropping intensity and farmer

progressiveness.

(e) Claim settlementTo enable fast and accurate claims settlement, fintech firms are using a
combination of satellite imaging and drones for crop monitoring along wettther and

yield data sets.

1.3.4 Regulation technology for financial institutions

Increasingly, regulators around the world are relying on technology to monitor regulated entities.
As banks and financiaf i r rthemselves start using algorithms for their own functions,
regulators can find it easier to supervise them usingtiraal dat and predictive technology for
risk-based regulatory action. Speed is not the only advantage of using technology in regulation
Globally, the annual cost to the financial services industry of regulatory compliance is estimated
to be USD 100 billion. These of RegTech reduces this cost as some compliance becomes
automatic. Besides reporting and compliance, other areas of the use of RegTech have bee
identified:
(a) ldentity management and contrééchnologies that improve KYC mechanisms and reduce
fraud arealso part of RegTech.
(b) Risk managemenincludes the use of technology to identify, organise and analyse risk
data to better manage risk within financial institutions.
(c) Transactions monitoringallows regulators to observe in real time the transactionatbat
taking place, in order to control fraudulent activities.
(d) Trading in financialmarkets:includes automation in financial market activities such as

calculating margins, choosing central counterparties and trading venues, etc.

It is recommended that relgiors take necessary steps to digitise reporting processes and bring
together Big Data and predictive analytics to identify irregularities and industry trends.
Modernising financial supervision will make it easier for new, user friendly solutions to reach
consumers faster and will also reduce the cost of compliance for the sector overall as well as fo
new agdintech firms.
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1.3.5 Dematerialisation of financial instruments

A large portion of household savings is allocated to bank FDs. Presently, the FDs are largely

—

issued in physical form by the banks. Even when issued in electronic mode, these FDs are ng

usable for being used collateral for taking loans or providing aagtee for other purposes

without banksdé6 specific charge being recorde

dematerialised can lead to the many benefits such as: (a) banks can easily raise FDs-t@m new
bank customers without the need to do a sépaf¥'C, (b) banks can mobilise FDs even in

locations where it does not have a branch, since no servicing will be required, which can be dong

AY”4

by the Depository Participant, (c) in the case of dematerialised FDs, it will no longer be necessary
to issue physial receipts and investors will not have to bother aboutkssping of the FD

receipts, (d) keeping track of all the fixed deposits becomes easy for the investors.
Dematerialisation will also lead to the development of a healthy secondary market #r thes
instruments. Currently, there is no database of FDs and it is not possible to aggregate FDs of a
person in a single accounDematerialization of FDsvill work like other investments held in a
demat account, building on features specific to such FDgefitly, Regulation 28 of the SEBI
(Depositories and Participants) Regulations, 1996 does not allow bank FDs to be held in demat

account while allowing CDs to be so held.

Many types of other financial instruments such as Sovereign Gold bonds, savifysates,
Gold deposit certificates, post office deposits, deposits under small saving schemes and deposits
made under Government schemes such as Sukanya Samriddhi Yojana, etc., are almost entirely fin
physical form making possible dematerialisation. Wik be eminently poor friendly and create
disaster resilience as these instruments are recoverable quickly by using identifiers such as mobile

number.

1.3.6 Virtual banking

A virtual bank is a bank which delivers retail banking services through theenter other forms

of electronic channels instead of physical bank branches. Virtual banks caadkghe customer

38




onboarding process through the use of innovative new generation technologies. Since virtual
banks can leverage neage technologies efiently, it can offer faster and cheaper services to

consumers and provide higher interest rate on deposits compared to the conventional banks.

Recently, the Hong Kong Monetary Authority (HKMA) has issued guidelines for authorization of
virtual banks. Tk guideline has the following componéXits

(a) Ownership structureVirtual banks need to be locally incorporated entities. The parent
company of the virtual bank may be a bank or a financial institution. In case the parent company ig
not a bank or a financial institution, the holding company is subject to all the squgrvi
conditions including requirements of capital adequacy, liquidity, large exposuresgrioia
exposures and charges over assets, group structure, activities undertaken, risk management, fitng
and propriety of directors and senior management andsubenission of financial and other
information to the HKMA.

(b) Ongoing supervision structurd/irtual banks are subject to the same level of supervisory
requirements which are applicable to conventional banks. Some of the requirements are tuned

suit the business model of the virtual banks under alréded and technologweutral approach.

(c) Physical presencéVirtual banks need to maintain physical presence (through one or more
offices) to interface with the HKMA and with customers to deal wigirtenquiries or complaints.

(d) Technology risk¥Virtual banks need to have appropriate levels of security and technology
related controls in place to facilitate its functions. The virtual bank also needs to submit an

independent assessment report toHHK&A certifying its planned IT governance and systems.

(e) Risk managemen¥irtual banks should have risk management systems like conventional

banks in terms of understanding the type of risks it is exposed to and put in place systems tq

67 For more details, please deitps://www.hkma.gov.hk/media/eng/doc/kieyormation/quidelinesand
circular/guideline/guideline_eng_virtual_bank 20180608.pdf
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identify, measte, monitor and control these risks. Virtual banks must consider eight basic types of
risks (such as credit risk, interest rate risk, market risk, liquidity risk, operational risk, reputational
risk, legal risk and strategic risk) identified in the fissed supervisory framework of the
HKMA.

() Business planVirtual banks must have a credible and viable business plan with appropriate
balance between the desire to build market share and the need to earn a reasonable return on assets

and equity.

(g) Ext plan: Virtual bank must have an exit plan in case the business model becomes
unsuccessful. The purpose of a viable busines
unwound without causing disruption to the consumer and/or creating neiggpieations for the

overall financial system.

(h) Consumer protection i r t u a | banks should adhere to thle
al so stick to the standards contained in thi

Association of Banks and DTC Association.

() Outsourcing:All material outsourcing perations should be prior discussed with HKMA and

after approval such outsourcing may be carried out.

() Capital requirement:Virtual banks must maintain adequate capital in accordance with the

nature of operations and banking risks which are undertaken.

1.4 Fintech related regulation in the financial sector

Fintech has seen major growth in India in the payments and lending sector. RBI has released the
Report of the Working Group on FinTech and Digital Bankimgpich has highlighted that

=

innovations in the payments sector are targeted broadly at improving the speed and efficiency o
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payment systems. The payment ecosystem in India is largely bank centric. Onlgd&ayment
Service Providers (PSPs) have diractess to payment systems, while 4bank PSPs have to
depend on member banks. The Real Time Gross Settlement (RTGS) system and the National
Electronic Funds Transfer (NEFT) are operated by the RBI, while the Immediate Payment Service
(IMPS) is operated byWPCI, which is owned solely by banks. NPCI also operates the BHIM
applicationwhich runs on its UPI platform and also facilitates iftank paymergt making NPCI

both the platform operator and service provider.

The regulations on prepaid payment instemts provide for high net worth requirements for banks
and norbanks alike. This acts as entry barrier to small players and consequently limits the choice
for consumers. Further, PPI regulations only allow banks to issue open system PPIs after ful
KYC, while nonbank PPI issuers are not allowed to offer open system PPIs under any
circumstances. Broadly, there is a fewel playing field between banks and HAmenks due to

high net worth requirements. In order to reform the payment systems in Indiatethilinisterial
Committee for Finalisation of Amendments of the Payment and Settlement Systems Aws 2007
sought to implement the recommendations of the Watal Committee. The Committee had
recommended amending the current PSS Act to include explicit nesnfta competition and
innovation, open access and interoperability, consumer protection, regulations on systemic risk
and data protection and security. The kignisterial Committee has also recommended creation
of a new payments regulatdhe Paymerst Regulatory Boardwhich has not been notified by the

Government of India yet, but has been announced in the Finance Bill 2017

The high netwvorth requirements are also present in the P2P lending regulations issued by the RBI.
P2P (peetto-peer) lendings a form of crowd funding used to raise loans for people who need to
borrow, from lenders who want to invest. The business model is such that it does not require the
platform to lend off of its balance sheet. However, the RBI regulations have requiréond?28
lenders to have a minimum petvned fund of INR 2 crores. Further, there are restrictions related

to exposure of a single borrower to a lender which increase costs for the business.

Insuranceis another sector where fintech has shown some dawelot. One development is
fintech as policy aggregators, which help their customers choose from a wide variety of products
41




In the area of auto insurance, Al and big data can be used for better damage assessment and

consequently reduce fraudulent claimsaniage assessment can also be done in the agricultural
sector through drones, and risk assessment for individuals can be carried out for individuals using
wearables. The Insurance Regulatory and Development Authority (IRDA) has also constituted a
Working Goup i n 2017Innbvationg i dnsuramee Involving Wearable/Portable
Device® . However, the Committee was informed t
service providers face a different and heavier regulatory burden compared tonahditsoirance
providers. For example, IRDA regulations have imposed restrictions on web aggregators, not
allowing them to advertise. Further, there are restrictions on customer reviews as well. The
insurance sector has seen development of a microinswsabsector that offers different kinds of
insurance, including accident, health and life insurance. A Swedish company Milvik AB, operating
as BIMA, has demonstrated a model of microinsurance that works through mobile phones.
Payments for these microinsucanschemes are made through prepaid mobile plans epaidst

mobile bills. The turnaround time for claims is 72 hours.

In thepensions sectoipension funds can collaborate with fintech service providers to create APIs
to share data on pricing optionBata can also be used to create more personalised pension
schemes. Pensioner dashboards can be set up to help subscribers to see all their pension details

one place.

Robecadvisorshave also come up in India across the retail investing space -d&loisors are

online portfolio manager that invest client assets by automating client advisory. Many new
entrants and traditional broking firms have launched -adbosor services in India. Some
examples are Aditya Birl a MonxArthayantthyRundsindia r s ¢
and 5nance. Although there are no separate regulations foadvigors, a consultation paper
issued by SEBI states that under the current Investment Advisor regulations, there is no expresg

prohibition for use of automated adgitools by SEBI registered investment advisors.
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1.5 Working of the Steering Committee on Fintech Issues

I n the Budget Speech 2018 (para 75), the Honot

AUse of fintech in f i nMSMES Agousipthedvinistry ofl | hel |
Finance is examining the policy and institutional development measures needed for creating right

environment for FinTech companies tjo

The Government constituted 8teering Committee on Fintech related &sswnder the
Chairmanship of Shri Subhash Chandra Garg, Secretary, Department of Economic Affairs,
Ministry of Finance. Members of the committee include; Secretary, Ministry of Electronics and
Information Technology (MeitY), Secretary, Financial Servicgscretary, Ministry of Micro,
Small and Medium Enterprises (MSME), Chairperson, Central Board of Excise and Customs
(CBEC). Besides, thBeputy Governor of RBI, Executive Director of SEBIEO of the Unique
Identification Authority of Indiaand CEO of Invst India are part of this panel. Additional

Secretary (Investment) in Economic Affairs Department is the convener of the panel.

T h e Co mrernis bfeedetescAnnexure A) were to consider various issues related to the
development offintech space irindia with a view to makdintech related regulations more

flexible and generate enhanced entrepreneurship in areas where India has comparative advantage
vis-arvis other emerging economies. The Steering Committee was also mandated to focus on how

fintech @n be leveraged to enhance financial inclusion of MSMEs.

The first meeting of the Steering Committeas held on March 10, 2018 in which the current
fintech landscape was discussed and the concept obfeed lending explored. Constitution of a
Working Group was decided as the way forward after the first Committee meeting. The Working
Group was constituted on flelnased lending using the GST system, with a view to create a

repository of trusted invoices to be made available to lenders through an Opsystehi.
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Thefirst meeting of the Working Grouwpas held on April 5, 2018 at North Block, New Delhi. The
group was headed by Member (IT), CBEC and comprises representatives of RBl, MSME, NSE,
MEITY, DFS and DEA. The Working Group discussed in detail fluaged lending using the
GST system and the concept of trusted invoice and suggested the representatives to present it
the Group of Ministers (GoM) or GST council so that appropriate action could be taken from their
side as well.

The secondmeeting of the Steering Commitigeder the chairmanship of SEA was held on April
25, 2018. The representative apprised the Committee about the decisions of the first meeting of th
subgroup on flowbased lending (held on April 5, 2018), and the subsdqiezisions taken in

the meeting of Group of Ministers (GoM) on information technology (IT) related GST issues,
which was held on April 17, 2018. The Committee also took cognizance of the potential
developments that can take place using fintech in vaseatrs (i.e. agriculture, open banking,
MSMEs, etc.).

The second meeting of the Working Growps held on May5, 2018 where the finer details to
implement the concept of flobwased lending were discussed. It was decided to follow a phase
wise approachn the first phase, initially-@vay bills could be used to authenticate invoices for the
purpose of lending. Thereafter, once the new GST returns are introduced all firms (including those
providing services) would be eligible to get their invoices autbeted to be able to use flow
based lending.

The Committee, therefore, decided to organize its work and recommendations in the following

broad classes:
(a) Measures required for expanding fintech services.

(b) General policy, technology and databases related nactiequired for creating right

environment and base for expansion of fintech andtgolv services.

(c) Measures required for expanding ¢eeh services which would have implications for

expansion of fintech services.
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(d) Organizational and administrative measure Government of India for promoting and
monitoring expansion of fintech and gtach.

Several rounds of interaction witimtech industry focused on SME&griculture, with regulators,

etc. were organised to get sharper insights.

Thethird and last meeting of the Steering Committes held orJanuary22, 2019 after sharing
the draft version of the report with all members. RBI, SEBI, MEITY, DFS and otkarbers
gave very useful suggestions in improving the report and recommendations. These have sincg

been suitably incorporated in the report.

1.6 Recommendations

1.6.1 Removing discriminatory regulatory barriers in the digital paymentsinfrastructure
sector. The Committee has noted the recommendations of successive government committees for
the promotion of digital payments in India. It notes that while the digital payments have grown
rapidly in India, still there is a lot of cash payrtgeimn the system. Digital payments have the
potential to expand enormously. To realise the full poteri&tyvel playing field needs to be
created amongst banks and fmank players. The NPCI may provide ndiscriminatory access

to fintech firms and o#r financial firms that are not currently shareholders of the NPCI.
Restrictions on nobhank 6 access to pay meAEPSneedsntd bears t r uct
evaluated and appropriate steps need to be taken. RBI may also take necessary measures ang if

and when Payment and Settlement Board comes into existence, the calibrated liberalisation may

=

be continued by the Payment and Settlement Systems Board to achieve the goal of bringing if
financial inclusion, make digital payments as the primary mode of paymmehtusher in
competition amongst various service providefhie Committee iof the view that non
discriminatory access must be the norm unless the respective regulator clearly provides reasons
for a separate treatment to a specified category of finanaiaisf The Committee also urges
Government andRBI to take necessary stefuseliminak discrimination in access to payments

infrastructure to norbanks visa-vis with a view to enhancing competition and innovation
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1.6.2 Fintech for cybersecurity:Exposing financial performance information, in addition to the
concerns surrounding account access, is understandably worrisome for any business. In additio
frauds impose significant financial losses and reputationals cost financial sector firms.

l nvesting in technologies and talent that s
assurances is a logical parallel step. Indeed, some of the most promising fintech innovations toda
are emerging in cybegecuriy, enabling protection from lending frauds, as well as handle threats
related to money laundering and cya¢tacks. The Committee, guided by success stories
elsewhere in the world, recommends the use of fintech, especially by PSE financial service
companes to bolster cybersecurity, fraud control and money laundering. The Committee also
recommends that fintech firm specialising in this field should be encouraged to set up their
businesses in India and provided necessary regulatory approvals for expahelingervices in

the country.

1.6.3 Expanding agricultural credit guarantee schemesThe Committee was informed that
NBFCsO0 extending credit facilities torareta
activitiesare currently excluded fromavd i ng t he O6Credit Guarante
the SFAC. There is a need to attract more sources of institutional leniegCommittee
recommends thasince NBFCs have made significant progress in leveraging Fimteicitrease

their outreach,such NBFCs may be incentivised to work in the agricultural sphgincluding

themin credit guarantee schemes.

1.6.4 Flowbased lending for MSMEs:l n or der to i ncrease MSMES§g
trusted invoice infrastructure must be urgently established in India. TReDS and GSTN should
jointly provide the backbone of a trustedhgoice system, as announced in the Budget for 2018

19. The Committe recommends that GSTN data integrated with TReDS exchanges could form
the basis of a flowbased lending system for MSMEs by banks and NBFCs. Howeash, flow

based lendingvill need superior fintech based systems to track the borrower for providiyg ear
warning signals given that there is no collateral backup (available in normabassetloans).
There is need to promote greater participation of financial institutions, buyers, sellers on the
TReDS platform and firtune the guidelines to enable tkgstem to gain acceptanc&he
Committee recommends that necessary open APl MSME stack baBRdDb&datavalidated by
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GSTNfor use by the fintech companies can be developed by &S], DoR/CBIC/GSTNt is

also recommended RBI may evolve masterdirecn s f or-bAcsadh fliawncing

by financial services companies, using a standardised and trusiedoiee infrastructure
designed around TREBSSTN integrationThe Committee notes that the Factoring Act, 2011
restricts participation on TR2S platform to those NBFCs that are licensed as NBBCtors. It

is recommended that, in order to promote greater participation of NBFCs on TReDS platform,

this legal barrier be examined by the Government.

1.6.5 Reforming P2P markets and creating a markplace model for debt financing Many
restrictions distort the levgllaying field between fintech companies and traditional insurers,
block significant revenue streams, prevent cost efficiencies for both financial services companieg

as well as fintech fins, thus precluding both innovation and competition. In India, a modest

beginning has been made for P2P platforms by permitting specialised NBFCs to undertake thig

activity. The credit needs of MSMES, households and individuals can be taken care otihy crea

a marketplace model of debt financing where savers;baoks and banks are all permitted to
lend. Participants of P2P platform include an individual, a body of individuals, an HUF, a firm, a
society or any artificial body, whether incorporated or. ibiis means that it spans across savers,
banks, norbanks and other potential lendeffie Committee recommends that the Ministry of
Finance may develop a marketplace model of debt financing in India by reforming the present
model of P2P lending platform®&otential hindrance in terms of restrictions on overall and
individual exposure limits may be reviewed aptians like allowing Mudra Bank to directly fund

or cofund SMEs and MSMEs through P2P platforms may also be examined as an alternative

credit delivery channel.

1.6.6 Virtual banking: The Committee notes that The Hong Kong Monetary Authority (HKMA)
has recently issued guidelines for setting up virtual banks and is examining applications for virtual
banking licenses. Banks are increasingly moving towards virtualisation of sefheg£3ommittee
recommends t hat DFS and RBI may examine th
Indian context, costs and benefits regarding allowing virtual banks and prepare for a possible

future scenario where banks do not need to set up braraiteyet deliver the full scale retail
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banking services ranging from extending loans, savings accounts, issuing cards and offering

payment services through their app or website.

1.6.7 Dematerialisation of financial instruments Dematerialisation of finanal instruments is
customeifriendly given wide reach of mobile technologies. It also leads to disaster resilience and
speedy recoveryThe Committee recommends that suitable regulatory and legislative changes be
made to enable FDs and other financial imstrents to be issued in dematerialised form and allow
their frictionless use as collateral. The Committee recommends that the Government undertake
campaign to convert all financial assets held, especially by entities under its control like Post
Offices, n demat form as far as possible but certainly in electronic form. Necessary suitable
amendments to enable dematerialisation of financial instruments such as FDs and other deposits

the Post Offices, other forms of small savings certificates issued,D@plosit Certificates issued

under GMS, Sovereign Gold Bonds, etc. may be undertaken. Similarly, deposits made unde

schemes like Sukanya Samriddhi Yojana in the name of individual beneficiaries should also b
dematerialised. Additionally, all necessary adistrative action to convert the existing stock of

such deposits and certificates may also be taken in a time bound manner. Pending changes in lay
and regulations that may be required to enable depositories to store all financial assets, the
information pertaining to the assets may be stored in repositories, so that consumers can acces

this information through a single window.

1.6.8 Reform of Pre-paid instruments (PPI) system PPI system is quite convenient for making
routine payments and its use istting increasingly popular. However, there are quite a number of
restrictions which hinders expansion of PPI system in the country, especially with respect to the
rural areas. PPI issuing firms have many strict requirements regarding KYC norms that
substatially increase their operational costs. For example, the maximum outstanding amount in a
PPI account (even if it is a full KYC account) is Rs. 1 lakh. This limits consumer benefits from
such accounts and reduces the ability of PPI issuing firms to ahlsaatomers. As deposits in

PPI do not earn any interest, any apprehension that these might replace the banking system m
not be well founded. Only those persons will hold amount higher than Rs. 1 lakh in the PPI
account that have genuine payment needd, lihked to bank accounts, has no such restrictions.
There is a case for substantially revising this limit upwaidse Committee recommends a
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thorough review of the PPI system with a view of considerably liberalising its use with adequate

nornrmonetary imits safeguards to enable expansion of fintech.

1.6.9 Reformed KYC process in the light of the recent Supreme Court judgement on
Aadhaar: The implications of the judgement of
Aadhaar case needs to be assesse@dwernment, especially by DEA, DFS and MEITY, and
adequate steps need to be taken to remove uncertainties in business processes of the finte
players.Fintech firms seem to have got adversely affected by the Judgment on account of legal
infirmity in the Aadhaar law about online KYC not being permissible on a voluntary basis. The
online KYC and authentication using Aadhaar was a sound system with considerable efficiency,
and convenience. Given the judgement bgre t he
several alternatives such as Original Seen and Verified (OSV) to be done by banking
correspondents for physical KYC,-S#gn, nonface to face otboarding, including offline
authentication modes prescribed by the UIDAIL. The Committee notes that Mmistfithe
Government have issued interiaiternative authentication procedures, whilebifh is under
consideration of Parliament to amend these acts to enable voluntary use of Aadhaar and Aadha
authenticationThe Committee recommends that various options including possibiliydet

based KYC, making available validated electronic iees of KYC related documentisrough
DigiLocker, making these available for verification by service providers with prior customer

consent, etc.

1.6.10 Using unconventional data sources for better credit scoring and increasing access to
credit: The Commitee notes that the poor and the unbanked are often unable to access credit dug
to the lack of formal credit history and namailability of other relevant documents. Fintech
companies focus on a number of unconventional sources of data and advancedlgita sm

create better credit profiles of such individuals. These fintech companies collect information

pertaining to social media behaviour, financial transaction behaviour, product purchase behaviouf

etc. These kinds of information are not capture€Chys. Fintech companies collect these kinds of
information from the mobile phones of consumers with prior congemtder to increase access

to credit and to stabilise the growth of such practices in view of the recommendations of the
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Justice Srikrishna&ommittee, this Committee recommends that MeitY and TRAI may formulate a
policy to enable such practices through a formal, conbased mechanism.
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Chapter 2
General Policy, Technology and Databases Related Actions for

the Promotion of Fintech

I n the Committeeds Vi ew, there are many act|lio
firms can take to enable growth of fintech in India, and its optimal use to solve problems. These
actions span general government policies, financial regulatieasnology policy, government
databases, and other areas where government has the ability to act directly. There are things that
public sector financial firms can do to foster developmefiindéch in their respective domains, to
improve their own busirss and also to provide examples for other firms to emulate. Government
departments and agencies thereunder can take certain stepsssoaking data available and
offering open APIs, to enable developmentintech. Financial sector regulators can refdheir
regulatory frameworks to enable development of fintech.

2.1 Fintech adoption by public sector financial firms

Fintech has the promise to transform the delivery of financial services. Fintech companies offer
unbundled services and througimovation increase value to the customer. Delivery of services

through the digital medium accompanied by an improved customer experience makes fintech
firmsdéd offerings attractive to the younger g
Japanese psonal finance management &gt aids customers in managing corporate expenses
and personal assets through their mobiles while also providing a sleek and welcoming interface|
Similarly, chatbots are used to help customers interact directly with bankgyhhroessaging

apps®®

Innovation would be critical to navigating the waves of digital disruption for the public sector

financial services companies. Public Sector Banks (PSBs) and other public sector financial sector

68Amy Neale, O6How Fintech StandupsnaneedraMaboemicagdblanik
https://newsroom.mastercard.com/2017/04/10Afiovech-startupsaretransfoming-retaitbankingandfinance/
(accessed on 3rd January 2019).

69 lbid.
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entities like insurance companies hawat been very proactive on adoption faitech in their
operations. They need to in case they have to protect their businesses and stay releviastin the
changingworld. A well-defined team focused on innovation can serve as a visible, centralized
point of initial contact forfintech. PSBs and other financial sector entities were slow earlier in
catching with adoption of IT in thework, but they eventually did so. These entities need to be far
more proactive and innovative in remaining ahead in tleaidintech in delivering all their
services. Innovations ifintech reduces complexitgnd allows banks to coordinate effectively
among different functional areas to vet and test new solutions. Furthermore, these create th
flexibility and agility neededo experiment with cuttingdge technologies and have the authority

to move forward with promising prospects.

The RBI&s Working Group Report on Fintech a
salience of a positive customer experieffcEhe Repat states that leadership in financial services

was earlier determined by the range of services offered and the cost of the same. However, th
Report believes that in coming times | eader

turn would require wstomer centric innovation.

Many global financial institutions incubate innovative ideas internally through their innovation

labs!? Traditional financial institutions are also looking to add value to customers, and compete
with fintech firms, by leveragig emerging technology. For instance, JP Morgan constituted a new

team for automation of legal work in 20#7Through a program called Contract Intelligence,

hours of contract and agreement reading could be completed in seconds with fewer errors|

Similarly, Wells Fargo also established an Artificial Intelligence team in 2017 with a view to
providing personalized servicésin the Indian context, banks, primarily private, have announced
tie-ups with fintech firms to explore options in blockchain and paymesdsnology among

706 Report of the Working Group on FinTech and Digital
at https://rbidocs.rbi.org.in/rdocs/PublicationReport/Pdfs/WWGFR68AA1890D7334D8F8F72CC2399A27F4A.PDF
(accessed 3rd January 2019).

7861 nnovation in Banking: Kill er i(26Eebrsary2018) availaldesas ki | |
https://thefinancialbrand.com/70631/innovatideasbankingculturetrends/(accessed on 3rd January 2019).
72Deena Zyi diank&Wmeed to coll aborate (not compete) wi

2018) available athttps://www.digitalistmag.com/finance/2018/01/03/bamezdto-collaboratenot-competewith-
fintech-startups05682519accessed 3rd January 2019).
731bid.
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others!* Public sector financial services institutions however appear to be lagging in embracing
fintech solutions. Establishment of innovation teams could stimulate adoption of fintech solutions
by these entities. The RBI Working Group Report has also made rspndposal in terms of
establishing an innovation unit with dedicated resources. This would also aid the public sector|
financial institutions in welcoming talented individuals to develop solutions to problems plaguing
the sectorlt is recommended that plib sector bank establish innovation teams within their
organization’® This would provide a clear direction and encouragement for innovative thoughts
and processes within the organization. Establishment of innovation teams would also aid in

knowledge builthg exercises and attract the right ideas and talent to the organization.

2.1.1 Artificial intelligence for back-end processes

The uses of Atrtificial Intelligence in fintech were discussed in Chapter 1. Using advanced
cognitive technology and machine demmg models, Al based processes can monitor voice
interactions to produce a risk score based on speech, behavioural and human emotional tendencig
A joint venture of Royal Bank of Scotland and Vocalink in the UK is creating a machine learning
system to ean transactions by small and large business customers to identify and circumvent falseg
invoices and potential instances of fraud (operational risk). Studies have shown that non
parametric machine learning models involving deep learning outperform trediittenchmark
models in terms of prediction accuracy as well as in proposing practical hedging measures to coveg
credit risks. Applications of machine learning include the automatic reading and interpretation of
the implications of regulatory/contractuabalimentation using natural language processing as a

means of reducing compliance risk.

It is recommended thaDepartment of Financial Services (DFS) and PSU banks may work
together to explore significant opportunities that exist to increase the levalgoohation using

Artificial Intelligence (Al), cognitive analytics & machine learning in baid processes of PSU

74Aparajita Choudhury, ¢6éBanks lag in fintech, startup
2017) available ahttps://yourstory.con/2017/09/bankéintech-startupacquisitionsaxisbankfreechargeadccessed on

3rd January 2019.

756 Unl eashing the potential of FinTech in Bankingé6, E
https://www.ey.com/Publication/vwLUAssetstemleashinethe-potentiatof-fin-techin-banking/$File/eyunleashing
the-potentiatof-fin-techrin-bankingpdf (accessed on 3rd January 2019).
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banks, especially Risk Management, Compliance management and Fraud Control, and make
roadmap to implement the strategy in time bound nmanimplementing such technology

automated systems will bring in more efficiency to their work and reduce fraud and security risks.

2.1.2 Public sector blockchairbased trade finance

As discussed in Chapter 1, invoice trading is another nascent drateoh application in India. It
assists MSMEs that often struggle with working capital and cash flows due to delayed payments
Recently emergetintech companies are providing platforms to such MSMEs to sell their invoice

or other receivables at a discofmt working capital Fintech canbein 3ways

(a) Artificial Intelligenceandmachinelearningfor strengthenindraud prevention,surveillance

andsecurity;

(b) Distributed Ledger Technology and pattern recognition to reduce intermedaries and
transactiorcosts spurtransactiorspeedsand enhanceegulatory compliancend

(c) Technologiedike fingerprinting validation and endto-end encryptionto strengthencyber

resilience.

Box 2.1: Blockchain for deduplication in TReDS

TREDS formalises a part of trade finance based on invoices. Blockchain techizologpingsolve
the problems of double discounting and transparency of invoices in trade filmoogh TReDS

thereby reducing the cost of credit, as all transactioneeletger are verified and transparent.

All three platforms, RXIL, Invoicemart (A.TREDS) and Mynd have implemented a blockchain |
solution (provided by Montago) to check double financing of same invoice. Certain parameterg
invoice, viz., invoie number, seller / buyer GSTN, amount, etc. are extracted, hashed and stof

platform is able to access data of any other platform and data confidentiality is maintained.

2.2 Enabling policies by government departments

Several government departmeiwctn create enabling policy frameworks that could catalyse the

growth and development of fintech in India. These policies can take various forms. Some may,
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enable new technologies, such as drones, to develop. Some others may allow governmer
databases to bepened up, with appropriate checks and balances, to fintech firms. Some
government departments and agencies can help create new databases, such as digital land reco
that can be enabling for fintech development. NITI Aayog has issued a Discussionopaper
National Strategy for Atrtificial Intelligen¢@which highlights use cases and applications of Al in
healthcare, education, agriculture, etc.

2.2.1 Remote sensing and drone technology for credit and insurance

Discrepancies in selieported cropping patterns and crop cutting experiment processes can be
resolved using drones and other remote sensing technologies that will enable more efficient
delivery of both credit and insurance products. A drone policy hasde®unced by Ministry of

Civil Aviation which has come into effect from December 1, 2018. PMFBY guidelines also
provide for innovation in various aspects of the scheme, including crop cutting experiments. RBI
has mandated banks to ensure end use ofloans especially where benefits of subvention and

priority sector are being availed. However, cases of misuse are widely reported.

It is recommended that Insurance Companies and Lending agencies in Agriculture sector shoul
be encouraged to use drone aadhote sensing technology directly or those providediritgch

companies to assess discrepancies inreplirted cropping patterns and crop cutting experiment

processes, enabling more efficient delivery of both credit and insurance products and reduce

credit/insurance risks.

2.2.2 Digitisation of land records

Bank credit for agricultural sector is largely based on land owner§hg Digital India- Land
Records Modernisation Program (RRMP), previously the National Land Records

Modernisation Program (NLRMP), aims to digitise all land records across the country in order to

76 NITI Aayog, National Strategy for Artificial Intelligencdune 2018
http://niti.gov.in/writereaddata/files/document_publication/NationalStrafeyAl -DiscussionPaper.pdf
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provide conclusive title&. This digitisation will help the growth dintech, as with digital land

data, loans and othdinancial products can be provided more easily. This data will include
characteristics of the land, mortgages, encumbrances, ownership and other rights, etc., enablin
financial services companies to make informed decisions about lending while also giving
underbanked populations access to financial services at lower cost. National integration of thes
records will helgfintech companies that rely on advanced data analytics tools to assess credit risks
Suchfintech based credit delivery would also be viegxpensive and save considerable cost and

time for farmers.

R B | Gosimittee on Mediwterm Path on Financial InclusiofChairman: Shri Deepak Mohanty)
had recommended that in order to increase formal credit supply to all agrarian segments, thg
digitisaion of land records should be taken up by the states on a priority basis. An interface
should be provided to banks to view and update charge creation ontemeedlasis to avoid
multiple loans with charge on the same piece of land.

For fintech to delier this credit, farmers land records need to be digitised at the least. Lot of
efforts are being done in the country to digitise the land records. However, results have beer
mixed and in some states the progress has been very tardy. Though most staitepleavented

digitization of land records, online land records are not yet available in some states. The farmers$

whose land records are not updated find it difficult to access formal credit and delays in sanctions
of crop loans. Present Digital Land Retddodernisation Programme requires a close review and
reform. The country needs a dedicated National Digital Land Records Mission based on a commot
National Land Records Standards which should deliver common stasideseld land record data
within a 3-yeardeadline. DOLR may collaborate with DFS, MEITY, Ministry of Agriculture &
Farmers Welfare and State Governments, so as to put in place a robust land records managemsg
with reattime access to digital land records data through open APIs for all finsserate

providers.

77 See:http://dilrmp.nic.in/
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2.2.3 Reengineering legal processes for the digital world

Prevalence of-signature on documents is restricted because authorities insist on wet signatures or

physical loan agreements for filing of loan recovery suits in courtsachoeve the goal of

paperless economy such requirements are unwanted and prove the use of technology futile.

Insistence on wet signatures on physical loan agreements for filing of loan recovery suits in courts
need to be replaced by paperless legal alteesmas these can enable cutting costs and time in

access to finance, repayment, recovery, etc., for businesses and financial service companies.

The Committee recommends review by Department of Legal Affairs of all such legal processes
that have a bearg on financial services and consider amendments permitting digital alternatives

in cases such as powef-attorney, trust deeds, wills, negotiable instrument, other than a cheque,

any other testamentary disposition, any contract for the sale or convefamaovable property

or any interest in such property, etc., (where IT Act is not applicable), compatible with electronic

service delivery by financial service providers.

2.2.4 Open APIs and expanding open government data

Many fintech solutions are buillased ordata on customers, markets and the economy. Making

more data available, with guarding against misuses of the data, will ensure that more, and better

fintech solutions can be built. Many use cases of open APIs in gosetman be considered. On
the government 6s Open Data port allndia 8tacldet 8 AP
APIs and have facilitated the mushrooming of many fintech solutions using this data. APIs can
also be used to share réimhe informaton on corporate direct tax and GST payments with both
corporations and the government, eliminating the need to maintain separate accounts for ta
purposes. In order to enable Account Aggregators (AA), the Reserve Bank is facilitating
standardization of AR for information retrieval from the financial institutions and making them

available to information users working in the AA ecosystem.
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The Committee believes that APIs of relevant datasets be created suaftebhtsolutions can be
built using themThese APIs must be open, to ensure equal access to all those wishing to build on
this dat a, and anonymised, or , where identif(i
privacy of the people and built on the lines of IndiaStacklgia AgriStack can be built, such

that lenders can evaluate the creditworthiness of agricultural borrowers. This stack can include a

farmer s borrowing history, |l and ownership daf

information.

An India MSME Staclcanalso be built, where data on MSMEs can be pulled through APIs to
facilitate trade financing, flovibased lending, insurance and bill factoring. Tritka MSME Stack
may be a collection of APIs for MSMiihancing, including®:A unified database of all MSMEs

(a) Expansion of DigiLocker to include small companies to enable cloud storage of data

(b) Single unified invoice financing platform with GST integration for smoother payments and
tax collection

(c) Policy changes and regulations to be available as #RiIsable one touch access

(d) Building on the TREDS platform to create a single invoicing platform for all vendors and

suppliers.

Additional APIsto facilitate research and the creation of applications may include: Government
departments and local governmentdies unified stack; land registry and state land records;

ownership/buy/sell/insurance/permits/taxes/fitness/loan/mortgage/enforcement records to provide
transparency to transactions; delivery of government and private schemes and services to eligible

citizens; automated query management; Government transit and commute systems; and so on.

The Committee recommends that MEITY coordinate the process of identification of the datasets
that can be shared through open APIs, setting targets for the creatioh &Risdy the relevant
Ministries while enabling and supporting Central, State and Local governments to create relevant

open APIs.

78 Yes Bank, India FinTech Opportunities Review, 2018, URLp://www.yesfintech.com/data/cms/ifogport
2018.pdf
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The Ministry of Science and Technology has formulated the National Data Sharing and
Accessibility Policy (NDSAP), while MEITYs the nodal Ministry to implement the policy. The

Committee notes the power of open Government data in spawning new businesses and improving
business models, subject to privacy laws. The Committee recommends that NDSAP needs wider
acceptance and implentation, making way for sharing of data generated by Government
agencies (including Ministries of Union Government, Autonomous bodies, State Government and

Local Governments) in redime through Open APIs.

2.3 Creating a financial regulatory framework for fintech

Perhaps the most important factor in the growth and developménteath is how the financial
sector regulators respond to these innovations. There is a lot that the regulators can do to enable
optimal development dintech in India.

2.3.1 Support for new business models

There are quite a few restrictions presently which may require reconsideration in the New
Economy being built on digital infrastructure. Take the example of the insurance sector.
Customers who searched for insurance trausiiy relied on agents. In the last few years, digital

channel is becoming the preferred mode for research on insurance policy and design. Positioning
themselves as financial product aggregators, fintech firms like policybazaar.com help their
customers chase from a spectrum of insurance products such as life insurance, health insurance

motor insurance and travel insurance.

Auto-insurance claims can be made smarter as well with the use of Al and big data by use of
imagebased assessment smart insurance system. Such imaging can accurately identify requirgd
repairs by scanning images of the accident vehicle and calculate ¢lam@int by tapping on a
database of vehicle model(s) and part(s). The damage assessment system is also able to rediice

frauds by differentiating between new and old damage on the vehicle. This technology allows
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same day claims settlement and significaduogion in frauds of claims thereby reducing the auto
insurance loss rate by up to 8% to 10%.

Further, various insurers have also raised demands to link wearables and portable devices to thg
product design. In this backdrop, the InsuraRegulatory and Development Authority (IRDA)
constituted a Wor ki ng Group i n 2017 to e
wear abl e/ portable devicesd to examine the v
risk assessment, risk improvememoduct design and pricing. The Working Group has
acknowledged that insurers are keen on investing in technology as they perceive the risk o

disruption if they do not®

A study by PwC has identified some of the potential areas of innovation or disrdptio
InsurTeck®:

() Since insurance is an industry which relies heavily on user data, fintech can help
traditional insurerseverage existing dateo generate deeper risk insights, to increase the speed of
servicing, to lower costs, and to open the way E€ver greater product precision and

customization.

(i) Internet of Things (loTxan also prove to be efficient in this area. Some concrete
examples are telematics and rBale weather observation that include sensors analysis of the
gathered data cadentify unsafe driving, industrial equipment failure, impending health problems,

and more.

(i) Usagebased insurance (UBI) modedse emerging in response to customer demands
for personalized insurance solutions. Inputs from sensor data could be atamhpadicator in
prevention. Furthermordyehaviouralanalytics and advanced data analysis capabilities can help
insurance companies gain a deeper understandibglaviouraltrends, customary aspects and
habits of individuals, allowing for the developmi@nd creation of customized solutions.

79 InsurTech- Working Group Findings and Recommendations, URL
https://www.irdai.gov.inf/ADMINCMS/cms/frmGenerallLayout.aspx?page=PageN03519&flag=1
80 Opportunities Await: How IngTech is reshaping insurance, June 2016, URL:
https://www.pwc.ru/ru/industries/insurance/FinTaelport InsurTach.pdf
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(iv) With the use of dronesclaims assessment and compensation process could take a lot

less time.

(v) With morereal time databeing available, such as equipment malfunctioshiét from

protection to preventiowill be observed.

(vi) Technology is enabling insurers to use mobile and other digital channetadb

customers and provide quicker seryiparticularly to younger customers.

(vii) The peculiarities of the sharing economy need to be examined by msRisk
patterns and hazards shifthen resources are shared, such as in ride sharing apps.

Box 2.2: Micro Insurance- the Plug and Play Model BIMA - Sweden

The insurance sector is learning from the microfinance sector, which made credit
available to Indiabds multitudes. A Sw¢
demonstrated a model of microinsurance that works through mobile phones. Itbfézesnt
kinds of insurance, including accident, health and life insurance. Payments are made
prepaid mobile plans or postpaid mobile bills, and their turnaround time on claims
hours. Bima has reached 24 million customers across 16 couati@ge majority of them

first time users of insurance.

During its interactions, the Committee was informed that there are numerous instances where
fintech service providers face a different and heavier regulatory burden comparaditional
insurance providers. Some of the issues faced by fintech companies operating in the insurang

sector are:

(i) Restrictions on advertisement&s per IRDA Regulations, web aggregators and online
platforms offering services in the insurance seeire not allowed to adverti§eWhile there is a
genuine concern regarding conflicted remuneration, regulation can be more narrowly tailored to

prevent cases of genuine conflicts. This will provide another source of revenue stream for onling

81Insurance Regulatory and Development Authority of India, Insurance Regulatory and Development Authority of
India (Insurance Web Aggregators) Regulations, 2017, (visité®/6/2018), Schedule VIII.
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insurance ditributors and ensure that their business models are sustainable, which will lead to

innovation in themarketplaceresulting in better services to the consumer.

(i) Restriction on outsourcing activitiegintech companies operating in the insuranceosean
perform outsourcing services, such as sending reminder of premium pagjfridotgever, they

can offer such services only if the policy has been sourced from their platform. They are not
allowed to perform such activities independently for any insdespite having the expertise to do

so. Such restrictions limit source of revenues for online insurance distributors. Such revenue cal

be used to innovate and provide value added services to the consumer.

(i) Restrictions on business activitiRDA regulations do not allow fintech companies to offer
any other services apart from insurance. Companies offering insurance products through
traditional channels can open offices to prd
holistic manner. Tis restriction reduces competition-tizzeen the traditional insurers and fintech
companies. There is a need to examine similar regulations across the financial sector, and create

level playing field to ensure that consumers can choose the best prossiblgs®

(iv) Restrictions on genuine review&enuine customer reviews should be allowed to be
displayed® Customers using digital platforms of fintech companies to buy insurance products are
not allowed to give their opinion or rate the products. Tingasure restricts the scope of feedback
from consumers which raises consumer protection concerns and limits the way, insurance

companies can improve their products.

(v) Outdated regulatory requirementsransactions entered online which are paid throujIC K
verified accounts can be used for insurance purposes as well. Fintech companies operating in th

fintech space should be allowed to not duplicate the KYC process.

82Ibid., Regulation 30(b)(iv).

83 Ibid., Regulation 3(a)(ii).

84 Insurance Regulatory and Development Authority of India, IRDA (Web Aggregators) Regulations 2013 Exposure
Draft, (visited on 04/13/2018), Regulation 13(C).
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In addition, online service providers and fintech firms in the insurance sectomtade higher
restrictions than most advanced jurisdictions in the world. The box below highlights this.

Box 2.3: Global benchmarking of regulations applicable to fintech firms in insurance

Rules India UK us Netherlands France Germany | Japan
Advertising Banned | Allowed Allowed Allowed Allowed Allowed | Allowed
Cost per Lead Banned | Allowed Allowed Allowed Allowed Allowed | Allowed
Reviews Banned | Allowed Allowed Allowed Allowed Allowed | Allowed
Ratings Banned [ Allowed Allowed Allowed Allowed Allowed | Allowed
Non-insurance Banned | Allowed Allowed Allowed Allowed Allowed | Allowed
products
Dealing directly Banned | Allowed Allowed Allowed Allowed Allowed | Allowed
with other
intermediaries

Insurers allowed| Banned | Allowed Allowed Allowed Allowed Allowed Allowed
to invest

Some of the stakeholders who interacted with the Committee were of the view that the P2P
lending models should not be restricted in the way they have been in teerposure limits,
because they involve sophisticated lenders operating with much better information and taking
decisions about how they want to deploy their money. Platf@sed lending models are different
from the traditional lending models. They seelot@rcome the information asymmetry problem

not by taking lending decisions, but by helping consumers take their own lending decisions.
Applying the lens of traditional lending to these models may stifle their growth. Similarly, for the
providers of prepai payment instruments, some of the stakeholders expressed the view that the
capital requirements are probably not in line with the risks that these providers assume.

The Committee, therefore, recommends that Regulators should consider permitting new of
innovative business models that can reduce costs, enable choices for consumers, subject to ng

conflicts.
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2.3.2 Competitive Oneutralityd in regulati orn

Regulators should focus on addressing the market failures that are identified in a given market
instead 6 trying to preserve the existing institution types. The regulatory stance should be pro
innovation, which, above all, means being open to significant changes in the institutional

landscape in the interest of improved efficiency and quality.

Aregulatoryapproach that <could help strike this
system. Here, the regulator focuses on achieving regulatory objectives for functions of the
financial system, instead of focusing on firm types or activities. The fulsctibrihe financial
system remain stable over time, even though the institutions performing those functions mayj
change. A functional perspective enables being neutral to instiiypi@s, which will allow

innovative institutions to thrive.

The basic funabns of the financial system are the following:

(a) To provide ways of clearing and settling payments to facilitate trade.

(b) To provide a mechanism for the pooling of resources and subdividing shares in varioug
enterprises.

(c) To provide ways to transfer economasources through time, across borders, and among
industries.

(d) To provide ways of managing risk.

(e) To provide price information to help coordinate decentralized deemseking in various
sectors of the economy.

(f) To provide ways of dealing with thecentive problems created when one party to a
transaction has information that the other party does not or when one party acts as agent fq

another.

At present, these functions are performed through certain institutions and activities but may
undergo trasformations. For instance, the function of pooling resources is mainly performed by
banks and investment firms. Banks do this by undertaking certain activities: accepting deposits

evaluating loan applications, making loans, monitoring loans, invokingiseou guarantees in
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situations of default, and so on. If P2P lending models scale up, they may perform a similar
function but with very different institutional mechanism and activities. Taking a functional view in
practice would meaanalysingemerging lisiness models on their own terms, instead of applying
existing regulations on them. Platfotmased lending models are different from the traditional
lending models. They seek to overcome the information asymmetry problem not by taking lending
decisions, bt by helping consumers take their own lending decisions. Applying the lens of

traditional lending to these models may stifle their growth.

The new business models may need very different institi§joes. For instance, the traditional
definitions of baks and NBFCs need not apply to platfebased business models, whose form is
probably closer to technology companies than to finance companies. If regulators try to fit these
models into existing institutional forms, they will limit the possibility of imations. A functional

perspective demands adopting form to function, and not the other way.

Regulators should take a functional approach to regulation, which means that they should be
neutral to the institutional forms and activities that are performhegfinctions of the financial
system. Regulations must promote competition and a fair, and open, level playing field for digital
financial inclusion by ensuring that providers of similar digital financial services have similar
rights and responsibilitieggardless of their institutional type and the technology used. Financial
sector.This framework also should ensure that similar risks are regulated in a similar manner and
that an appropriate riskased approach to supervision is developed. Regulatoysaparoach
fintech keeping Ocompetitive neutralitydo wi

regulations.

2.3.3 Regulatory sandboxes

Regulators need to develop regulatory mechanisms that can help support new husittssnd
give effect to a functional perspective of financial regulation. Since these are early stages of
innovation, instead of fulledged regulations, regulators skbuocus on documenting and

understanding the market failures, and carefully evaluating potential regulatory responses. An
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innovation may be tried at a small scale, then at a moderate scale in the market, and then taken
scale. Typically, regulators danintervene in small scale pilots. The true nature of the innovation
and its risks can be properly understood only when it is launched in a market situation. Allowing
controlled testing of innovations can help the regulators learn from the industry -enelating

regulatory responses.

The Committee was apprised that there are four broad categories of regulatory barriers:

(a) Compliance with legacy regulations which are not designed for financial products that are
delivered through technology.

(b) Cumbersome andrawntout consultation process for new guidelines.

(c) Ambiguity in interpretation of some regulations, especially for products that fall under
multiple regulatory jurisdictions.

(d) Regulatory compliance at scale i.e. the uncertainty that the regulator mighseimpo

regulations which can adversely affect their business models as the company scales.

One mechanism that can help overcome these barriers is that of a regulatory sandbox. Th
regulatory sandbox allows firms to test innovative products, servicebuaimkss models in a live
market environment, while ensuring the appropriate safeguards are ifffRemgulatory sandbox
may be d éframeveork seh i byia financial sector regulator to allow sisedle, live
testing of innovations by private s in a controlled environment (operating under a special

exemption, allowance, or other limited,ttiheo und excepti on) under t hag

A regulatory sandbox can shorten the time needed to see the efficiency of innovative products an

services, or to extend a service or product within the existing authorization for experiments not

consistent with current regulatory regime. This allows the business to adequately prepare the

procedures to comply with prevailing regulatory requirem@&#tsthe same time, it assists the

regulatory authorities to frame guidelines for the vastly developing technologies and their recent

85Finané al Conduct Authority, ARegul atory sandbox | esso
https://www.fca.org.uk/publication/researahd data/requlatornssandboxiessondearnedreport.pdf(accessed on 5th
January, 2018).

86De Neder |l andscheBank, f@AMore room for innovation in t
https://www.dnb.nl/en/binaries/Momom-for-innovatiorrin-the-financial%20sector_t047-361364.pdfaccessed on

7 January, 2018).
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updates, while safeguarding consumer interests. This reduces the regulatory uncertainty as th
regulator can closely monitor éhnew technologies, thus enabling the regulators to collaborate

with fintech firms and consumers.

Some of the possible steps for operationalizing the regulatory sandbox may&fclude

(a) Regulator develops broad guidelines and expectations from target ces)fatiowed by

inviting applications through a public notification.

(b) The eligibility criterion requires the innovation to be genuine and capable of providing
direct benefits to the consumers, while maintaining systemic stability. The innovation
should alsde ready to be tested.

(c) Once applications are received, they are evaluated on the aforemengiagibdity
criteria, along with the business model and product offerings.

(d) The companies or products selected post evaluation are required to closelyithadtke
regulator to assess the viability of their products and services, while being provided with
tools that includ®:

i. restricted authorization,
ii. rule waivers,
iii. individual guidance,
iv. no enforcement action letter to conduct the tests
(e) After a successful exfrom the sandbox, the company is required to submit a report. For it

to become a market player, it has to then comply with all the applicable regulations.

For a regulatory sandbox to be operational and productive for the financial system, the ingtitutiona

arrangement must have the followifig
(a) Proper application screening procedures,

(b) Proper articulation of regulatory concerns associated with a given project,

(c) Robust design of minimal guard rails required for a test rollout,

87Del oitte and CI I, ARegul atory Sandbox Making I ndia
https://www?2.deloitte.com/content/dam/Deloitteldatuments/technologsediatelecommunications/wmt-fintech-
regulatorysandboxweb.pdf(accessed on 8th January, 2018).

8Renuka Sane and Ajay Shah, AExper i menftMarch2018, availaEe f o
athttps://blog.theleapjournal.org/2018/03/experimentati@tfostersfintech.html(accessed on 20th March, 2018).

89 1bid.
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(d) Robust design of a set ¢ésts that will answer the concerns, and set the threshold for
approval,

(e) Controlled roltout of innovation and audit of the captured data,

() Extrapolation from sandbox to practical deployment,

(g9) Sound documentation associated with each experiment,

(h) Execution caforming to the existing legal and regulatory structure,

(i) Feedback channels of insights from each sand box experiment into reguoiatiorg

process.

Financial services firms in the private sector have identifiedtiple usecases for regulatory
sandboxessuch as aPortfolio management services for the po@urrently, the minimum
investment limit for customized wealth management services for investors is INR 2.5 million. This
presents a barrier to customization of wealth management produdtdoional sector financial
consumers. There is a case for testing customized wealth management for informal secto

participants in a sandboxed environment by relaxing the minimum investible amount requirement.

Report of theWorking Group on FinTech and Dtgl Bankinghas recommended introduction of

an appropriate framework for a Regulatory Sandbox within a-aedihed space and duration
where financial sector regulators in India will provide the requisite regulatory support. The report
also recommends a l@@boration with Institute for Development and Research in Banking
Technology (IDRBT) to create and maintain the sandbox to enable innovators to experiment with

banking or payments solution for eventual adoptfon.

In August 2017, SEBI set up@Gommitteeon Financial and Regulatory technologies (CFRThe
Committee is advising SEBI on ways to reap the opportunities providdthtegh, while also
dealing with the relevant risk and challenges. CFRT is advising on trendsfimtech
developments in sectigs market worldwide; opportunities and challenges from fievech
solutions and its impact on Indian Securities Mafflketech solutions for further widening and

deepening of Indian securities market; approach framework for regulatodposa in Indian

90Reserve Bank of India, AReport of the Working Group
at https://rbidocs.rbi.org.in/rdocs/PublicationReport/Pdfs/WGFR68AA1890D7334D8F8F72CC2399A27FAA.PDF
(accessed on 9th March 2018).
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market conditions; preparing Indian securities market and regulatory framework to adopt to
new fintech solutions; assessing technological solutions for regulatory functions of SEBI
; technology capacity buildingy Indian securities market in general and SEBI in particular; cyber

security at system level for the Securities Market and suggesting the creation of cyber security
standards; Technology Risk Management Framework for market participants and for titeeSecur

Market; and other issues.

SEBI, under the guidance of the CFRT, will soon issue the detailed guidelines on both the

1%

sandboxes. SEBI is in the process of implementing two sandboxes under the guidance of thg
CFRT:

(a) Regulatory sandboxfor limited purpose testing of innovative fintech products and
business models in a live test environment on real customers

(b) Industry sandbox where fintech firms can test their solutions isolated from the live
market. The purpose of industry sandbox iprtavide a collaborative space accessible

to all thefintech participants including the regulators. SEBI envisages the Industry

=

Sandbox Framework as a platform of shared knowledge and data developed, operate(
and maintained by the industry wherein fintditms can test their innovations before

rolling out into the live market or approach regulatory sandbox.

In addition,sandboxes developed by individual regulators, an-negulatory sandbox is essential
for the development and promotion of hybrid fioeh products that are regulated by multiple
regulators. Suitable legislative changes may be required in order to create aegul&ory

sandbox, and to allow regulatory coordination for the purposes of operationalizing the same. Fol

the regulatory satbox to be successful in its objective, the following points would be critical:

(@) The sandbox shoulde work closely with regulators through representation at the
governing council as well as the executive council. The organization should be managed by
professional staff. The intetegulatory sandboxnay be established under the purview of
the FSDC.

(b) The sandbox initiative should lgeidedby senior leadership in each regulator.

(c) The CEO of the sandbox should be a seasoned professional equivalent to an Executivie
Director at the regulator, with a strong background of working in the fintech for financial
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services industry; deep experience of working with regulators and policy makdrslear
understanding of the dynamics of addressing lawesme and other excluded segments.

Introduction of regulatory sandboxes could help regulators and industry participants work
together wunder the regul at ortibns. TheeCandnetteesnotesp t

that many economies across the world (UK, Singapore, Canada, Thailand etc.) have set u

regulatory sandboxes as early as 2015 enabling financial sector innovations. A detailed blueprint

of RBI 6s regul at or yvidedanntdebReport of the Haouskholl Fimasce p

Committee, while other regulators have carried out similar studies. The Committee recommends

that regulators should without further delay introduce mechanisms, such as regulatory sandboxes

and laboratories, thanhable learning and adaptation of regulatory responses can play an important

role.
2.3.4 Planning for high impact fintech scenario

Technological transformations to the financial system bring both benefits and new types of risks.
For example, whilestablishment of SWIFT in 1973 connected payment systems across countries,
the collapse of Herstatt Bank in 1974 highlighted the risks of increasing international financial
interlinkages, especially through the new payments system techriidlioggrnationhagreements

on robust payments systems and related regulation then developed in response. The latest wave

technologies may similarly create new risks, some of which the regulators may need to address.

Based on experience of fintech models so far, @areenvisage certain scenarios unfolding over
medium to long term with each requiring a different kind of regulatory response. In each sector of
the financial system, a different scenario, or a mix of scenarios, may emerge. For instance, thg
Basel Committe for Bank Supervision has identified five scenarios for how banks may change

due tofintech®2 The table below describes these potential scenarios in brief.

91DouglasWAner , Janos Barberis, and R
Geo. J. I nt 6l L. 47 (2015), p. 12
92 Basel Committee on Banking Supervision.

s P Beurciksliesy ,p afir Tahdei
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Table 2.1: Potential scenarios on evolution of fintech space

Sl Medium to long term scenariosfor Scenarios for Banks identified by Basel

fintech evolution Committee for Bank Supervision

1. Low impact scenaria Here,fintech Better bank: This scenario involves
innovations will be largely deployed | modernisation and digitisation of incumbent
by existing firms to improve their players. Banks retain the customer relationship
businesses, and there will be no and core banking services, leveraging enabling
significant change in their position in| techndogies to change their current business
the financial system. This scenario is| models.
already playing out in all the sectors { New bank: Incumbent leaders of the sector g
the financial system imdia. For replaced by challenger banks whan leverage
example, securities trading platforms| technology to improve efficiency and quality
usefintech extensively. services, and gain market share.

2. Medium or moderate impact Here, | Distributed bank:

the business of finance will be
unbundled. The role and bargaining
power of traditional firms will be
substantially curtailedso much so, the
regulators may not be able to
necessarily treat them as principals il
the financial system. For example, th
mandatory opening of banking data
through Open Banking regulations in
UK®3 could change the banking
landscape in a manner that eides
the role of traditional banks. If banks
become utilities that are accessed by
fintech firms to create and offer

products, they can no longer be calle

Financial services are fragmented amg
specialisedfintech firms and incumbent bank
but banks continue to have a niche that allg
them to survive. The banks arfthtech firms

operate as partners on equal footing.
Relegated bank:

This is a variation ofthe moderate impac

scenario. The incumbent banks beco
commoditized service providers and custon
relationships are owned by newfintech
intermediaries. Banks continue é&xist buthave
little bargaining power. Open banking could le

to such a scenani

93 Competition and United Kingdom Markets Authority, Retail banking markedstigation, 2016, URL:
https://www.gov.uk/cmacases/reviewof- banking for- small andmediumsizedbusinessesmesin-the-uk
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Sl Medium to long term scenariosfor
fintech evolution

Scenarios for Banks identified by Basel
Committee for Bank Supervision

the principals in the banking sector.

3. High impact:

Here, the traditional firatypes will be
substantially or completely
disintermediated bjintech firms, who
perform the same functions but in ve
different ways. For instance, socij
media, which may potentially creat
new ways toovercome problems o
information asymmetry, be used |
disintermediate traditional lending an
payment models with the tradition:

firms suffering creative destruction.

Disintermediated bank:

Banks become irrelevant as customers get
services from idividual fintech firms, who
facilitate very different business models. Ban
are replaced from customer financial transacti
by platforms and technologies, which ensurg
direct matching of final consumers depending
their financial needs (borrowing, aking a
etc). P2P

platforms could take away a large part of bank

payment, raising capital lendi
business, which is based on their ability to ma

those with savings and those who need funds.

Suitable regulatory responses will depend on Hioech changes the financial system. For the
low impact scenario, the regulators primarily need to place additional regulatory requirements for
the new risks generated by use of fintech, while modifyingtiexj ones to recognise the
improvements in risk management brought about by fintech. New risks may include systemic risk
from failure of systemically important technology service providers or operational risks from
greater outsourcing to third parties.nhost sectors however, regulators are already grappling with
these issues, and have issued regulations to address these risks. For instance, in insurance 4
banking, there are extensive regulations placing obligations on banks and insurance firms tq

manag@ risks associated with distributors and aggregators.

The use ofintech could also reduce certain risks or make it easier for financial firms to manage
risks. If, for instance, banks are able to improve their credit risk management because of
availability of better information, this could reduce the problem of adverse selection. This should

help lower the credit risk. fintech changes the sources of competitive advantages for firms, some
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firms that are unable to keep up may fail. They will need to elved. While this may increase
the burden on the resolution regime, it will not require fundamental changes to the bankruptcy

regime as such.

In the moderate impact scenario, prudential regulation will need to respond to the changed reality
where the busess of finance is unbundled. It would then become important to rethink the unit of
regulation as the traditional financial firms will cease to be principals in their respective sectors. It
will therefore not be possible to focus threm anchold them regonsible for what their agents do.

The implementation of bankruptcy resolution could become more complicated, because
unbundling would lead tseveralinterconnected firms jointly performing a function that was
earlier performed by one. The resolution systwill have to modify its monitoringhechanisms
andredesign the resolution tools to meet this challenge. The scope of the resolution regime will
probably have to be expanded to include some ofitibech firms that are systemically important

because a$cale, interconnectedness and/or the criticality of the function they are performing.

In the high impact scenaridintech will disintermediate certain traditional business models. For
instance, if peeto-peer models disintermediate banks, it will nostjioe about applying the
banking regulations on different firms, but also about designing regulations suitable for these
radically different business models. For example, when the increase in availability of information
about borrowers and investees redutiee role of intermediaries in overcoming problems of
information asymmetry, the nature of regulatory problem changes. It is no longer about
supervising banks to ensure that they are safe but primarily one of maintaining the integrity of the
platforms. Sothe operational risks may increase, but other risks will be distributed directly to the

consumers.

From a macrgrudential perspective, regulators will need to develop new methods of stress
testing for thdintech models. Interconnectedness and network economies will become much more
important than the balance sheet size of the firms. The problem krup&ry resolution will also
change in this scenario. If, for instance, more platfbesed models take scale and replace
balancesheetbasedntermediation, the bankruptcy resolution of the platform would be little more
than transferring the databasesatwther firm that is able to continue running the platform. An
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important challenge for both prudential regulation and resolution in this scenario is elbardes
situations. Fintech may enable consumers in India to get informagieed services fromrins
located anywhere in the world. This may in turn raise questions of regulatory jurisdiction over

such service providers to protect the consumers in India.

Thus, both prudential regulation and bankruptcy resolution regimes need to be redesigned t¢
respand to fintech. If the moderate impact or high impact scenarios emerge, regulators need to
make substantial changes to prudential regulations, and issue new regulations. These scenari

may also witness significant creative destruction of incumbent firmds,bankruptcy resolution

regime may need to gear up for such a situation. Since at present, we are mostly in the low impac¢

scenario, the regulators should focus on investing in research on the suitable regulatory responsg

as other scenarios begin takistzape.

I n the Committeebds Vview, Regul at ofintech t® bnahlel d
the moderate and high impact scenarioraéch development to emerge. At present, India can be
said to be in the low impact scenario, and the @gud should focus on investing in research and
enhancements to the regulatory regime to enable adoptiomexdh and related risk management
systems. In due course, the moderate impact or high impact scenarios could evolve leading t
creative destructio of incumbent firms, and regulators need to anticipate and prepare for

bankruptcies and resolution regimes for existing financial service companies that fail to gear up.

2.3.5 Open data for enhancing competition

All financial sector regulators may study the potential of open data access among their respectivs
regulated entities, for enabling competition in the provision of financial services. To start with, the
Committee recommends that RBI may consider makingnaindatory for financial service
companies to encourage banks to make available databases of rejected credit applications (referi
pools) available on a consdmsis to a neutral marketplace of alternate lenders. For increasing
access to credit in ruratemas, access to PSU bank rejection data would be especially helpful to

alternate lenders.
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As seen from the example of Open Data Regulations in the UK banking sector, opening up
customer data with consent safeguards can help promote competition in firseneiees and
unlock greater efficiency (See Box below). Taking note of this, the Committee recommends that
RBI may consider making available bank data (such as transaction and account history data) t
fintech firms (based on consumer consent and witbrappropriate safeguards) through APIs. It
also recommends that all financial sector regulators study the potential of open data access amor

their respective regulated entities, for enhancing competition in the provision of financial services.

Box 24: Open Banking in the United Kingdom

The Competition and Markets Authority (CMA) in the United Kingdom noted in a report on thg
banking market that smaller and newer banks were unable to compete with the established bar
paucity of customedata. Open Banking has been suggested as a solution in this regard whereb
account information of customers and small and medium sized businesses can be shared with |
providers. The sharing of information upon obtaining the consenteofdhcerned individual/busing
would enable the creation of innovative financial products. The CMA has established Open

Implementation Entity (OBIE) to oversee the rollout of Open Banking in the United Kingdom. A
the responsibilities of OBIEra the specifications of APIs that banks and others would use to p
Open Banking in a safe manner. Participants in the Open Banking System would be expected to
the guidelines prescribed by the OBIE. Easy facilitation of the functions of ynor@magemen

obtaining loan and payments by customers is another significant attraction of Open Banking.

2.3.6 Reforming KYC regulation

There is an urgent need to reduce the costs of KYC to promote financial inclusion among the

weaker sections. In recent years, a large portion of the KYC process has moved online. The KY(Q

process has become relatively simpler, especially for companies operating primarily online.
Launch of the Central KYC Registry by CERSAI has made possible sharing of KYC data by all
financial sector companies. A notification was issued in December 20846riautg the Central

Registry of Securitization Asset Reconstruction and Security Interest of India (CERSAI) as the C

KYC registry for the entire financial sector.
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Currently, the financial institutions need to pay an advanced fee to CERSAI for usingKthé C
platform®* The requisite fee is deducted from this advanced payment depending on the usage. Th
fee structure of various kinds of transactions are is provided Befw uploads: the charge is Rs.

0.80 per case

() For downloads: the charge is Rs. 1.10qase
(i) For updating the existing record: the charge is Rs. 1.15 per case.

94 For more details, about the applicability of the fees, please see
https://www.cersai.org.in/CERSAI/JSP/IBACRCharges.jsp
95 For more details, please deigps://www.pwc.in/assets/pdfs/financisgrvice/centrakyc.pdf.
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Box 2.5: Central KYC Registry

Central KYC Registry is a centralized repository of KYC records of customers in the fing
sector with uniform KYC norms and intasability of the KYC records across the sector with
objective to reduce the burden of producing KYC documents andigyéitibse verified every timg
when the customer creates a new relationship with a finanogadtity. Central KYC Registry haf

the below salient features:

(i)  User friendly web portal
(i)  Unigue KYC identifier linked with independent ID proofs
(i) KYC data anddlocuments stored in a digitally secure electronic format
(iv) Secure and advanced user authentication mechanisms for system access
(v) Data deduplication to ensure single KYC identifier per applicant
(vi) 1D authentication with issuing authorities like Aadhaar/PAN etc.
(vii) Substantial cost reduction by avoiding multiplicity of registration and data upkeep
(viii) Regulatory reports to monitor compliance
Central KYC application can be accessed by authorized institutions or other notified instit

under the Prevention ®floney Laundering Act or rules framed by the Government of India or
Regulator (RBI, SEBI, IRDA, and PFRDA) there under.

While large financial institutions can afford to pay for uploads, this may not be affordable for

small players. The cost of dsoading a customer is an expensive propositiad, in this waythe

new banks are at a serious disadvantage. The Committee recommends that there should be

charge for uploading KYC data, while every download can be priced up based on the user pay

principle. This will enable CKYC to take off early.

Further, in light of representations made by multiple stakeholders, the Committee is of the opinion
that eKYC has the potential to reduce custometboarding and servicing costs significantly. It
therefore reeammends that all financial sector regulators fix deadlines for on boarding existing
KYC data to the Central KYC registry and make CKYC fully operational and make KYC a digital
and paperless process. At least the KYC data from the time the concept cli@f¥alid

Documents was introduced vide PML rules should be uploaded. In respect of legacy accounts, dat

couldbe uploaded by banks during the process-#Y€E.
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2.3.7 Consumer protection framework

Reliance on technology can create new risks, sagltoncerns over data protection and data

security, and consumer protection issues relating to suitability of services and products offered
Regulation must achieve a balance between two objectives viz., encouraging the development ¢
fintech-enabled solubns for consumers benefit, and ensuring adequate protection against potential

risks to consumers.

While consumer protection measures prevent abuse and ensure full and effective participation b
consumers in markets, regulation ensures consumers renoéaetpd from market failures such

as information asymmetry and negative externalities. However, breakdown of consumer

protections may occur. The Bernie Madoff scam in the US, the Payment Protection Scandal in the

UK and the Saradha chit fund scam in Ingii@ such examples. The entry of fintech raises further
concerns over its implications on consumer protection. The Ezubao P2P scam in China involving
misdirected funds and the GainBitcoin scam in India are examples of such possibilities. Further,
differentregulatory requirements by multiple sectoral financial regulators lead to regulatory gaps

and consequently, to suboptimal regulation and opportunities for regulatory arbitrage.

The three broad causes for consumer protection breakdowns are:

(@) Information asymmetryTy pi cal | vy, consumers of financi

knowledge to evaluate the products. For example, the returns on several insurancs
products, when translated into IRR, amount only to arow#®o3far less than that
advetised. However, the fact that the returns will be as per IRR is not easily accessible to
customers.

(b) Timelag: There is no immediate feedback to the consumer on the quality of the financial
product; the consumer only realizes its true features over sexeaes. For example,
mutual funds are usually 3 tey®ar products, insurance products have maturities between
10 to 20 years and the outcome of a pension investment is realized only at retirement.

(c) Incentive alignmentThe sale of financial products happetihrough intermediaries who
are remunerated by the product manufacturers, not the customers, through what is know

as the o6distributor model 6. This is akin
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not the patient. Distributors, therefore, workthe interest of the financial firm and not the

customer, leading to misaligned incentives between the distributor and the customer.

Consumer protection problems can be addressed through regulation as follows:

(a) Ex-ante regulations which include regulatinghe sale process in order to facilitate
informed decision making by the customer. The tools of regulation include demanding
clear disclosures and caps on commissions (such as, allowing trail commissions as opposed
to frontloaded commissions) to bring @ter incentive alignment between the distributor
and customerdés interests.

(b) Ex-post regulationswhich includes establishing redressal for consumer grievances against

sales. Enforcement against errant product manufacturers or sellers would be integral tg

N4

such system.

The Report of the Financial Sector Legislative Reforms Commission (FSIER@) the
accompanyingraft India Financial Code (IFChffer useful suggestions on creating regulatory
framework that fosters consumer protection. The draft IFC envishge®sllowing rights for all

consumers of financial services:

(a) Right to professional diligence from financial service providers;

(b) Protection against unfair contract terms and unfair conduct;

(c)Ri ght to maintenance by the financi al ser
information;

(d) Right to fair disclosure from the financial service providers; and

(e) Right to a dispute settlement system that must be maintained by the financial service

provider.

The draft IFC also provides additional legal protection to small and unsophisticated consumers
called the retail consumer s. I't may be noted

his Budget announcement in 2015, a Task Force etagpsto establish a sectoeutral financial

redress agency as a one stop forum for speedy and convenient settlement of complaints of retai

consumers. The report of the Task Force has been submitted to the Ministry of Finance.
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The advent of fintech couldxacerbate the existing challenges to consumer protection in the
Indian financial markets. One cannot therefore introduce safeguards for entry of fintech without

also addressing adequate consumer protection in the larger retail financial environment.

Accordingly, the regulatory gaps and arbitrage opportunities would need to be closed, and laws
and regulations implemented consistently. This would be especially important in the case of
fintech as technology transcends regulatory definitions and cuts adifessnt products. Further,

a nonsectoral law would also be able to keep up with technological changes as new business

models are invented or multiple activities undertaken under one umbrella.

Box 2.6: Impetus to digital literacy in rural areas
Pradhan Mantri Gramin Digital Saksharta Abhiyan (PMGDSA)

The PMGDSA is touted to be among the largest digital literacy programmes in the world. It a
make six crore rural Indians digitally literate. The PMGDSA will cover 40 percent of the
housdolds by providing digital training to at least one individual in every eligible household K
March 2019.

The training would consist of equipping individuals with the ability to send and receive emails, b
internet, access government services among
conduct of cashless transactions through mobitmes, training would be imparted to individuals

enable usage of Mobile Banking, Digital Wallets, Aadhaar enabled payment services among oth

The Ministry of Electronics and Information Technology has been tasked with the overall supe
of PMGDSA States and Union Territories will also actively collaborate through the concerned

Implementing Agencies, Districc@overnance Society among others.

There is need for legal framework to redress grievances of consumers in the financral secto
especially digital services. The legal framework needs to address risks specific to the digital
environment, ensure consumers of digital financial services have meaningful choice and contro

over their personal dataincluding through informed consemgquire that data not be used in an

9%66Cabinet approves 6Pradhan Mantri Gramin Digital Sa
Press Information Bureau (8th February 2017) availabétat/pib.ric.in/newsite/PrintRelease.aspx?relid=158292
(accessed on 4th January 2019).
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unfair discriminatory manner in relation to digital financial services, confusing user interfaces that
raise the risk of mistaken transactions; inadequate security of systems; irresponsible lending
through digital chanels; online frauds, system downtime that prevents access to funds; unclear or
limited recourse systems; potential misuse of AI/ML, etc. It is recommended that a legal
framework for consumer protection be put in place keeping mind the risete@¢th and diital

services. It further recommends enacting such a law early keeping the rise of financial

technologies in view.

2.3.8 Regulatory and supervisory technology

The rapid pace of innovations in the fintech sphere has the potential to transform themsay

respond to regulatory challenges. The Financial Conduct Authority in the United Kingdom has

characterised RegTech as the fAadoption of neg

requir¥mentso.

Adoption of RegTech will yield both sheierm and longerm benefits. In the shetgrm,
RegTech can reduce the cost of compliance through automation of compliance pfScEsises.
will reduce the risks by eliminating the need for manual checks and aid in the ease of doing

business. Solutions ih he RegTech sphere also aid in fi

management systems can be constantly updated in accordance with growth requirements

Advanced data analytics can be leveraged to aid firms identify potential risks and take suitable
mitigating measures. In the longer run, using RegTech would yield tangible benefits such as
improved stability in operations and effective corporate goverrdriRegulatory reporting would

be much easier benefiting both the firms and the regulators.

Financial institutions across the world have already begun leveraging the opportunities that

RegTech provides. For instance, financial institutions like BBVA UK, Taiwan Business Bank,

97Ernst and Young, #Alnnovating with RegTech: Turning
available atttps://www.ey.com/Publication/vwLUAssets/BWnovatingwith-RegTech/$FILE/EYInnovatingwith-
RegTech.pd{accessed on 5th January 2019).

98 Ibid.

99 Ibid.
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Sberbank and Banco Santander among others have adopted regulatoringrepoftivare
OneSumxXt% The Paris branch of the State Bank of India has also adopted OneSumX to help it
prepare regulatory reports for the French and European auth8itiEse OneSumX software
solution developed by Wolters Kluwers essentially aids finhmtséitutions in the regulatory and

liquidity risk reporting.

Firms that adopt RegTech and sectors with SupTech implementation can be subject to lesse
compliance burden. The Committee notes that the RBI Working Grodntaech and Digital

Banking (Novenber 2017) has recommended that regul
to A-Cogbh Regul ati on & Supervi si on-fledgedo a
Supervisiono, depending on the risk implici
financial sector regulators must consider regulations proportionate to risks and factoring in use of

techenabled systems by regulated entities.

A key area of interest for adoption of RegTech by financial institutions lies in fraud and risk
management. RegTedolutions can help financial institutions understand the optimum exposure
limits while also honing their forecasting capabilittés.Similarly, screening for anthoney
laundering (AML), improved Know Your Customer (KYC) processes andtireal fraud and
compliance monitoring are some of the other key value additions of RegTech in the functioning of
financial institutions?® RegTech could also be used to counter terrorist financing. Currently, it is
difficult for financial institutions to identify suspiciousrossborder transactions due to the

absence of any single fixed global standdfdfhe communication gap that exists between the

various systems can be bridged by solutions available in the RegTech sphere thus enabling
clampdown on terrorist funding.

100El ena Mesropyan, OHow European Banks are using Regl
https://gomedici.com/hoveuropearbanksare usingregtechsolutiong (accessed on'sJanuary 2018).

1016 St ate Bank of India Paris selects Wolters KIluwer 0S5
November 2015) availale https://ibsintelligence.com/iggurnal/ibsnews/statédbankof-india-parisselectswolters
kluwersonesumxfor-regulatoryreporting/(accessed on 5th January 2018).

102Ar un Sur ecshh:;, M Reegwiedi sruption in the financial seruvj

https://www.pwc.in/consulting/financiaservices/fintech/fintecimsights/regtecta-new-disruptionin-the-financiat
servicesspace.htm({accessed on 5th January 2015).

1031bid.

104J ohn Rampton, OEverything-tylbaa mew dFitnT&nlhhd, abwat( RE
available atttps://due.com/blog/everythingeedregtechnew-fintech/(accesed on 5th January 2018).
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Innovations in RegTech such as the Regulatory Sandbox and RegTech as a Service (RaaS) dre

driving greater engagement between regulators and financial institutions. This would enable faster,

safer and easier regulatory compliance for financial institutions ttontributing to ease in

conducting financial activities.

The Committee notes that RegTech is still evolving and innovations may lie ahead. Much of the
effort in development thus far has focused on digitization of manual processes, but the largef
objectve is to meet increasingly strict kneyour-customer (KYC), antmoney laundering (AML)

and counteterrorist financing (CTF) requirements. Al applications, especially, have the potential
to help firms detect compliance risks and make battermed deaions about how to mitigate
them. RegTech can reduce filgvel compliance risks and also reduce supervisory risks. The
Committee recommends that the financial sector regulators (RBI, SEBI, IRDAI, and PFRDA)
must develop standards and asses for RegTedby financial sector service providers to make

compliance with regulations easier, quicker and more automated for regulated entities.

Technology can also aid the supervisory function of regulators. The use of supervisory technology
or SupTech, is currelgt seen in two activities i.e. data collection and data analytics. The use of
data and analytics in this manner makes regulation forward looking and proactive. Some of thg

ways in which SupTech can help regulators carry out their functions better are:

(a) SupTech improves data quality and enables its use in new ways. It makes it possible tg
collect much more granular data at a lower cost, and from many different sources apar
from reporting entities. It marks a shift from collecting report templates to coliecary
data.

(b) SupTech grants rediilme, as required access to data rather than have reporting entities
process the data. In this way it reduces compliance costs for the regulated entity anc
processing costs for the regulator.

Together with RegTech, SupTech can ensure a seamless data collection and organization
mechanism. SupTech allows the regulator to gather intelligence from unstructured data in a way

that report templates do not.
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SupTech applications can be found in data collection,régtarting, data management and virtual
assistance. Within data analytics, SupTech could work in four key areas: market surveillance,
misconduct analysis, micerudential and macrprudential supervision. SupTech can reduce
costs of both compliance and smpision. The Committee recommends that each financial sector
regulator must study the applications of SupTech, or supervisory technology efforts and evolve ar
institutional framework for developing usases, testing, deployment, monitoring and evaluation

of SupTech.

2.4 Recommendations

2.4.1 Dedicated innovation teams in Public Sector Financial Services companids well-
defined team focused on innovation can serve as a visible, centralized point of initial contact for
fintech. PSBs and other financsgctor entities need to be far more proactive and innovative in
remaining ahead in the usefaitech in delivering all their serviceshe Committee recommends

that Public Sector financial service companies establish innovation teams and sandboxes with
bright talent (from inside and outside the PSES) to experiment with cutting edge technology and
evolve promisingfintech solutions. Public Sector Financial Sector Enterprises may also be
encouraged to create a common knowledge sharing platform for-lgassng and rapid

deployment of innovative solutions.

2.4.2 Atrtificial Intelligence for back-end processesApplications of machine learning include

the automatic reading and interpretation of the implications of regulatory/contractual
documentation using natural language processing as a means of reducing compliafdee risk.
Committee recommends thHaepartmentof Financial Services (DFS) and PSU banks may work
together to explore significant opportunities that exist to increase the levels of automation using
Artificial Intelligence (Al), cognitive analytics & machine learning in ba&cid processes of PSU
banks,especially Risk Management, Compliance management and Fraud Control, and make &
roadmap to implement the strategy in time bound manner. Implementing such technologyj

automated systems will bring in more efficiency to their work and reduce fraud andysasksit
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2.4.3 Public sector block chairbased trade finance The Committee feels that digitising the
supply chain can remove the inefficiencies and lower risks in trade finance in India, by solving the
issues of authentication of identity of companiestharisation of signatories, validity of
documents, ownership validation and payments. A few IT solutions companies and private sector
banks have already offered solutiolae Committee accordingly recommends that the Ministry of
MSME should work with DF&nd RBI for testing and implementing bladhain solutions in trade

finance for MSMESs in public sector banks as well.

2.4.4 Remote Sensing & Drone Tech for Credit & InsuranceA drone policy has been
announced by Ministry of Civil Aviation which has cormo effect from December 1, 2018.
PMFBY guidelines also provide for innovation in various aspects of the scheme, including crop
cutting experimentsThe Committee recommends that Insurance Companies and Lending agencies
in Agri sector should be encouratjeo use drone and remote sensing technology directly or those
provided byfintech companies to assess discrepancies irreedfrted cropping patterns and crop
cutting experiment processes, enabling more efficient delivery of both credit and insurance
products and reduce credit/insurance risks.

2.4.5 Digitisation of Land Records The country needs a dedicated National Digital Land
Records Mission based on a common National Land Records Standards which should delive
common standardsased land record datdthin a 3year deadline. DOLR may collaborate with
DFS, MEITY, Ministry of Agriculture & Farmers Welfare and State Governments, so as to put in
place a robust land records management withtie& access to digital land records data through
open APIs fo all financial service providerd’he Committee recommends that the Government
takes up modernisation and standardisation of land records in the country on a war footing with a
deadline to complete such a system in the country in a period of three years. For this purpose, 3
steering comntiiee comprising of Department of Economic Affairs, Department of Financial
Services, Ministry of Agriculture, Ministry of Rural Development, Department of Land Resources

and MEITY should be constituted to draw up a blueprint for doing so.

2.4.6 Reengineeging Legal Processes for the Digital world:Insistence on wet signatures on
physical loan agreements for filing of loan recovery suits in courts need to be replaced by
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paperless legal alternatives as these can enable cutting costs and time in accessdo fin
repayment, recovery, etc., for businesses and financial service comp@hesCommittee
recommends review by Department of Legal Affairs of all such legal processes that have a bearing
on financial services and consider amendments permitting digitatnatives in cases such as
powerof-attorney, trust deeds, wills, negotiable instrument, other than a cheque, any other
testamentary disposition, any contract for the sale or conveyance of immovable property or any
interest in such property, etc., (wkdT Act is not applicable), compatible with electronic service

delivery by financial service providers.

2.4.7 Open APIs The Committee believes that APIs of relevant datasets be created such that
fintech solutions can be built using them. These API iInei®pen, to ensure equal access to all
those wishing to build on this data, and anonymised, or, where identifiable, shared with the
personbs consent, to ensure the privacindiaof f{
AgriStack can be butl, such that lenders can evaluate the creditworthiness of agricultural
borrower s. This stack can include a far mer 0
pattern, and income data, among other informationindia MSME Stackan also be built, inere

data on MSMEs can be pulled through APIs to facilitate trade financing;bd®ed lending,
insurance and bill factoringilhe Committee recommends that MEITY coordinate the process of
identification of the datasets that can be shared through open #élteg targets for the creation

of such APIs by the relevant Ministries while enabling and supporting Central, State and Local

governments to create relevant open APIs.

2.4.8 Expanding Open Government Data The Ministry of Science and Technology has
formulated the National Data Sharing and Accessibility Policy (NDSAP), while MEITY is the
nodal Ministry to implement the policy. The Committee notes the power of open Government data
in spawning new businesses and improving business models, subject toy daws. The
Committee recommends that NDSAP needs wider acceptance and implementation, making way fq
sharing of data generated by Government agencies (including Ministries of Union Government,

Autonomous bodies, State Government and Local Governmerga}-time through Open APIs.
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2.4.9 Support for new business modelsThere are quite a few restrictions presently which may
require reconsideration in the New Economy being built on digital infrastructure. For example,
remuneration from advertisements ghatforms pertaining to web aggregators and online
platforms offering services in the insurance sector are barred. Similarly, financial services
companies are restricted from outsourcing activities tetéth companies in the insurance sector,

as well asrestrictions on offering any other services apart from insuranbe. Committee
recommends that Regulators should consider permitting new or innovative business models that

can reduce costs, enable choices for consumers, subject addressingctmfmts.

2.4.10 Competitive ORegulators shouldtalketa functional apgraathaa i p n

regulation, which means that they should be neutral to the institutional forms and activities that
are performing the functions of the financial syst®eguations must promote competition and a
fair, and open, level playing field for digital financial inclusion by ensuring that providers of
similar digital financial services have similar rights and responsibilities regardless of their
institutional type andhe technology used. This framework also should ensure that similar risks are
regulated in a similar manner and that an appropriatebeaskd approach to supervision is

174

developed. Regulators may approdchnt ech keeping Ocompewioti ve

enhancing competition while making regulations.

2.4.11 Regulatory Sandboxeslhe Committee notes that many economies across the world (UK,
Singapore, Canada, Thailand etc.) have set up regulatory sandboxes as early as 2015 enabling

financial sector nnovations. A detailed blueprint of |RB

in the Report of the Household Finance Committee, while other regulators have carried out similar
studies. The Committee recommends that regulators should without furtbley dntroduce
mechanisms, such as regulatory sandboxes and laboratories, that enable learning and adaptation

of regulatory responses can play an important role.

2.4.12 Planning for high impact fintech scenarioFintech could have low, moderate, or high

impact. Regulators should establish prudential regulationBrfiech to enable the moderate and

high impact scenarios dintech development to emerge. At present, India can be said to be in the

low impact scenario, and the regulators should focus astmg in research and enhancements to
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the regulatory regime to enable adoptiorfinfech and related risk management systdmslue
course, the moderate impact or high impact scenarios could evolve leading to creative destruction
of incumbent firms, ancegulators need to anticipate and prepare for bankruptcies and resolution

regimes for existing financial service companies that fail to gear up.

2.4.13 Open Data for enhancing competitianAll financial sector regulators may study the
potential of open ata access among their respective regulated entities, for enabling competition in
the provision of financial services. To start with, the Committee recommends that RBI may
consider making it mandatory for financial service companies to encourage bankskéo m
available databases of rejected credit applications (referral pools) available on a-bassetd a
neutral marketplace of alternate lenders. For increasing access to credit in rural areas, access
PSU bank rejection data would be especially helpd alternate lenders. As seen from the

example of Open Data Regulations in the UK banking sector, opening up customer data with

consent safeguards can help promote competition in financial services and unlock greater

efficiency. Taking note of this, th&€€ommittee recommends that RBI may consider making
available bank data (such as transaction and account history datéiptech firms (based on
consumer consent and with other appropriate safeguards) through APIs. It also recommends tha
all financial setor regulators study the potential of open data access among their respective

regulated entities, for enhancing competition in the provision of financial services.

2.4.14 Eliminating costs of orboarding KYC data on eKYC Depository. There is an urgent

need to reduce the costs of KYC to promote financial inclusion among the weaker sections. Thq
Central KYC (CKYC) Registry has commenced work and the legacy KYC data are being
uploaded by service providers. While large financial instihs can afford to pay for uploads, this

may not be affordable for small players. The cost of onboarding a customer is an expensivg
proposition and, in this way,the new banks are at a serious disadvantage. Committee
recommends that there should becharge for uploading KYC data, while every download can be

priced up based on the user pays principle. This will enable CKYC to take off early.

2.4.15 Mandatory use of GKYC Registry: In light of representations made by multiple
stakeholders, the Comnett is of the opinion thatkeYC has the potential to reduce customer on
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boarding and servicing costs significantly. therefore recommends that all financial sector
regulators fix deadlines for on boarding existing KYC data to the Central KYC registrsnake

CKYC fully operational and make KYC a digital and paperless process. At least the KYC data
from the time the concept of Officially Valid Documents was introduced vide PML rules should be
uploaded. In respect of legacy accounts, data may be upldgdeanks during the process of-Re
KYC.

2.4.16 Consumer Protection frameworkFintech while offering myriad opportunities, also poses
threatsi arising out of illiteracy, ignorance of risks, etc. The PM Gramin Digital Saksharata
Abhiyaan (PMDISHA) has been launched to enhance digital and financial literacy of 6 crores rural
persons on ltaracteristics, advantages, and risks of digital financial services and channels.
Nevertheless, there is need for legal framework to redress grievances of consumers in the financig
sector, especially digital services. The legal framework needs to addkssspecific to the digital
environment, ensure consumers of digital financial services have meaningful choice and contro
over their personal dataincluding through informed consent, require that data not be used in an
unfair discriminatory manner inlegion to digital financial services, confusing user interfaces that
raise the risk of mistaken transactions; inadequate security of systems; irresponsible lending
through digital channels; online frauds, system downtime that prevents access to fumds;arncl
limited recourse systems; potential misuse of Al/ML, etthe Committee recommends that a
legal framework for consumer protection be put in place keeping mind the risgezh and

digital services. It further recommends enacting such a lawydageping the rise of financial

technologies in view.

2.4.17 Techenabled calibration of regulatory burden Fintech may reduce the need for
regulations by enabling bettdrird-party monitoring and by enabling better risk management by
the financial firms Firms that adopt RegTech and sectors with SupTech implementation can be
subject to lesser compliance burden. The Committee notes that the RBI Working Grouggadm Fin
and Digital Banking (Nov 2017) has recommended that regulatory actions may vary from
ADscl osur goutcdhh MRleigghtati on & Supervi s-Fledged t o
Supervisiono, dependi menceotme Conimétee rracamknendsnthatl all ¢ 3
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financial sector regulators must consider regulations proportionatésts rand factoring in use of

techenabled systems by regulated entities.

2.4.18 Regulation Technology (RegTech)he Committee notes that RegTech is still evolving
and innovations may lie ahead. Much of the effort in development thus far has focused on
digitization of manual processes, but the larger objective is to meet increasingly strieydumow
customer (KYC), antmoney laundering (AML) and count&rrorist financing (CTF)
requirements. Al applications, especially, have the potential to help dietest compliance risks

and make bettanformed decisions about how to mitigate them. RegTech can reducéetien
compliance risks and also reduce supervisory riske. Committee recommends that the financial
sector regulators (RBI, SEBI, IRDAI, and RBA) must develop standards and -asses for
RegTech by financial sector service providers to make compliance with regulations easier, quicker

and more automated for regulated entities.

2.4.19 Supervisory Technology (SupTech) for RegulatarSupTech apptations can be found
in data collection, data reporting, data management and virtual assistance. Within data analyticg
SupTech could work in four key areas: market surveillance, misconduct analysispmigential

and macreprudential supervision. Supth can reduce costs of both compliance and supervision.
The Committee recommends that each financial sector regulator must study the applications o
SupTech, or supervisory technology efforts and evolve an institutional framework for developing

usecasestesting, deployment, monitoring and evaluation of SupTech.
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Chapter 3

Fintech for Financial Inclusion

Among the main potential advantages of fintech is the promise of financial inclddamy.
individuals and firms are outside the financial system amhat access formal financing. Some
of the key obstacles in financial inclusion can be partially or fully overcome by ftistegh
innovations. For instance, one of the key obstacles in accessing formal finance is often the lack of
credit scores of the individual. In the absence of credit scores, financial institutions are wary of
lending. In the agriculture sector, lack of ditescores or ratings forces the farmer to access
funding through informal channels at high rates of interest. Fintech applications could potentially

resolve some of the aforementioned issues and spur greater inclusion.

3.1 Fintech for lending by cooperéives and other financial institutions

Lending to those who presently rely on information sources of credit remains a major challenge.
For instance, a significant proportion of agricultural households and MSMEs significantly rely on
norinstitutional souces of funding. There is an opportunity for fintech to improve the funding
landscape for such segments in India. Fintech firms and technology leBai&img Financial
Companies (NBFCs) are starting to play a crucial role in providing access to finasogafband
marginal farmers. Fintech/ NBF credit to agriculture stands at Rs. 346 billion for the financial year
201617. The following are the key areas where fintech firms are innovating or bringing
efficiencies in the system:
0] Customer discovery and ordmaling: Fintech firms have pioneered partnership models to
discover customers. Fintech firms work with organisations with rural presence such as Farmer
Producer Organizations, Cooperativddjcrofinance Institutions and other aggregators.
Similarly, fintech firms are leveraging India stack component for customeboamnding,
example eKYC.
(i) Credit underwriting models: Fintech firms are moving away from the collateralised lending
model to extending credit based on flow data such as sale of produce, cash flows and history of

business dealings. This enables extension of credit to tenant fafireexh firms are also
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using innovative collection mechanisms such as deduction at source and escrow accounts an
leveraging the India stack (eNach).
(iii) Monitoring: Post sanction monitoring by lenders is further improved by the use of weather

data, crop spédfic advisories and digital imaging of sown crops.

It has been often noted that information pertaining to individuals is scattered across different
databases. This makes it difficult to ascertain the risk factor behind lending to an individual as the
saidindividual could have borrowed money from multiple sources. Creation of credit bureaus has
been advanced as a solution to the above f$slrenovations in the fintech sphere could drive the

creation of such credit bureaus where the risk profiles of iddals can be better documented. For

instance, it has been noted that mobile phone call data records were useful in determining default

behaviour in Rwand#®

Similarly, fintech companies are increasingly relying on alternative data sources to assign credi
scores or ratings to individuals with little or no formal credit history. Transaction records, satellite
imagery of the farms, weather forecasts and records, agronomic surveys and demographic featurg
are among some of the alternative data sources théd be used by fintech compant&éFor

instance, Farm Drive which is a Kenyan fintestartup uses satellite, local economic and
agronomic data alongside revenue and expense information furnished by farmers to generate creq

scorest®® Similarly, Chineseagricultural fintech company Nongfengi generates credit scores

through interactions with customer sohesi ne
results of such a model of credit score generation are impressive as the default rate withessed w
just 0.1 percent.

105Cr ai g Mclntosh, Caio Scuarcialupi Mansini, O0The use
Development Bank Institute Working Paper Series No. 872 (September 2018) available at
https://www.adb.org/sites/default/files/publication/455116/adp872.pdf(accessed on 3rd January 2019).

1061bid.

1076 Di gi t al Credit Scoring in Agriculture: Best practi

at http://exchange.growasia.org/sysifiles/GA Digital%20Scoring%20Guide Double.pdf

108 https://agfundernews.com/agtestartupsfintech.html

10961 nnovation in Financi al inclusionbo, Ernst and Your
https://www.ey.com/Publication/vwLUAssets/ENnovatiorrin-financiakinclusion/%24FILE/E¥innovatiorin-
financiakinclusion.pdfaccessed 3 January 2019
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In India, fintech firms such as RML Agtech and Stellapps to name a few are active in providing
technology solutions to farmet¥ The solutions offered range from, among others, providing
information on commodity prices, weather and cdepa. However, it has been noted that fintech

firms in the agricultural sector have focus

pertaining to financial inclusion are limited and part of the reason for the same is speculated to be

the lack é adequate customer datd.Most of the data pertaining to the farming sector is scattered
across banks, cooperatives and other small lending institutions. Collation of this data into a
centralized database would enable fintech firms assist financial utisig, including

cooperatives, in better disbursal of credit.

Box 3.1: Samunnatii fintech at the bottom of the pyramid

Samunnati is a fintech platform that aims to fill the gap between the demand and supply of rurg
by providing credit tosmall farmers at the right time and at low rates. Banks and NBFCs le
Samunnati, which lends to its customers. Samunnati issues a Pay card, which allows a custome
a disbursement request through a QR code. The card works only with selecintsgralowing for
limitations in use purpose. These merchants are farmer producer organizations, cooperative
and input suppliers, who are paid directly from the loan account through the use of the card. Sa
is regulated as an NBFC and uies eKYC and €5ign infrastructure to onboard customers.

Source: Samunnafinttp://samfin.in/)

The Committee noted that currently, the credit bureau records for farmer loans or Kisan Credit
Card Schemes, largely given by the Cooperative Sector although commercial banks share is alg
significant in terms of total exposure, are not collected in amyraleregistry. This leads to a
situation of noravailability for credit history for small and marginal farmers leading to denial of
credit to them and possible overeraging. The Committee notes that sdiméch companies,
Credit Mantri, CreditVidya, &munnati, to name a few, are using Atrtificial Intelligence (Al) and
Machine Learning (ML) to create alternate lending data score, a vital requirement for fulfilling the
financial inclusion agenda. Government of India2D1718 Budget provided an allocatiomf Rs.

1,900 crore over three years support to NABARD for computerisation and integration of all 63,000
1106 Di gi t al Credit Scoring in Agricultured (n 12)

111Agamoni Ghosh, O6Have Fintech companies failed I ndi4g
2017) available ahttps://www.entrepreneur.com/article/3055@tessed 3 January 2019
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functional PACS with the Core Banking System of District Central Cooperative Banks. This
presents a great opportunity to infdsgech

The Committee recommends that NABARD should take immediate steps to create a credit registry
for farmers with special thrust for usefaftech along with core banking solutions (CBS) by agri
financial institutions, especially cooperative financial insibtes, for credit scoring, default
analytics, predictive crop analytics, repayment monitoring fraud control and improving efficiency

in credit services.

3.2 Leveraging fintech in agricultural insurance or PMFBY

As discussed in Chapter fintech solutios can potentially play a crucial role in increasing the
penetration of crop insurance and other forms of rural insurance. They help in customer discovery
and enrolment; crop monitoring, insurance claim monitoring and settlement; collection of

premium; prodct design; and claim settlement.

Box 3.2: Pradhan Mantri Fasal Bima Yojana

Launched in 2016, PMFBY aims at supporting agricultural production by providing financial supy
farmers suffering crop loss or damage arising out of unforesieeumstances. The scheme provid
comprehensive risk coverage from qa@ving to posharvest losses. All farmers includin
sharecroppers and tenant farmers growing the notified crops are eligible for coverage. However,
should have insurable intst for the notified or insured crops. PMFBY charges a low and unii
premium of 2% for all Kharif crops, 1.5% for all Rabi crops and 5 percent for commercial or hortig
crops. The difference between the premium paid by the farmer and the actéarigitgmium (APR) is
subsidised by the government (shared by central and state governments on 50:50 basis). All
availing seasonal agricultural operations loans from financial institutions (loanee farmers) f
notified crops are covered compatily. The insurance incepts the moment crop credit is apprg
Banks also finance the premium component. Theloanee farmers are required to submit necess
documentary evidence of land records. While the loanee farmers are covered under thehsolgimg

their banks, the challenge is to improve the coverage of this scheme fimanee farmers.
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Despite a potentially significant role for fintech companies in improving the state of the agriculture
finance in India, they facseveralchallenges thtacould inhibit their role. Based on consultations

with the fintech companies working in the field, some of the issues are highlighted below.

(i) Fintech companies are not part of the government schemes. For example, as per the current
PMFBY guidelines, insance premium collection has been allowed for commercial banks,
regional rural banks, and nodal banks. Consequently, fintech firms that have lent Seasona|
Agricultural Operations loans are forced to cover their farmers atoaoee farmers. There is
an urgent need to extend the concept of loanee farmers to include credit advanced by fintech
firms/ NBFC lenders.

(i) Fintech firms are excluded from availing the Credit Guarantee Funds Scheme provided by theg
Small Farmers AgrBusiness Consortium (SFAC). SFACgmneering the growth of Farmer
Producer Organisations/ Farmer Producer Companies to make them viable in the long run
SFAC offers credit guarantee fund scheme to Farmer Producer Companies to improve the

availability of credit. Under this scheme eligibentling institutions that have provided loans

to Farmers Producer Companies are provided a guarantee cover. While scheduled commercia
banks, RRBs, National Bank for Agriculture and Rural Development (NABARD) are eligible
lending institutions under this seime, fintech firms do not qualify as eligible lending
institutions.

(iii) Credit bureau records for farmer loans/Kisan Credit Card schemes are not uploaded in g
timely manner, especially for small and marginal farmers. This leads to the lack of generation
of acredit history for such persons, and possible beeeraging in some cases.

(iv) Digitisation of land records, timely updation and providing access to the information through
open APIs will enable fintech firms to enrol and deliver insurance products torthergan a
seamless manner. It would also enable fintech firms to supplement their credit underwriting

models and extend higher credits to firms.

The Government is also encouraging geotagging technologies. The assets created under Rashtriya
Krishi Vikas Yojana (RKVY) can be monitored by geo tagging them using BHUVAN, a geo
platform of the National Remote Sensing Centre (NRSC) of ISRO. This woald albnitoring
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of creation of infrastructure as well as execution of projects under various schemes of the

Government and will enable additional developmental works on existing assets.

The Committee recommends tHattech firms may beprovided with a supgrtive regulatory
climate to participate in agdredit & insurance markets effectively, given that the demand for
agricredit and insurance far outstrips the existing supply. Insurance premium payments (for
national as well as private insurers) shouldabeepted through mobile and other digital modes to

enable speedy arthsslefree coverage especially during short cultivation seasons.

3.3 Fintech in microinsurance and micropension

The context within which the emerging markets work is often charsetehy limited availability
of data, mostly lower income consumers, large unbanked/underbanked populations, and challengg
with respect to reach in rural areas. This requires new methods of distribution and mere cost
effective ways of doing business. Mabihicrainsurance is a good example of InsurTech. Mobile

micro-insurance addresses existing challenges by leveraging mobile channels for communication
registration, payment of premiums via airtime deduction or mobile money, claims submission, and

claims @youts.

The current trend in lonterm finance is that most fintech firms aim to take the place of brokers
and advisors. Also, many of thew agdintech firms work on creating a marketplace for financial

products, while the actual products are stiliidled by the incumbent players.

There are three prominent government schemes pertaining to-imsarance and micrpension.

These are the following:

(i) Pradhan Mantri Jeevan Jyoti Bima Yojana (PMJJBY): Under this scheme, any person with a
savings bank aount can avail a oRgear life insurance scheme of Rs. 2 lakh covering death

for any reason, renewable every year, at a premium of Rs. 330 per annum.
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(i) Pradhan Mantri Suraksha Bima Yojana (PMSBY): Under this scheme, any person with a
savings bank account can avail risk coverage for accidental death and permanent disability of

up to Rs. 2 lakh at a premium of Rs. 12 per annum.

(iii) Atal Pension Yojana (APY)Jnder this scheme, any person with a savings bank account can
avail fixed minimum pension depending on their contributions and the age of joining the
scheme. The minimum pension is guaranteed by the Government. This scheme is aimed at

workers in the inforral and unorganized sectors.

Further, EPFO is the Statutory workerso ps

provident fund of about 4.66 crore contributing members out of a valid 5.24 crores subscribers.

Currently, more than 5 crore people have Badoin PMJJBY, 13.5 crore in PMSBY, 1.1 crore
people have subscribed to APY and 5.24 crores in EPF. Compared to the potential coverage of at
least 50 crore individuals, this is just a tip of the iceberg. Fintech solutions can be leveraged tg
vastly expandhe reach of these social security schemes. Huge opportunities lie in auto enrolment,
subscriber option management, subscriber information services, fund management, fund

administration cost management, claims management, etc.

Given that overall insurae coverage itself remains quite low in India and that between 2001 and
2017, it rose by just one percentage point, from 2.7% to 3.7% (Asse&R&8), a
transformatory approach is required in altering the cost structure of insurance companies, effective
maketing and enhancing consumer confidence in deepening the insurance sector, especially the
micro-insurance sector. Bundling of the coverage under PMJDY has enabled significant increasg
in micro-insurance coverage to nearly 32 crore individuals. Even thitereffort, there would a

substantial percentage of npoor still to be reached.

The Committee recommends that deploymenfiatfech in micreinsurance enrolment, claims

management, subscriber information etc. will enable cost reduction and expogemtith in

coverage. The Committee recommends that ESIC, EPFO and PSE Insurance Companies must

deployfintech in the fronend and baclkend processes to reduce risks, widen coverage, enhance

subscriber confidence and support seamless claims management.
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Box 3.3: Smart Pension in UK

Smart Pension is a fintech firm that has taken advantage of UK law on pensions. The law requ
workplace pension schemes should beayttrather than ogh, making employers responsible fq
automatic enrolment of theiemployees into pension schemes. Smart Pension is a platformn
provides this automatic enrolment service. Employers can use Smart Pension for free, and in

was named Fintech Innovation of the Year.

Source: For more details about this, pleasensige://www.autoenrolment.co.uk/

The Committee notes that only 7.4 percent of the working age population in India is covered undet
a pension program. That compares with 65 percent for Germany andcghtder Brazil, another

major emerging market economy. The Committee recommends that dsgech in micre
pension schemes such as the Atal Pension Yojana, EPF and other retail schemes can enal
reduction of administrative costs, create greater customer traction and make way for significantly
higher enrolment levels and competition. Harness$imgch would enable monthly contributions

to be paid in several instalments over each month, making it possible for daily wage earners. Eve
for nonmicro-pension subscriberdjntech can help inpersonalisation through a dashboard,

investment options, tagration with other rewards platforms and advanced analytics.

The Committee recommends creating a common digital platform for all qpé&rsion schemes

and EPF schemes through which pension subscribers can subscribe to specific sehenessly

and the platform should allow payments through various modes such as Jan Dhan Yojana
accounts, debit card, credit card, internet banking, mobile wallets etc.

3.4 Fintech adoption in MUDRA

Micro Units Development and Refinance Agency LimitedIRA) scheme provides loans up to

Rs. 10 lakhs to the nerorporate, nofiarm small and micro enterprises. These loans are classified

98

D

e


https://www.autoenrolment.co.uk/

as MUDRA loans under the PMMY. These loans are provided by the following eligible lending

insti
(i)
(i)
(iii)
(iv)
V)
(vi)

MU

partner lending institutions. For digital lendergyi@h are primarily categorized as NBFCs, the set
of criterions for availing the MUDRA scheme differ based on the size of the NBFC. For smaller

NBFCs, which have an asset size less than Rs. 500 Crore, the criteria are the following:

112For more details about the MUDRA scheme, please Wisit://www.mudra.org.in/offerings

tutiong!2

Commercial banks,

Regional rural banks,

Small finance banks,
Cooperative banks,
Micro-finance institutions, and
NBFCs.

DRA has adopted detailed eligibility norms with respect to various categories of banks for the

(a) The NBFC should be redgexed with the RBI as Asset Finance Company (AFC) or loan
company. For these companies, a CA certificate is required highlighting that loans are
given for income generating activities and 60% of the income comes from productive
assets.

(b) The NBFC must bén business for 5 years (relaxable up to 3 years) and earned net profits
for last 3 years. Preferences are given to NBFCs which have well conducted credit
facilities from scheduled commercial banks.

(c) Minimum net owned fund is Rs. 15 crore and minimum asgetis 25 crore.

(d) The NBFC has done business of at least 20 crore during the immediate preceding financizs
year.

(e) Capital adequacy ratio must be at least 15%.

(f) Recovery rate must not be less than 90% and Gross NPA not exceeding 7% for NBFC$

rated A andabove and recovery not less than 95% and Gross NPA not exceeding 5% for
NBFCs rated below A.
(9) External rating range of BBand above. The external rating should not be more than 6

months old.
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For many newage startup fintech companies (who are registeredhwRBI as an NBFC) the
above <conditions are too stringent . Duri ng
Committee, the digital lenders highlighted that such conditions (mentioned above) are too

cumbersome and require ageamination from the staral regulator.

Revising the refinancing criteria for digital lenders at competitive rates through MUDRA (revising
margin caps for small ticket MSME loans) and SIDBI (relaxation of profitability requirements)
needs to be considered. The Committee recamds¢hat the MUDRA program needs dpen

credit supply channels through nbankingfintech credit companies, besides mandating use of
fintech by all players to enable ease of delivery of services such as AlI/ML based credit scoring
system for applicantsadgling to reduced risks and costs of lending.

3.5 Common fintech platform for small savings schemes

Small saving instruments serve the dual purpose of resource mobilisation and provision of socia
security. Multiple small saving instruments have beentedewith the objective of meeting the
varied needs of investors. Small savings instruments are typically categorized into postal deposits
savings certificates and social security schethmstruments under the postal deposit category
consist of savingscgount, recurring deposit, time deposits with different dates for maturity and
monthly income schemé? Savings certificate instruments include the National Small Savings
Certificate (NSC) and the Kisan Vikas Patra (KWP)Social Security schemes cover thablic
Provident Fund (PPF) and the Senior Citizens Savings SchHémes.

Small Savings schemes, as 8 products, are being distributed through a large network of distributio
agencies, i.e. 1,54,000 Post Office spread all over the country, nearly 8,000ebrafdie
Nationalised Banks. Among the small saving certificates, NSC and KVP certificates are not

1136 Report ofteéedbeolo@ommprehensi ve Review of National S
Government of India (June 2011) available at

https://www.finmin.nic.in/sites/default/files/Report Committee Comprehensive Review NS$&cgedssed on 3rd
January 2019).

1141bid.

1151bid.

1161bid.
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available in the pr@rinted form. Rather, two alternative models have been prescribed for issuing
NSC and KVP certificates-’ These models are exclusivenede and passbook mode where the e
mode format is printed or recorded in a passbook. Similarly, the PPF facility is also available

through the online mode but limited to select branches or otitfets.

It may be noted that small saving certificates are alkglin an electronic form but not universally
so. In the absence of the same, customers bear the risk of keeping the certificates safe till the date
of maturity. Certificates in physical form also give rise to other risks such as forgery while
increasingransaction costs. Dematerialisation is a potentially useful solution to address the above
risks and concerns. The small saving certificates can be held in electronic form which mitigates the
risks of safekeeping, fraud while reducing transaction costgedfi firms could leverage their
expertise in creating a common platform for maintaining these records. This would stimulate
demand for small saving certificates while also facilitating ease in conducting transactions. For
vulnerable groups and weaker $es who are neither digitally and financially literate, a
combination of both human interface and technological application may be effective. For example,
a competent Banking Correspondent can enrol the customer digitally based on her/his consent, to

aval a Small Saving Product.

In order to expand the reach of small savings schemes, provide ease of access and transactiong to
consumers, reduce risk of frauds, enable trading in secondary markets, etc., the Committee algo
recommends that all Small Savingoducts,which are neither accessible online and available in

demat form, should be brought on a common online platform in demat form.

1176 Of f i c e MeReasioa of dterest rates for Small Savings Schenaéscontinuation of physcial pre

printed NSC and KVP certificates egar di ng o, Ministry of Finance, Gover|nm

https://dea.gov.in/sites/default/files/Discontinue_Phy preprint NSC KVP_Cert1305201§atgetsed on 3rd
January 2019).

1186 How t o open PPF account prii2alB)iaveitalllieat Ec onomi ¢ Ti mes ( 43
https://economictimes.indiatimes.com/wealth/investAiowpenppf-accountonline/articleshow/63854944.cms
(accessed on 3rd January 2019).
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3.6 Fintech in PSB education loans

Education Loan disbursals climbed 9.25% in FY18 to touch a portfolio size of Rs 82,600 crore as
of March 2018, with share of commercial banks declining from 90% to 83% and NPAs rising to
8.15%. NBFCs aided biyntech have begun to play a small but incnegsole. The Vidyalakhsmi

portal has enabled single window electronic platforrfor students to access information and
make application for educational loans provided by banks and government scholarship. Firstly, the
applicant needs to register and loginhis/her vidya lakshmi account. Secondly, the applicant
needs to fill up the Common education loan application form (CELAF) by providing certain
details and uploading certain documents. After filling the application form, the applicant can
choose from dist of education loans and apply as per his/her needs, eligibility and convenience.
From one account an applicant can register to a maximum of 3 BEmkgortal also provides

linkages to National Scholarship Portal.

There are various advantages of fhwrtal as it is a unique platform to have streamlined the
process of application from a single point to multiple banks. It has reduced the process flow for the
student and given a chance to choose and apply to multiple banks (3 banks) from a single porta
without the hassle of paperwork. Further, the application results from these selected banks ca
directly be uploaded by the banks on the vidya lakshmi pddaWever,loan disbursement
happened through bank only, outside the potfal.

According to a reparby PIB,banks f ol l ow I ndian Bankso6 Ass
regard which stipulates that the loan should be processed within 15 days of receipt of duly
completed application form with supporting documents and sanction/rejection should be

commnunicated to the applicani®

While Vidya lakshmi portal has been instrumental in streamlining the process of education loan

applicati on, It has been also been observed

119https://timesofindia.indiatimes.com/home/education/news/educktarapply-to-multiple-bankswith-just-one
vidya-lakshmiform/articleshow/64577421.cms
120http://www.iba.org.in/pdf/education/Model_Edu_loan.pdf
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and inefficiencies. This bottleneck can be reduced with thie tiwe use of fintech by public sector
commercial banks to enhance their credit scoring, follow up repayments, predictive analysis etc.

The Committee recommends usefiotech by Public sector commercial banks to enhance credit

scoring, follow up of repayents, predictive analytics, etc., reduce NPAs in this space.

3.7 Recommendations

3.7.1 Fintech for lending by Cooperatives and other financial institutionsThe Committee
noted that currently, the credit bureau records for farmer loans or Kisan CexditSchemes,
largely given by the Cooperative Sector although commercial banks share is also significant in
terms of total exposure, are not collected in any central registry. This leads to a situation of non
availability for credit history for small angarginal farmers leading to denial of credit to them and
possible oveteveraging. The Committee notes that sofmgech companies, Credit Mantri,
CreditVidya, Samunnati, to name a few, are using Atrtificial Intelligence (Al) and Machine
Learning (ML) to ceate alternate lending data score, a vital requirement for fulfilling the financial
inclusion agenda. Government of India in 2487 Budget provided an allocation of Rs. 1,900
crore over three years support NABARD for computerisation and integrationl &3#&00
functional PACS with the Core Banking System of District Central Cooperative Banks. This
presents a great opportunity to infisgech. The Committee recommends that NABARD should
take immediate steps to create a credit registry for farmers spiéitial thrust for use dintech

along with core banking solutions (CBS) by afgmancial institutions, especially cooperative
financial institutions, for credit scoring, default analytics, predictive crop analytics, repayment

monitoring fraud control ad improving efficiency in credit services.

3.7.2 Leveraging Firtech in Agri-insurance/PMFBY: As per the current PMFBY guidelines,

only Financial Institutions like Commercial Banks, -Gperative Banks, and Regional Rural
Banks are eligible as Implementidgencies to cover borrowers under PMFBY. The guidelines
also state that for the loanee farmers will be covered only through Banks/Financial Institutions
whereas noitoanee farmers shall be covered through banks and/or insurance intermediaries. This
keeps BFC lenders, most of which leverage fintech, outside the claim settlement process,

enhancing risk of default by borrowers. Consequently, NBFC firms that have lent seasonal
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Agricultural Operations loans are forced to cover their farmers atonoee famers and need an
IRDAI license to become an insurance intermediary. There is need to extend the concept of loane
farmers to include credit advanced figtechbased NBFC lender§he Committee recommends
that fintech firms may b@rovided with asupportive regulatory climate to participate in agri
credit & insurance markets effectively, given that the demand forcagglit and insurance far
outstrips the existing supply. Insurance premium payments (for national as well as private
insurers) shoulde accepted through mobile and other digital modes to enable speedy and hassle

free coverage especially during short cultivation seasons.

3.7.3 Firtech in micro-Insurance and Employees InsuranceThe Committee recommends that

deployment ofintech in mico-insurance enrolment, claims management, subscriber information
etc. will enable cost reduction and exponential growth in coverage. The Committee recommends
that ESIC, EPFO and PSE Insurance Companies must déptegh in the fronend and back
end praesses to reduce risks, widen coverage, enhance subscriber confidence and suppor

seamless claims management.

3.7.4 Fintech in microPension & EPFO: The Committee notes that only 7.4 percent of the
working age population in India is covered under a pengimgram. That compares with 65
percent for Germany and 31 percent for Brazil, another major emerging market economy. The
Committee recommends that usefimitech in micrepension schemes such as the Atal Pension
Yojana, EPF and other retail schemes aaaibe reduction of administrative costs, create greater
customer traction and make way for significantly higher enrolment levels and competition.
Harnessindintech would enable monthly contributions to be paid in several instalments over each
month, makig it possible for daily wage earners. Even for-4naoro-pension subscriberfintech

can help inpersonalisation through a dashboard, investment options, integration with other
rewards platforms and advanced analyfidee Committee recommends creatingpanmon digital
platform for all micrepension schemes and EPF schemes through which pension subscribers can
subscribe to specific schemes seamlessly and the platform should allow payments through variou
modes such as Jan Dhan Yojana accounts, debit @aedlit card, internet banking, mobile

wallets etc.
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3.7.5 Firtech adoption in MUDRA: Revising the refinancing criteria for digital lenders at
competitive rates through MUDRA (revising margin caps for small ticket MSME loans) and
SIDBI (relaxation of profiability requirements) are required to be considered. Currently,
Commercial Banks, Regional Rural Banks and Scheduled Cooperative Banks are eligible to avai
of refinance support from MUDRA for financing micro enterprise activitieise Committee
recommendshat the MUDRA program needs to open up credit supply channels through non
bankingfintech credit companies, besides mandating useteich by all players to enable ease of
delivery of services such as Al/ML based credit scoring system for applicadisgi¢o reduced

risks and costs of lending.

3.7.6 Commonfintech platform for small saving schemes:Small Savings schemes, as 8
products, are being distributed through a large network of distribution agencies, i.e. 1Fa5000
Office spread all over the country, nearly 8,000 branches of the Nationalised Bankder to
expand the reach of small savings schemes, provide ease of access and transactions to consume
reduce risk of frauds, enable trading in secondary narketc., the Committee also recommends
that all Small SavingBroducts,which are neither accessible online nor available in demat form,
should be brought on a common online platform in demat form. For vulnerable groups and weaker
sections who are neitheligitally and financially literate, a combination of both human interface

and technological application may be effective.

3.7.7 Firtech in PS Bank Education LoansEducation Loan disbursals climbed 9.25% in FY18

to touch a portfolio size of Rs 82,600 mraas of March 2018, with share of commercial banks
declining from 90% to 83% and NPAs rising to 8.15%. NBFCs aidefinbgch have begun to

play a small but increasing role. The Vidyalakhsmi portal has enabled a single window electronic
platform integraiig access to Educational Loans from all commercial bahks. Committee
recommends use bhtech by Public sector commercial banks to enhance credit scoring, follow up

of repayments, predictive analytics, etc., and reduce NPAs in this space.
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Chapter 4

Organizational and Administrative Measures in Government of India for Promoting and
Monitoring Expansion of Fintech and GovTech

Fintech can potentially have a transformative impact on the conduct and supervision of activities|
in the financial sector. The Government of India and the various sectoral regulators have ar

important role to play in harnessing this transformative potleotiéintech. This chapter details

some of the organizational and administrative measures that the Government and concerned

regulators could adopt to facilitate activities in thntech sphere.

Fintech is a relatively nascent sphere characterized bg mnapovations in products and service
models. For the Government and regulators to keep abreast of these developments, it is essent
that they interact regularly with stakeholders from industry, academics and consumers. This woulg
enable a dynamic regutay architecture responsive to the latest developments thus facilitating
innovation and ease in conducting business. Institutional arrangements established at th
concerned regulator and Ministry levels can drive this engagement process. Similaranatituti
arrangements can aid indlinisterial coordination on issues concernifigtech. This would
reduce the scope for ambiguities in policy making and legal frameworks. Furthermore,

international best practices can be adopted through greater bilateratitateral cooperation.

4.1 Advisory council for regulators

As fintech is a dynamic and evolving field, regulations need to be constantly updated in light of
technological developments. This requires constant interaction between the regulatorsistng ind
stakeholders. In this regard, regulators around the world are increasingly turning to the idea of

setting up a fintech advisory committee or group.

These fintech advisory committees or groups typically consist of representatives from industry,

consumers and academic experts. For instance, the Securities and Futures Commission in Hon
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Kong has established a fintech advisory grédpL. hi s groupo6s remit con
tracking the latest trends in the fintech space, collecting stakeholdges iop specific issues and

identifying potential risks and opportunities.

Similarly, the ASIC has established a Digital Finance Advisory ComniftteBhis committee
examines mechanisms to simplify the regulatory processes in order to facilitate innovative
business models in the fintech sphere. Common application processes, varying license terms ar
waivers from law are some of the mechanisms that the committee explores with a view to
stimulating activity in fintech. United Kingdom, Singapore and Canadss@ree of the other
developed economies which have established mechanisms to tap industry and academic experti
to guide regulation makintf3

In India, financial sector regulators could explore options for setting up fintech advisory groups or
councils. Participation from industry and academic experts should be welcomed in identifying
ways to modernize the regulatory architecture. Regulators could also benefit from industry and
academia inputs in designing risk management systems, sharing tionoaad consumer
protection standards. In this regard it may be worth noting that the BoE in United Kingdom has
established a Fintech Acceleratdt This accelerator provides a medium for Proof of Concepts
(PoC) in respect of use cases relevant to theiefii and effective functioning of the BoE.
Similarly, afintech and Innovation Group has been set up by the Monetary Authority of Singapore
(MAS) which collaborates with industry in testing infrastructure soluttéiistablishing fintech
advisory councilsvould therefore assist financial sector regulators in tapping industry expertise in
developing us&ases for RegTech and SupTech. It would also aid in responsiveness of regulationg

to emerging industry concerns.

126 Fi nt ech Advisory Groupd6, Securities and Futures Cd
https://www.sfc.hk/web/EN/stéintech-contactpoint/fintechadvisorycommittee/accessed 24 December 2018.
122Deborah Ralston, OHow should we r egul al)availagbleatt ec h? 6,

https://www.weforum.org/agenda/2015/08/hstwuldwe-requlatefintech/accessed 24 December 2018.

123Ana Badour, Arie van Viljcgadmwdé&mnnhgoéTGranpatrledriise sP f
McCarthy Tetrault (16 October 2017) availabléntibs://www.mccahy.ca/en/insights/blogs/snipits/transatlantic
policy-working-groupreleaseduture-regtechreportaccessed 24 December 2018.

1246 Frequently Asked Questions on the Bank of Engl and
https://www.bankofengland.co.ukhedia/boe/files/fintech/fintechcceleratofagsaccessed 24 December 2018

1256 MAS sets up new Fintech and I nnovation Groupbd, Mo n
http://www.masgov.sg/newsandpublications/mediaeleases/2015/maetsup-newfintech-andinnovation
group.aspxaccessed 24 December 2018.
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4.2 Inter-ministerial group for monitoring fintech adoption

The technology underpinning the services offered by fintech companies has application across

various sectors. The government can utilize some of these technologies as an aid in the discharge

of some its functions. However, this utilizatiof technology would be dispersed across various
departments and ministries. The rate of adoption of technology and manner of regulation could
therefore differ across the various levels of government. This could lead to ambiguities and lack of
clarity in the policy and regulatory architecture affecting the development dfrifeeh sector in
the country. To avoid such a scenario, some of the countries round the world are adopting &
uniform governmental approach. This entails devising mechanisms insitii#ing intra

governmental coordination and cooperation in order to provide a consistent direction to industry.

Singapore has adopted a wholegovernment approach to developing a fintech ecosystem in their
country!?® A fintech Office has been estabiésl by the MAS and the National Research
Foundation (NRF) in the Prfintedh Offite is expdctedrt@deal Of
with all issues concerning fintech thus providing a consistent direction. Among the objectives of
the fintech office a the review, alignment and enhancement of fintech related funding schemes

across all government agenctés.

Similarly, Ireland has launched IFS2020 which is a-frear strategy for International Financial
Services in Ireland. A key part of this stratdgyto scale up the fintech industry and establish
Ireland as a fintech hub. The implementation of this strategy is premised on aoivhole
government approach. A public sector High Level Implementation Committee (HLIC) has been
constituted to implement th&FS2020 strategy which also is an annual action PfaThe
composition of the HLIC is inteministerial in nature with representatives from various

departments including Finance, Jobs, Enterprise and Innovation, Foreign Affairs and Trade,

126S a i Fan PEI, O6Singapore approach to develop and red
available ahttps://ink.library.smu.edu.sg/cgi/viewcontent.cgi?article=6910&context=Ikcsb resmznessed 24

December 2018.

1271bid.

12861 FS I nternational Messaging November 201856, Depart
available athttps://www.finance.gov.ie/whate-do/internationalfinancialservices/#IFS2020IMBAccessed 24

December 2018.
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Education and Sks. The HLIC also includes a member from Irish Central Bank and the Chief
Executive Officers of Enterprise Ireland and IDA. Ensuring a coordinated and strategic approach

to development of IFS is a key responsibility of the HLIC.

The Irish andSingapore models are particularly worth examining in the context of fintech
adoption in India. For instance, APl O0s can
of activities. These activities range, among others, from law enforcement, arafficansportation

management to monitoring electricity grids, oil pipelines and reser?dirs.

Similarly, governments around the world are exploring the possibility of utilizing DLT for
securing property rightS° Public agencies around the world also ecila huge amount of data.

Big data analytics can aid the government and its agencies in varied areas. These include detectif
frauds and maximizing tax collection to applications in national security, healthcare, education and

better delivery of citizenesvices!®?

The potential application of these technologies would be spread across various government

departments and agencies. In order to ensure that these technologies are harnessed whg
applicable, an inteministerial group on fintech technologies dam established at MEITY. This
group would be equipped to recommend the adoption of relevant technology by concerned
ministries and departments based on imaristerial inputs and deliberations. This would
supplement the work of thfentech working group established at the Ministry level. Additionally,

the interministerial group can review the functioning of adopted technology systems and suggest
improvement in processes where required. Furthermore, the constitution of such a group would

signal a constent approach towards fintech adoption across all government ministries. This

129A1 an Glickenhouse, Shirley Abbott, Roger Tobias, ol
(October 2016) available at
https://wwwO01.ibm.com/events/wwe/grp/grp309.nsf/vLookupPDFs/\W@paper%202016%2009%20Identifying%
20AP1%20use%20cases%20Government/$file/White%20paper%202016%2009%20Identifying%20AP1%20use%20ca|
ses%20Government.pdtcessed 24 December 2018.
130Meghna Bal, O0Securing property crhingohltosg yion, |Qbdsiear vtehrr g
Foundation (5th January 201@yailable atttps://www.orfonline.org/research/securpoppertyrightsindia-through
distributedledgertechnology/accessed 24 December 2018.

131Ashi sh Sukhadeve, 6How analytics can transform the
available athttps://yourstory.com/mystory/4600861fbaw-analyticscantranaccessed 24 December 2018.
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would provide further impetus in the development of a fintech ecosystem in the country and be in
line with good international practice.

4.3 Fintech working groups

The fast pae of innovations in the fintech sphere contribute to its increased application across
diverse sectors. Govtech or public sector software is anothegrtasing area of development. A
solution designed for use by government institutions is referred @oatech. Applications for
Govtech range from improvement in procurement systems to efficient public transportation among
others'®? An institutional mechanism, within government, to leverage the potential benefits
accruing from innovations in fintech and Geeh would be extremely useful. As these innovations
occur in diverse sectors, the use cases would have to be determined accordingly by the releva
competent authority.

Among the great attractions of fintech is the promise of achieving finamdiision. A large
mass of individuals in the country do not have access to formal finance. Reasons for this vary fron
geographical inaccessibility to lack of adequate credit hisfdr§intech offers avenues for

including this mass of individuals in the fieal financial system. Fintech companies are actively

developing alternative frameworks for decisions regarding credit disbursal.

The SME sector along with agriculture form the backbone for the Indian economy especially in
terms of the number of people Wworg in these sectors. In addition to using alternative data
sources to measure creditworthiness, new models of lending such as the P2P model have be

developed to provide services to these segntéhRisks in agricultural lending have been sought

1326 Gov .-Tédeh power to transform public services in the
available atttps://www.pwc.com/gx/en/psrc/unitédngdom/assets/qoviedaieport.pdfaccessed 31 December 2018
1336 FinTech innovations to drive financi,aValablenat!| usi ono,

https://www.ciiblog.in/fintechinnovationsto-drive-financiatinclusion/accessed 24 December 2018.
1346 Fi nt e €The changing landscape of SMEe ndi ng6é, MAPE Advi sory Group,
http://mapegroup.com/pdf/fintedhdia-changinglandscapesmelending.pdfaccessed 24 December 2018.
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to be minimized by leveraging technology applications to assess viability and profitability of
agricultural operations®®

Similarly, fintech companies have achieved notable success in the payments and remittanc
spheres. This success has also been aided bynttelying infrastructure such as the UPI. The
grant of licenses to payments banks opens up opportunities for fintech companies in offering
financial services and thereby reduces financial exclusion. Innovations in fintech can also drive
better services offings with respect to savings, insurance and investmentingrected
scheduled savings product and purchase of insurance or mutual fund products through

smartphones are possible through innovations in the fintech sghere.

Innovations in fintech couldlso have beneficial applications in the real estate sphere. Blockchain

based smart contracts and P2P lending are being used by fintech companies to serve individualls

excluded from accessing finance through traditional m&teSecuring property records én
stamping of documents through blockchain are also being considered in a bid towards efficiency

and ease of doing business.

There is a wide range of innovation continuously taking place in the fintech space with
applications across varied sectors. Cdesng some of the feneaching implications of these
developments, the relevant Ministries and/or Departments could constitute fintech working groups
to oversee this process. The fintech working groups could collaborate with industry stakeholders ir
testing the use cases for innovation carried out by the fintech companies. This would enable the
identification and scaling up of relevant innovative processes and products with resultant benefitg
to all concerned stakeholders. The working groups could alsmiesathe various Govtech

applications and their suitability for adoption by the relevant department/ministry.

11

135Nikhat Hetavkaro Banks fund agricultural technology compani s

2018) available ahttps://www.businesstandard.com/article/finance/barksd-agriculturattechnologycompanies
for-ruraklending11806®00031_1.htmaccessed 24 December 2018.

136Aj it Ranade, ORole of O6Fintechd in Financial Inclusgi

VOL LII NO 12 (25 March 2017) available dtttps://wwwepw

in.ezproxy.nujs.ac.in/system/files/pdf/2017 52/12/SA LIl 12 25032017 M_and_B_Ajit Ranaaecpdfed 24
December 2018.

137Roger Aitken, O6CoulddFngteohthed 8rbekchhéenhbesing
2018) available ahttps://www.forkes.com/sites/rogeraitken/2018/07/24/cefildech-blockchainlendingfurther
drive-the-housingmarketboom/#12b041b33dl1dccessed 24 December 2018.
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4.4 Data protection related issues

Protection of personal data in the financial sector is critical in view of the sensitivity of personal
finandal information and the impact that misuse of such data may have on consumers. Persona
data of various kinds has long been used in the financial sector, for instance to design bette
products and services and provide customised solutions. The emergempewtn of thefintech
industry throws up additional privacy and d

=

at

access to and heavy reliance on data about users, their behaviour, preferences and transaction

records as well as the use of new tewhgical tools such as artificial intelligence, machine
learning, and predictive analysis. Putting in place appropriate frameworks and norms for data
protection is essential to enable businesses to take advantage of new forms of data analys

available tahem, while also promoting consumer privacy, confidence and trust.

In the context of privacy in fintech, it has been recommended that fintech initiatives should take
into account a comprehensive view of privacy impacts, including impacts on humarsughtss
equality, nondiscriminatory and economic, social and cultural right<Data privacy has also
formed one of the key pillars of the principles for the protection of financial consumers, including
in the High-level Principles on Financial Consumer d®ection endorsed by the G20 Finance

Ministers and Central Bank Governors in 2011. These principles staté%that:

S

AConsumer so6 financi al and personal i nformdgt.i

control and protection mechanisms. Theschanisms should define the purposes for which the
data may be collected, processed, held, used and disclosed (especially to third parties). The
mechanisms should also acknowledge the rights of consumers to be informed absbadatp
to access dataral to obtain the prompt correction and/or deletion of accurate, or unlawfully

coll ected or processed data. o

138Privacy International, Fintech: Privacy and Identity in the New I@ensive Financial Sector, NovemI2417,
https://privacyinternational.org/sites/default/files/2a12ZIFintech%20report.pdf

1390rganization for Economic Goperation and Development, G20 Hitgvel Principles on Financial Consumer
Protection, October 201 https://www.oecd.org/daf/fin/financiaharkets/48892010.pdf
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The Government of India had constituted an expert body under the Chairmanship of Justice B.N
Srikrishna to formulate a draft data protection law thie countryt*® The report of the Justice
Srikrishna Commission provides a holistic statutory framework for the collection, storage and
processing of personal information. This is likely to provide clarity to financial firms who collect
personal informatio for the purposes of providing financial products and services, as well as for
regulatory purposes such as prevention of mdaegdering and national security. The report also
mandated entb-end payment systemelated data storage only in India in redpef domestic

payment transactions.

4.4.1 Existing regulatory framework

The financial sector is required to follow both generic privacy norms under legislation such as the
Information Technology Act, 2000 (IT Act) as well as sector specific norms.

4.41.1 General regulations

The IT Act and rules issued thereunder, notably, the Information Technology (Reasonable security
practices and procedures and sensitive personal data or information) Rules, 2011, (Security Rules
provide the basic framework for @aprotection in India. The IT Act contains various provisions
that punish unauthorised access to computer resources or data stored therein (refer Section 43,
Act). Further, Section 43A of the IT Act penalises body corporates who collect, processor stor
0sensitive personal dat ao, for being Onegl
security practices and proceduresd and ther

person. The compensation payable under this section can be extefidedrore rupees.

140Ministry of Electronics and Information Techogy, Government of India, Office Memorandum of July 31, 2017,
http://meity.gov.in/writereaddata/files/MeitY _constitution_Expert Committee_31007.8df
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4.4.1.2 Financial sector regulation

The Credit Information Companies (Regulation) Act, 2005, the Credit Information Companies
Rules, 2006 and the Credit Information Companies Regulations, 2006, attempt to regulate thg
activities of credit information companies and those notified as specified users of credit

information. They contain provisions pertaining to:

(a) the collection and furnishing/disclosure/transmission of information by and between credit

information companies, as well disclosure norms for employees of such institutions;

(b) permissible uses of credit information which range from making effective credit decisions

to evaluate customer risk, judging creditworthiness;
(c) accuracy and security of credit information;

(d) privacy princples applicable to credit information companies including norms concerning

collection limitation, for solicitation of personal data from an individual, data retention, etc.

Various RBI circulars govern the data protection obligations of finamsttutions, notably:

(a) Master Direction on KYC Direction, February 25, 2016, puts in place norms to inter alia

identify customers and monitor transactions.

(b)RBI Master Circular on Customer Services,

Customers, 2014, wth inter alia contains provisions pertaining to customer identification

procedures.

(c) RBI Master Circular on Credit Card, Debit Card, and Rupee Denominatbda@ded
Prepaid Card Operations of Banks, 2014, which inter alia contains provisions pertaining to
confidentiality of customer data and consent requirements for collecting and sharing certain

types of customer data.

Similarly, certain other financial sector regulators such as SEBI and IRDA also prescribe various
privacy related norms for regulated eiest to follow. For instance, SEBI regulates personal

information collected through mandating the use of specific KYC fof&dSEBI also prescribes

141 See for instance, SEBI Circulars on Dealings between a client and stockibtaing members included, of
December 3, 2009 and Circular on Simplification and Rationalization of Trading Account Opening Process of August
22, 2011.
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various obligations of stock brokers, soitmkers and clients, which contains requirements for
stock brokersd ensure that all information pertaining to the client is kept confidential and not
disclosed except with the express consent of the client or in accordance with legal or regulatory
requirements$#? Clients may invoke a grievance redressal mechanism in respect of violations of

this right. Similar obligations are cast on mutual funds, asset management entities, depositorie

Uy

and credit rating agencié$¥ The IRDA also prescribes various privacy relateasrms to be
followed by entities under its supervisory authority, for instance, requiring insurers to maintain
confidentiality of customer information (except in so far as disclosures may be mandated by
law'*%), publish privacy policies on their websitesc.¥f The Outsourcing of Activities by
Insurers Regulation, 2017, put in place checks to ensure that user information is kept confidential
including through requirements for the insurers to conduct certain processing activities in housg

and include data coidentiality clauses in agreements with service providers.

Certain other statutes such as the Bankers Book Evidence Act, 1891, the Prevention of Mone)
Laundering Act, 2002, and the Income Tax Act, 1961 also have provisions pertaining to data

privacy.

4.42 JusticeSrikrishna Commission and the draft Data Protection Bill

The draft Personal Data Protection Bil I, 2
Committee provides for a consdmased framework for the protection of personal information.

The daft Bill has the following key components:

142 Annexure4 to the Circular on Simplification and Rationalization of Trading Account Opening Process of August
22, 2011.

143 The Master Circular for Mutual funds, September 2016, requires depositories/ asset management companies/
mutual fund RTASs to ensure confidaadily of information shared to prepare a customers Consolidated Account
Statement (CAS) and restricts usage of information for any purpose other than creating the CAS. The Master Circular
also mandates that data confidentiality agreements must be enterbdtiveen such parties and external vendors (for
instance where printing of CAS is required). Similar requirements pertaining to maintenance of confidentiality of
customer information and usage of data confidentiality contracts in case of outsoumiegation can be found in the
Master Circular for Credit Rating Agencies of May 2, 2018. Also refer to the Master Circular for Stock Brokers of June
1, 2018.

144l nsurance Regul atory and Devel opment AutRegutation,y of |
2017.

145Insurance Regulatory and Development Authority (Insurance Advertisements and Disclosure) Regulations, 2000.
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4.4.2.1 Personal and sensitive personal data

The draft Bill defines fidatao as any #dArepre
instructions ..for communication, interpretation or processinghbynans or by automated

me an® . o

APer sonal datao is defined as any data #fAabg
indirectly identifiable, having regard to any characteristic, trait attribute or any other feature of

identity of suchnatuta per o ns éo0

The draft Billl provides higher requirements
personal dat ao, w h i icpassworsls, fohandial dat,dheatthodata, wfticlalu d
identifier, information about sexual orientatj associational information,

The rights and obligations related to each of these definitions has consequences for the

provisioning of financial products and services within India. The draft Bill defines a person who
stores or processes persondl@ga as a fAdata fiduciaryo. Thi s
State, a company, any juristic entity or any individual who alone or in conjunction with other
determines the purpose and Yeans of processi

4.4.2.20bligations for protecting data

Any person who processes personal data owes an obligation to the data principle to process su
data in a fair and reasonable manner that protects the privacy of such indifAdekonal data
can only be used for cleapexific and lawful purposes, and only for the purposes for which it was

collected'™! The draft Bill sets out clear grounds on which personal data can be processed, ano

146 Section 3(12) of the draft Bill.
147 Section 3(29) of the draft Bill.
148 Section 3(35) of the draft Bill.
149 Section 3(13) ofhe draft Bill.
150Section 4 of the draft Bill.
151 Section 5 of the draft Bill.
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further limits the grounds on which sensitive personal data can be pro&¥sadditionaly, the

draft Bill sets out a clear requirement for providing a clear notice for the collection of personal
information to the data principle. The data fiduciary has the responsibility for ensuring the quality
of personal data and can only store such tilh&is reasonably necessary to satisfy the purpose

for which it is processet?®

4.4.2.3 Grounds for processing of personal data

Personal data may be processed based on consent, but such consent must be free, informg
specific, clear and meaningfi@onsent should also be capable of being withdraBExemptions
are provided for use by the State for ndthe
from the State; or the issuance of any certification, license or permit for any action or
ad i viltty éo

Sensitive personal data may be processed only on the basis of explicit consent, for certair
functions of the State, in compliance with law or any order of a court or tribunal, and for certain
situations requiring prompt action. Consent Wil considered explicit only if it is informed, clear

and specific>® The proposed Data Protection Authority can specify further grounds of sensitive

personal informatiot>’

4.4.2.4 Rights of data principles

The data principle shall have a right to obtaomfoemation on processing of personal data, to
receive a brief summary of personal data being processed or that has been processed, and a b

summary of processing activities undertaken by the data fiduciary. The principle will also have the

152 Section 7 of the draft Bill.
153Section 9 and 10 of the draft Bill.
154 Section 12 of the draft Bill.

155 Section 13(2) of the draft Bill.
156 Section 1821 of the draft Bill.
157 Section 22 of the draft Bill.
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right to request correction$>® In addition, data principles shall have the right to data portability,
and to be forgottetr® Data fiduciaries shall have the right to charge fees for any of these services.

4.4.2.5 Other obligations on data fiduciaries

In addition, dad fiduciaries shall have to comply with other requirements relating to:
(i) Privacy by desigii organisational and management requirements
(i) Transparency requirements
(i) Security safeguards
(iv) Notification of any personal data breach
(v) Data protetion impact assessment
(vi) Record keeping
(vii) Data audits

(viii) Creating grievance redress systems

4.4.2.6 Data localisation

Section 40 of the draft Bill imposes restrictions on ctossler transfer of personal data. A copy

of personal datanust be kept at a server of data centre in India. Besides, critical personal data, as
determined by the Central Government, shall only be processed in India. However, certain
categories of personal data may be exempted from localisation requirementSdaotien 41 of

the draft Bill, data other than that covered in Section 40 of the draft Bill, may be transferred
outside India but after meeting certain conditions like consent of data principle or under
contractual obligations/ intrgroup schemes prescribéoy the Authority or countries/ sectors

prescribed by Central Government with concurrence of the Authority or in a situation of necessity.

Separately, a Subr oup of SEBI 6s Technical Advisory
Ashok Jhunjhunwala (IIT Cmmai) and Prof. Hanumantha Krishnamurthy fEincipal Research

158Section 24 and 25 of the draft Bill.
159 Section 26 and 27 of the draft Bill.
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Scientist, [ISc Bangalore) is currently deliberating on the data localization framework for SEBI

registered intermediaries.

4.4.2.7 Data protection authority

The draft Bill proposes the edtlishment of a Data Protection Authority, with wide jurisdictions
over data processing activities throughout the economy. The powers of the Data Protection
Authority include:

(i) Monitoring and enforcement of the Act, taking prompt action of data sedwetch,
examining data audit reports of data fiduciaries, monitoring data transfers outside country,
awareness generation, conducting inquiries on data fiduct&fies.

(ii) I'ssuing Acodes of practiceo to prom
the Actl6!

(i) Issuing directions to data fiduciaries and data processors, and ensuring their
compliance, calling for information from data fiduciaries or data proce&&ors.

(iv) Power to conduct inquiry where Authority reasonably believes that aesiwiti data
fiduciary or data processor are detrimental to interests of data principals or where the former ha
violated provisions of the A3

(v) Pursuant to the inquiry, the Authority can take actions like issuing warnings, mandating

business modificatins, suspending or cancelling any registratiort®%tc.

(vi) Conducting search and seizuife.

4.4.3 Coordination with financial sector regulators

It is worth noting that the scope of the applicability of the proposed data protectiadeisand
will apply to all economic activity. The Bill proposes the establishment of the Data Protection

160Section 60 of the draft Bill.
161 Section 61 of the draft Bill.
162 Section 62 and 63 of the draft Bill.
163 Section63 of the draft Bill.
164 Section 65 of the draft Bill.
165 Section 66 of the draft Bill.
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Authority which shall have the power to draft regulationsardomg informed consent, data
processing, data audits, data retention policies, etc. The Committee is of the view that regulator
such as the RBI, SEBI, IRDA and PFRDA identify the potential impact of such regulations on

their jurisdictions at an early gfe.

The Committee is of the view that in some cases, data privacy requirements in existing legislatior
may need to be reviewed in order to tailor them to the emerging data privacy legislation. The
Committee also considers that given the fact that seategalators are already taking steps to
maintain the security and confidentiality of consumer data in their respective jurisdictions, some
obligations the Data Protection Bill seeks to place on the DPA may be given to the sectoral
regulators to dischargeRegulators must therefore carefully review their existing regulatory
framework andidentify any changes or modifications that may be required to the current

regulatory framework.

4.5 International cooperation

World over, an increasing number @kople are embracing services provided by fintech
companies. The World FinTech Report, 2017 estimated that over 50% of the global customers ha
availed of business services from a #taditional firm2%® The rate of adoption is especially high

in emerging rarket countries like China, India, Brazil among otHéf&his rapid proliferation of
fintech based services all over the world opens avenues for international collaborations. Through
international collaborations, best practices from around the world caddpted and knowledge
sharing gets a boost. All the relevant stakeholders including government, regulators and industry

benefit from the international exposure available through arrangements and collaborations.

1666 Wor Il d FinTech Report 2017@btps:/MBravpngredcthéom/ivp ( 201 7)), avai
content/uploads/2015/02/CapGemiiorld-FinTechReport2017.pdfaccessed 24 December 2018.
167 1bid.
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The IndiaSingapore Memorandum of Undé&nding (MoU) constituting a Joint Working Group
(JWG) on fintech is a major step in this regédThe remit of the JWG is wide and fagaching.

The JWG will look at, among other things, establishing mechanisms for exchanging best practices

vis-a-vis regulations and policies. Fostering cooperation between the Indian and Singaporean

fintech industries is another area high on t

In this regard, it may be noted that Indian states like Andhra Pradesh and Maharashtra have als
taken initiatives for international collaboration in the fintech sphere. Singapore has entered into
fintech cooperation and innovation agreements with the aforementioned$tMasarashtra has
recently entered into a MoU with Bahrain for promoting fintech services air tlespective
markets:’©

International collaborations can be leveraged for stimulating innovation and investment in the
domestic economy. For -upsadbexnscmodelled/antiha linassohther a
Monetary Aut hor it ysawhox’SSimilagly the Wnited KingdomM AUSK) has
launched the FinTechRocketship Awards which is a mentoring programme directed by top Indian
and U.K mentors’2 Through this programme, fintech entrepreneurs from both countries can gain
exposure to the prelemt systems and practices in the other country. To further facilitate the

exchange of ideas and learning, India and U.K have also establiEh&sth dialogue.

1686 Cabi net approves Memorandum of Understanding bet wsed
group on FinTechd, Press Information Bureau (24 Octo
http://pib.nic.in/newsite/PrintRelease.aspx?relid=184aekessed 24 December 2018.

169Sambur aj Das, O0Singapore inks FinTech, Bl ockchain g
2018) available atttps://www.ccn.com/singapoieks-fintech-blockchainpactindian-stategovernmentaccessed 24
December 2018.

1706 Bahrain Economic Development Board sigins MotTecthd,
Economic Development Board, Bahrain (4th December 2018) availabigat/bahrainedb.coftatestnews/bahrain
economiedevelopmenboardsignsmouwith-maharashtrgovernmento-cooperaten-fintech/accessed 24

December 2018.

177ZRomi t a Majumdar, OMahar asphs ruan d eor sFiipmptoech oRcelri &&y0d, 9
2018) aailable athttps://www.businesstandard.com/article/econonpplicy/maharashtréo-supportover500-
startupsunderfintech-policy-118060800975_1.htnalccessed 24 December 2018.

1726 Il nd.i k. | i st of MoUs/ Agreements/ I nitiatives during
External Affairs, Government of India (18th April 2018) avaiéabthttps://mea.gov.in/bilateral
documents.htm?dtl/29831/IndiaUK_List of MOUg#ementsinitiatives_during_the_visit_of Prime_Minister_to U
K_London_April_18 201&ccessed 24 December 2018.
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https://bahrainedb.com/latest-news/bahrain-economic-development-board-signs-mou-with-maharashtra-government-to-cooperate-in-fintech/
https://bahrainedb.com/latest-news/bahrain-economic-development-board-signs-mou-with-maharashtra-government-to-cooperate-in-fintech/
https://www.business-standard.com/article/economy-policy/maharashtra-to-support-over-500-startups-under-fintech-policy-118060800975_1.html
https://www.business-standard.com/article/economy-policy/maharashtra-to-support-over-500-startups-under-fintech-policy-118060800975_1.html
https://mea.gov.in/bilateral-documents.htm?dtl/29831/IndiaUK_List_of_MOUsAgreementsInitiatives_during_the_visit_of_Prime_Minister_to_UK_London_April_18_2018
https://mea.gov.in/bilateral-documents.htm?dtl/29831/IndiaUK_List_of_MOUsAgreementsInitiatives_during_the_visit_of_Prime_Minister_to_UK_London_April_18_2018
https://mea.gov.in/bilateral-documents.htm?dtl/29831/IndiaUK_List_of_MOUsAgreementsInitiatives_during_the_visit_of_Prime_Minister_to_UK_London_April_18_2018

Fintech service providers are not the only parties who gain from fruitful international
collaboration. Regulators can also benefit through the exchange of information and ideas in
establishing a conducive fintech regulatory regime. Further, collaboration between regulators
could also enable ease in providing fintech services by establishingp#eble platforms. There

has been progress in establighimfrastructure which would be inteperable between the
Network for Electronics Transfer Singapore (NETS) and the NPEI.

Similarly, Bahrain and UAE are seeking to improfiatech collaboration with India by
establishing regulatory sandboxXé$17® Collaboration between regulators internationally can also
be i mproved by the est abl techiBndgestatiwadgulathrs ion T e
bilaterally share information on innovation, emerging trends and regulatory issues in a cost
effective mannet’® Furthermore, these bridges aid fintech service providers in gaining easier
market access in the other country. Singapore aidddtablished the first FinTech Bridge in
2016 and have higher number of such agreements with other regulators around the world.

Collaboration in thdintech sphere, internationally, is not restricted to bilateral arrangements. The
Bali fintech Agenda wasecently launched by the International Monetary Fund (IMF) and the
World Bank group. The Agenda prescribes a set of 12 policy elements designed to aid membe|
countries harnesfintech for developing financial services and contain rtiék3he 12 policy
elements were identified through experiences of various member countries. It is expected tha
these policy guidelines would promote greater international cooperation in order to realize the
transformative capacity dintech.

173Di pi nder Randhawa, Chan Ji &aSinghpoee FinTéech Coopetatioa: Opppraunitivbu r a |
and Chal |l enges 6, ian Stndeg, Natiamal @niverdity oESingaipdre (FkdsOctober 2018) available at
https://www.isas.nus.edu.sg/vgontent/uploads/2018/10/ISASnTechRoundtableReportOctober2018.pdf

accessed 24 December 2018.

174Si ndhu Kashyap, &6The Bahrain and I ndian fintech ecd
(15th March 2018) available https://yourstory.com/2018/03/bahramdianfintech-ecosystemsanlearn/accessed

24 December 2018.

175Si ndhuj a Balaji, Oo6Wy dmaifaldbec Fiimg etchh &it a@Plfpt t he U
available ahttps://www.forbes.com/sites/sindhujabalaji/2017/06/13Aividiansfintechstartupsareflocking-to-
disruptthe-uaemiddle-east/#60ddce913aatcessed 24 December 2018.

l76Mat yas Fekete, 0G| obal Fintech Bridges: Who, where
https://kae.com/ideabank/blog/fintebhidges/accessed 24 December 2018.

1776 The Bal i Fintech Agenda: A Blueprint for Successf (|
Monetary kind Press Release No. 18/388 (11 October 2018), available at
https://www.imf.org/en/News/Articles/2018/10/11/pr183B@-bali-fintech-agendaaccessed 31 Degter 2018.
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https://www.isas.nus.edu.sg/wp-content/uploads/2018/10/ISAS-FinTech-Roundtable-Report-October-2018.pdf
https://yourstory.com/2018/03/bahrain-indian-fintech-ecosystems-can-learn/
https://www.forbes.com/sites/sindhujabalaji/2017/06/13/why-indians-fintech-startups-are-flocking-to-disrupt-the-uae-middle-east/#60ddce913aa5
https://www.forbes.com/sites/sindhujabalaji/2017/06/13/why-indians-fintech-startups-are-flocking-to-disrupt-the-uae-middle-east/#60ddce913aa5
https://kae.com/ideabank/blog/fintech-bridges/
https://www.imf.org/en/News/Articles/2018/10/11/pr18388-the-bali-fintech-agenda

Options could be explored intablishingfintech Bridges witha greatemumber of countries as
benefits accrue to both regulators and fintech service providers. The progress being made i
establishing intepperable infrastructure between NETS and NPCI could be replicated across
other jurisdictions as well. Options could also be explored for regulatory collaboration with
jurisdictions having different models of regulatory sandbox. This would enable drawing the best
practices for the design of regulatory sandboxes within the countryhavistns could also be
established for collaboration between the domestic fintech industry and international players. Fof
instance, Singapore based fintech companies have demonstrated expertise in securing paymer,
systems. In India, demand for payment #ohs is significant and mechanisms could therefore be
explored for facilitating interaction between the Indian and Singaporean fintech industries.

4.5.1 Centres of excellence ifintech

There is a need for research and continuous evaluation of emerging technologies to explore the
application in improving public service delivery in addition to aiding capacity development of
stakeholders. Concerted efforts are needed to develop centesaifence in fintech. Such
centres would be required to upgrade talent and skill set of relevant stakeholders so that they m3
be able to apply emerging technologies in their sphere of work. Internationally many examples of
such capacity building initatv es ar e seen in recent ti mes.
Congress (NTUC) has entered into a collaborative agreement with Singapore Polytechnic (SP) an
Singapore Fintech Association to organise sterh fintech talent programmedhe training
programme encompasses emerging technologies such as use of blockchain, big data and machi

learning in finance.

In India, efforts are being initiated to set up such centres of excellence in fintech. As an example, ¢
Centre of Excellence ifintech is beingset up at STPI Chennai with the support of Ministry of
Electronics and Information Technology (MeitY). The proposal to set up the centre has received

administrative approval and will be implemented over a period of 5 years.
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4.6 Recommendations

4.6.1 Coperation with leading nations: Since fintech is an evolving theme; there is a scope for
collaboration and consultation to benefit from the mutual exchange of ideas. Indian policymakers
should enter into collaborative arrangements with other countries veloge a shared
understanding of benefits and risks from fintech, using multilateral and/or bilateral fora, i.e.
collaboration between regulators and collaboration between fintech business platformbgetc.
Committee recommends that efforts should be nadsfectively tap joint forums such as the
JWG set up with MAS of Singapore and use these fora to connect Indian regulators and fintech

industry with counterparts abroad to enable cross learning.

4.6.2 Fintech advisory council in each financiasector regulator. The RBI Working Group on
FinTech and Digital Banking had recommended that all financial sector regulators need to engag
with fintech entities in order to chalk out appropriate regulatory response and with a view to re

align regulation ath supervision in response to the changing environment, and suggested that

partnerships/engagements among regulators, existing industry players, clients and fintech firms

will enable the development of a more dynamic and robust financial services indistry.
Committee recommends that every financial sector regulator constitute an Advisory Council on
fintech to bring together industry leaders and fintech experts, who can identify viable ways to
provide inputs periodically to modernize the regulatory archiiee, develop useases for
RegTech and SupTech, design better risk management systems, sharing innovation and consum

protection standards

4.6.3 Taskforce on data protection in the financial sectoiThe Committee is of the opinion that
the provision®f the proposed draft Data Protection Bill, 2018 may havesfaching implications
for the growth of fintech sector. The Committee accordingly recommends that regulators urgently
review their existing regulatory framework with respect to data proteatidp@avacy concerns, in
keeping with emerging data privacy legislation in Indidae Committee recommends that a
taskforce in the Ministry of Finance may be set up with the participation of the regulators and
make suitable recommendations to safeguardinterests of consumers, while also enabling a
positive climate for innovation.
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4.6.4 Inter-regulatory coordination on fintech: The Committee recommends that in addition to
the creation of a regulatory sandbox by each regulator, there is a need faegutatory
coordination to support hybrid financial products and common distribution, where licensing or
regulatory requiremestof more than one regulator may have to be complied with, development of
common standards on RegTech and SupTech, consumer protection measures, sandbokes, etc..
Inter-Regulatory Technical Group (IRTG) set up under the FSDCQubmittee should be the

forum for such interegulatory coordination

4.6.5 Inter-Ministerial Steering Committee on fintech in the financial sector:In light of the

fact that many of the underlying technologies supporting fintech havesaasig and efficiency
enhancing poteral, this Committee recommends that an IfWnisterial Steering Committee on
fintech Applications in Department of Economic Affairs (DEA), Ministry of Finance, continue to
carry on the tasks of implementing this report, including exploring and suggdiséngptential
applications in government financial processes and applications, particularly accounting and

asset management, welfare services, taxation, and handling citizen grievances.

4.6.6 Ministry level fintech working groups Fintech represents aigne opportunity to promote

the objectives of financial inclusion and distributed economic growth, especially for MSMEs and
those involved in the agricultural sector. Ministries/departments with potential for fintech use
cases, especially MSME, DFS, Agritue, HRD, MoRD, DOLR, MoHUA, may set up ministry

level fintech working groups to identify, screen and implement potential use cases for fintech in
collaboration with startips and service provider€onsidering the potential use of fintech in
enabling aplication and delivering noffinancial services across the wider government, the
Committee recommends that every department/ministry in the government may create a ministryj
level fintech working group to assess the potential of using GovTech and finf@atagns in

their ministry/department.

4.6.7 Inter-ministerial group on fintech: In light of the fact that many of the underlying
technologies supporting fintech have esaving and efficienegnhancing potential, the adoption

of some of these techngies for governmental functions could result in significant efficiency
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gains. The Committee recommends that an Hmenisterial group onfintech Technologies be
established at MeitY, for exploring and suggesting the potential applications of the urglerlyin
technologies (such as open APIs, blockchain, fathasories, big data analytics, NDSAP etc.) in
government processes, particularly iaccounting and asset management, welfare services,
taxation, and handling citizen grievances, to make recommendationgchnology choices,
providing interministerial inputs tdintech Working Groups in each Ministry on the requirements
of different departments. The Group can also perform the role of periodically reviewing the
technological systems and scope for intrtthn of new technologies in a coordinated manner

across the Central Government.

4.6.8 Centres of excellence on fintecfhere is a need for carrying out research and evaluation of
the application of fintech technologies to public service delivery prahleesides assisting in the
capacity building of stakeholder§he Committee, therefore, recommends setting up Centres of
Excellence on fintech in 2 or 3 key premier National Institutions like 1ITs/NITs and Government
Financial Sector Institutions like IDBT/NIBM/NIFM.

4.6.9 Capacity building The underlying technology behind fintech, such as blockchain, open
APIls, open data policies, etc. need to be carefully evaluated for adoption across a range of sector
requiring a better understanding of fintech difficials of ministries and regulator& capacity
building program in fintech for senior government officials in ministries and departments,
regulators and financial institutions to sensitise officials on potential use cases, potential, risks,
costs and enefits of fintech, through government training institutions, such as NIFM, IDBRT,
NIBM, etc.
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Chapter 5

Summary of Recommendations

Chapter 1: Measures Required for Expanding Fintech Services

1. Removing discriminatory regulatory barriers in the digital payments infrastructure

sector The Committee has noted the recommendations of successive government
committees for the promotion of digital payments in India. It notes that while the digital
payments have grown rapidly in India, still there i®tadf cash payments in the system.
Digital payments have the potential to expand enormously. To realise the full potential, a
level playing field needs to be created amongst banks antdardnplayers. The NPCI may
provide nordiscriminatory access to fth firms and other financial firms that are not
currently shareholders of the NPCI. Restrictions on-mann k 6 access t
infrastructures, such as AEPS, needs to beveduated and appropriate steps need to be
taken. RBI may also take necessaryaswes and if and when Payment and Settlement
Board comes into existence, the calibrated liberalisation may be continued by the Paymen
and Settlement Systems Board to achieve the goal of bringing in financial inclusion, make
digital payments as the prinyamode of payment and usher in competition amongst various
service providersThe Committee is of the view that riscriminatory access must be the
norm unless the respective regulator clearly provides reasons for a separate treatment to 3
specified catgory of financial firms. The Committee also urggésvernment andRBI to

take necessary stepe eliminae discrimination in access to payments infrastructure to

nonbanks visa-vis banks with a view to enhancing competition and innovation

. Fintech for cybersecurity, fraud control & AML: Exposing financial performance
information, in addition to the concerns surrounding account access, is understandably
worrisome for any business. In addition, frauds impose significant financial losses and
reputational coston financial sector firms. Investing in technologies and talent that support
banksé confidence in their ability to mal
some of the most promising fintech innovations today are emerging in-sgtert,

enabling protection from lending frauds, as well as handle threats related to money
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laundering and cybeattacks.The Committee, guided by success stories elsewhere in the
world, recommends the use of fintech, especially by PSE financial service cesnfzani
bolster cybersecurity, fraud control and antoney laundering. The Committee also
recommends that fintech firms specialising in this field should be encouraged to set up thei
businesses in India and provided necessary regulatory approvals for demgatheir

services in the country.

. Expanding agricultural credit guarantee schemes The Committee was informed that
NBFCsd6 extending credit facilities tral re
activitiesar e currently excluded from availin
provided by SFAC. There is a need to attract more sources of institutional lembdang.
Committee recommends thaince NBFCs have made significant progress in leveraging
Fintech toincrease their outreachsuch NBFCs may be incentivised to woik the

agricultural space byncluding them ircredit guarantee schemes.

. Flow-based lending for MSMEs:l n or der to increase MSMES

trusted invoice infrastructure mube urgently established in India. TReDS and GSTN
should jointly provide the backbone of a trustethwice system, as announced in the
Budget for 201819. The Committee recommends that GSTN data integrated with TReDS
exchanges could form the basis ofi@v-based lending system for MSMEs by banks and
NBFCs However, cash flovbased lending will need superior fintech based systems to
track the borrower for providing early warning signals given that there is no collateral
backup (available in normal asdeised loans). There is need to promote greater
participation of financial institutions, buyers, sellers on the TReDS platform antlufiee

the guidelines to enable the system to gain acceptdinee Committee recommends that
necessary open APl MSME stamksed onTReDSdata validated by GSTNor use by the
fintech companies can be developed by DR&itY, DoR/CBIC/GSTNIt is also
recommended RBI may evolve -smastedop @i naa
MSMEs by financial services companies, using a standardised and trustedice
infrastructure designed around TREEESTN integrationThe Committee notes thateth

Factoring Act, 2011 restricts participation on TReDS platform to those NBFCs that are
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licensed as NBF&actors. It is recommended that, in order to promote greater
participation of NBFCs on TReDS platform, this legal barrier be examined by the

Government

. Reforming P2P markets and creating a marketplace model for debt financingviany
restrictions distort the lewgllaying field between fintech companies and traditional
insurers, block significant revenue streams, prevent cost efficiencies for botkidlnan
services companies as well as fintech firms, thus precluding both innovation and
competition. In India, a modest beginning has been made for P2P platforms by permitting
specialised NBFCs to undertake this activity. The credit needs of MSMEs, howssahdld
individuals can be taken care of by creatingnaketplace model of debt financimdnere
savers, noibanks and banks are all permitted to IdPdrticipants of P2P platform include

an individual, a body of individuals, an HUF, a firm, a society oy artificial body,
whether incorporated or not. This means that it spans across savers, batanksoand
other potential lendersThe Committee recommends that the Ministry of Finance may
develop a marketplace model of debt financing in India by refgyitihe present model of
P2P lending platformsPotential hindrance in terms of restrictions on overall and
individual exposure limits may be reviewadd options like allowing Mudra Bank to
directly fund or cefund SMEs and MSMEs through PpRitforms may also be examined

as an alternative credit delivery channel.

. Virtual banking : The Committee notes that The Hong Kong Monetary Authority (HKMA)
has recently issued guidelines for setting up virtual banks and is examining applications fof
virtual banking licenses. Banks are increasingly moving towards virtualisation of services.
The Committee recommends that DFS and R

banking systembéb in the I ndian cont exlks, C

and prepare for a possible future scenario where banks do not need to set up branches and

yet deliver the full scale retail banking services ranging from extending loans, savings

accounts, issuing cards and offering payment services through their aygbsite.
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7. Dematerialisation of financial instruments Dematerialisation of financial instruments is

customeifriendly given wide reach of mobile technologies. It also leads to disaster
resilience and speedy recovemhe Committee recommends that sugatdgulatory and
legislative changes be made to enable FDs and other financial instruments to be issued i
dematerialised form and allow their frictionless use as collateral. The Committee
recommends that the Government undertake a campaign to convériaaitial assets

held, especially by entities under its control like Post Offices, in demat form as far as
possible but certainly in electronic form. Necessary suitable amendments to enable
dematerialisation of financial instruments such as FDs and otlegosits of the Post
Offices, other forms of small savings certificates issued, Gold Deposit Certificates issued
under GMS, Sovereign Gold Bonds, etc. may be undertaken. Similarly, deposits made under
schemes like Sukanya Samriddhi Yojana in the nameioiduaal beneficiaries should also

be dematerialised. Additionally, all necessary administrative action to convert the existing
stock of such deposits and certificates may also be taken in a time bound manner. Pending
changes in laws and regulations thatyriae required to enable depositories to store all
financial assets, the information pertaining to the assets may be stored in repositories, s@

that consumers can access this information through a single window.

Reform of Pre-paid instruments (PPI) system PPI system is quite convenient for making

routine payments and its use is getting increasingly popular. However, there are quite 3

=

number of restrictions which hinders expansion of PPl system in the country, especially
with respect to the rural areas.IR$5uing firms have many strict requirements regarding
KYC norms that substantially increase their operational costs. For example, the maximum
outstanding amount at any point of time in a PPl account (even if it is a full KYC account)
is Rs. 1 lakh. Thigimits consumer benefits from such accounts and reduces the ability of

PPI issuing firms to onboard customers. As deposits in PPl do not earn any interest, an

~

apprehension that these might replace the banking system may not be well founded. Only
those pesons will hold amount higher than Rs. 1 lakh in the PPI account that have genuine
payment needs. UPI, linked to bank accounts, has no such restrictions. There is a case for

substantially revising this limit upwardg§he Committee recommends a thoroughewvof
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10.Using unconventional data sources for better credit scoring and increasing access to

the PPI system with a view of considerably liberalising its use with adequataometary
limits safeguards to enable expansion of fintech.

. Reformed KYC process in the light of the recent Supreme Court judgement on
Aadhaar: Fintech firms havdeen affected by the Judgment on account of legal infirmity
in the Aadhaar law about online KYC not being permissible on a voluntary basis. The
online KYC and authentication using Aadhaar was a sound system with considerable
efficiency and convenienc&iven t he judgement by the Hon
need to explore several alternatives such as Original Seen and Verified (OSV) to be done b
banking correspondents for physical KYCSign, norface to face oitboarding, including
offline authenticabn modes prescribed by the UIDAlhe Committee notes that Ministries
of the Government have issued interim alternative authentication procedures, while a bill is
under consideration of Parliament to amend relevant acts to enable voluntary use o
Aadhaarand Aadhaar authenticatiomhe Committee recommends that various options,
including possibility of Videtwased KYC, making available validated electronic versions of
KYC related documentthrough DigiLocker, making these available for verification by

service providers with prior ctesmer consent, etc., may be considered early.

credit: The Committee notes that the poor and the unbanked are often unable to acces
credit due to the lack of formal creédnistory and noravailability of other relevant
documents. Fintech companies focus on a number of unconventional sources of data an
advanced data analytics to create better credit profiles of such individuals. These fintech
companies collect informatiopertaining to social media behaviour, financial transaction
behaviour, product purchase behaviour etc. These kinds of information are not captured by
CICs. Fintech companies collect these kinds of information from the mobile phones of
consumers with prioconsent. Banks are beirencouragedo explore the possibility of
establishing new alliances with players liiketech companies for easé loan sanctioning
process enabled by new technologlesorder to increase access to credit and to stabilise

the gowth of such practices and keeping in view recommendations of the Justice Srikrishna
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11.

12. Artificial Intelligence for back -end processesApplications of machine learning include

13.Public sector block chainbased trade finance The Committee feels that digitising the

Committee, this Committee recommends that MeitY and TRAI may formulate a policy tg

enable such practices through a formal, condsaged mechanism.

Chapter 2: General Poicy, Technology and Databases Related Actions for the

Promotion of Fintech

Dedicated innovation teams in Public Sector Financial Services companie& well-
defined team focused on innovation can serve as a visible, centralized point of initial
contact forfintech. PSBs and other financial sector entities need to be far more proactive
and innovative in remaining ahead in the usé@érdech in delivering all their serviceShe
Committee recommends that Public Sector financial service companies estalaisitiom
teams and sandboxes with bright talent (from inside and outside the PSES) to experimen
with cutting edge technology and evolve promisiimgech solutions. Public Sector
Financial Sector Enterprises may also be encouraged to create a cohkmoariedge

sharing platform for crostearning and rapid deployment of innovative solutions.

the automatic reading and interpretation of the implications of reguledotyactual
documentation using natural language processing as a means of reducing compliance ris
The Committee recommends tRspartment of Financial Services (DFS) and PSU banks
may work together to explore significant opportunities that exist tease the levels of
automation using Atrtificial Intelligence (Al), cognitive analytics & machine learning in
backend processes of PSU banks, especially Risk Management, Compliance manageme
and Fraud Control, and make a roadmap to implement the stratetgye bound manner.
Implementing such technology automated systems will bring in more efficiency to their

work and reduce fraud and security risks.

supply chain canemove the inefficiencies and lower risks in trade finance in India, by

solving the issues of authentication of identity of companies, authorisation of signatories,
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14.Remote Sensing & Drone Tech for Credit & Insurance:A drone policy has been

15. Digitisation of Land Records The country needs a dedicated National Digital Land

validationof documents, ownership validation and payments. A few IT solutions companies
and private sector banks have already offered solutions. Scalability and attendant power
requirements of blockchain applications are aspects that need to be considered before
deciding to move processes to blockchain based techndltgy Committee accordingly
recommends that the Ministry of MSME should work with DFS and RBI for testing and
implementing blockchain solutions in trade finance for MSMESs in public sector banks as

well.

amounced by Ministry of Civil Aviation which has come into effect from December 1,
2018. PMFBY guidelines also provide for innovation in various aspects of the scheme,
including crop cutting experimentshe Committee recommends that Insurance Companies
andLending agencies in Agri sector should be encouraged to use drone and remote sensing
technology, directly or using servicesfwitech companies, to assess discrepancies in self
reported cropping patterns and crop cutting experiment processes, enabliagefficient
delivery of both credit and insurance products and reduce credit/insurance risks.

Records Mission based on a common National Land Records Standards which should
deliver common standards based land recat avithin a 3 year deadline. may
collaborate with DFSMEITY, Ministry of Agriculture & Farmers Welfare and State
Governments, so as to put in place a robust land records management vitheealcess
to digital land records data through open APIs for all financial service providessalso
essential to create applications involving State Registration departments enabling financial
institutions to view as well as create or discharge encumbrancesoperty, avoiding
multiple charges on the same as3$&ie Committee recommends that the Government takes
up modernisation and standardisation of land records in the country on a war footing with
a deadline to complete such a system in the country in adoefi three years. For this
purpose, a steering committee comprising of Department of Economic Affairs, Department

of Financial Services, Ministry of Agriculture, Ministry of Rural Development, Department
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of Land Resources and MEITY with involvement ofteStaand and Registration

departments should be constituted to draw Ugtuaprintfor doing so.

16.Re-engineering Legal Processes for the Digital worldinsistence on wet signatures on

physical loan agreements for filing of loan recovery suits in courts need to be replaced by
paperless legal alternatives as these can enable cutting costs and time in access to finan
repayment, recovery, etc., for busises and financial service compani€ee Committee
recommends review by Department of Legal Affairs of all such legal processes that have 3
bearing on financial services and consider amendments permitting digital alternatives in
cases such as powef-attorney, trust deeds, wills, negotiable instrument, other than a
cheque, any other testamentary disposition, any contract for the sale or conveyance o
immovable property or any interest in such property, etc., (where IT Act is not applicable),

compatible wih electronic service delivery by financial service providers.

17.0pen APIs. The Committee believes that APIs of relevant datasets be created such that

fintech solutions can be built using them. These APIs must be open, to ensure equal acce
to all those wiking to build on this data, and anonymised, or, where identifiable, shared
with the personés consent, to ensure thse
IndiaStack. AnIndia AgriStack can be built, such that lenders can evaluate the
creditworthhn e s s o f agricul tural borrower s. Thi
history, land ownership data, cropping pattern, and income data, among other information
An India MSME Stackan also be built, where data on MSMEs can be pulled through APIs
to facilitate trade financingflow-basedlending, insurance andill factoring. RBI has
licenseds entities as NBF\A to act as account aggregatoithe Committee recommends
that MEITY coordinate the process of identification of the datasets that can tex sha
through open APIs, setting targets for the creation of such APIs by the relevant Ministries
while enabling and supporting Central, State and Local governments to create relevant
open APIs. The Committee also recommends that greater nudge from aktoegul
combined with developmemtf open APl eco system will enable account aggregator

services to take off.
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18.Expanding Open Government Data The Ministry of Science and Technology has

19. Support for new business models Thereare quite a few restrictions presently which may

20Competi ti ve 06neut: Regllatotsyshbuld take a feugtal &pproachotm

formulated the National Data Sharing and Accessibility Policy (NDSAR)eWEITY is

the nodal Ministry to implement the policy. The Committee notes the power of open

Government data in spawning new businesses and improving business models, subject {
privacy laws. The Committee recommends that NDSAP needs wider acceptadce an

implementation, making way for sharing of data generated by Government agencies
(including Ministries of Union Government, Autonomous bodies, State Government and

Local Governments) in redgime through Open APIs.

require reconsideration in the New Economy being built on digital infrastructure. For
example, remuneration from advertisements on platforms pertaining to web aggregators an
online platforms offering sereés in the insurance sector are barred. Similarly, financial

services companies are restrictednfroutsourcing activities to fiach companies in the

insurance sector, as well as restrictions on offering any other services apart from insurance.

The Commtee recommends that Regulators should consider permitting new or innovative
business models that can reduce costs, enable choices for consumers, while preventin

conflicts of interest.

regulation, which means that they should be neutral to the institutional forms and activities
that are performindgo the functions of the financial systerRegulations must promote
competition and a fair, and open, level playing field dlgital financial inclusion by
ensuring that providers of similar digital financial services have similar rights and
responsibilities regardless of their institutional type and the technology used. This
framework also should ensure that similar risksragilated in a similar manner and that

an appropriate riskased approach to supervision is developedhe Committee
recommends that Regulators may approditiech keeping in view the principle of

ocompetitive neutral ity @ionwhildnhking regulatons. t 0 €
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21.Regulatory SandboxesThe Committee notes that many economies across the world (UK,

Singapore, Canada, Thailand etc.) have set up regulatory sandboxes as early as 2015

enabling financi al sector l nnovations. A
India is providedn theReport of the Household Finance Committekile other regulators

have carried out similar studiesThe Committee recommends that regulators should

introduce mechanisms, such as regulatory sandboxes and laboratories, that enable learning

and adaptation of regulatory responsghich can play an important role, without further

delay, inorderto maintaimldi aés competitive edge.

22.Planning for high impact fintech scenario: Fintech could have low, moderate, or high
impact. At present, India can be said to be in the low impact scenario, and the regulators
should focus on investing in research and enhanasnenhe regulatory regime to enable

adoption offintech and related risk management systems. In due course, the moderate

impact or high impact scenarios could evolve leading to creative destruction of incumbent
firms, and regulators need to anticipate anepare for bankruptcies and resolution regimes
for existing financial service companies that fail to gearRggulators should establish
prudential regulations foffintech to enable the moderate and high impact scenarios of

fintech development to emerg

23.0pen Data for enhancing competition All financial sector regulators may study the

potential of open data access among their respective regulated entities, for enabling

competition in the provision of financial services. To start with, the Committee

recommends that RBI may consider making it mandatory for financial service companies to

encourage banks to make available databases of rejected credit applications (referral pool$)

available on a consebisis to a neutral marketplace of alternate lendemsir€reasing
access to credit in rural areas, access to PSU bank rejection data would be especially helpf
to alternate lenders. As seen from the exampl®©pén Data Regulationgn the UK

banking sector, opening up customer data with consent safegcand&elp promote

competition in financial services and unlock greater efficied@king note of this, the

Committee recommends that RBI may consider making available banking data (such a$

transaction and account history data) for use by the financialoseaicluding fintech
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24.Eliminating costs of onboarding KYC data on eKYC Depository. There is an urgent

25.Mandatory use of GKYC Registry: In light of representations made by multiple

26.Consumer Protection framework: Fintech while offering myriad opportunities, also poses

firms, (based on consumer consent and with other appropriate safeguards) through APIs. It
also recommends that all financial sector regulators study the potential of open data access
among their respective regulated entities, for emdiag competition in the provision of

financial services.

need to reduce the costs of KYC to promote financial inclusion among the weaker sections
The Central KYC (CKYC) Regtry has commenced work and the legacy KYC data are
being uploaded by service providers. While large financial institutions can afford to pay for
uploads, this may not be affordable for small players. The costbdartling a customer is

an expensive ppositionand, in this waythe new banks are at a serious disadvaniBge.
Committee recommends that there should be no charge for uploading KYC data, while
every download can be priced based on the user pays principle. This will enable CKYC to

take off arly.

stakeholders, the Committee is of the opinion th#&tY€E€ has the potential to reduce
customer orboarding and servicing costs significantly.therefore recommends that all
financial sector regulators fix deliines for onboarding existing KYC data to the Central
KYC registry and make CKYC fully operational and make KYC a digital and paperless
process. At least the KYC data from the time the concept of Officially Valid Documents was
introduced vide PML rulesheuld be uploaded. In respect of legacy accounts, data may be

uploaded by banks during the process eKhC.

threatsi arising out of illiteracy, ignorance of riskdceThe PM Gramin Digital Saksharata
Abhiyaan (PMDISHA) has been launched to enhance digital and financial literacy of 6
crores rural persons on characteristics, advantages, and risks of digital financial service
and channels. Nevertheless, there is needegal framework to redress grievances of
consumers in the financial sector, especially digital services. The legal framework needs ta

address risks specific to the digital environment, ensure consumers of digital financial
137

192}

)




services have meaningful cleeiand control over their personal daiacluding through

informed consent, require that data not be used in an unfair discriminatory manner in
relation to digital financial services, confusing user interfaces that raise the risk of mistaken
transactionsinadequate security of systems; irresponsible lending through digital channels;

online frauds, system downtime that prevents access to funds; unclear or limited recours

11}

systems; potential misuse of Al/ML, etc. Government had in budget for Z®aBnounag

the creation of aectorneutral Financial Redress Agency (FRA)address the grievances

of retail consumers against all financial service providers (FSPs¢ Committee
recommends that a legal framework for consumer protection be put in place espigpde
mind the rise ofintech and digital services. It further recommends enacting such a law

early keeping the rise of financial technologies in view.

27.Tech-enabled calibration of regulatory burden Fintech may reduce the need for
regulations by enablingoetter third-party monitoring and by enabling better risk
management by the financial firms. Firms that adopt RegTech and sectors with SupTech
implementation can be subject to lesser compliance burden. The Committee notes that the
RBI Working Group on Fifiech and Digital Banking (Nov 2017) has recommended that
regul atory actions may Mawuygy hf Reguii Bt s olho &u
to a ATight REbebgedosSupedviFsi bno, dependi
Hence, the Committeeecommends that all financial sector regulators must consider
regulations proportionate to risks and factor in risks mitigated by use ofeeahbled

systems by regulated entities.

28.Regulation Technology (RegTech)The Committee notes that RegTech is siblving

and innovations may lie ahead. Much of the effort in development thus far has focused or
digitization of manual processes, but the larger objective is to meet increasingly strict
know-your-customer (KYC), antmoney laundering (AML) and countégrrorist financing

(CTF) requirements. Al applications, especially, have the potential to help firms detect
compliance risks and make betteformed decisions about how to mitigate them. RegTech
can reduce firmdevel compliance risks and also reduce suigery risks.The Committee
recommends that the financial sector regulators (RBI, SEBI, IRDAI, and PFRDA) must
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develop standards and usases for RegTech by financial sector service providers to make
compliance with regulations easier, quicker and mor@iated for regulated entities.

29. Supervisory Technology (SupTech) for RegulatorsSupTech applications can be found
in data collection, data reporting, data management and virtual assistance. Within data
analytics, SupTech could work in four key areas:keasurveillance, misconduct analysis,
micro-prudential and macrprudential supervision. SupTech can reduce costs of both
compliance and supervisiorThe Committee recommends that each financial sector
regulator must study the applications of SupTechsupervisory technology efforts and
evolve an institutional framework for developing-gsses, testing, deployment, monitoring

and evaluation of SupTech.

Chapter 3: Fintech for Financial Inclusion

30.Fintech for lending by Cooperatives and other financial nstitutions: The Committee
noted that currently, the credit bureau records for farmer loans or Kisan Credit Card
Schemes, largely given by the Cooperative Sector although commercial banks share is als
significant in terms of total exposure, are not caéddan any central registry. This leads to
a situation of noravailability for credit history for small and marginal farmers leading to
denial of credit to them and possible cl@reraging. The Committee notes that some
fintech companies, Credit Mantri,ré€litVidya, Samunnati, to name a few, are using
Artificial Intelligence (Al) and Machine Learning (ML) to create alternate lending data
score, a vital requirement for fulfilling the financial inclusion agenda. Government of India
in 201718 Budget providedn allocation of Rs. 1,900 crore over three years support
NABARD for computerisation and integration of all 63,000 functional PACS with the Core
Banking System of District Central Cooperative Banks. This presents a great opportunity toj
infuse fintech. The Committee recommends that NABARD should take immediate steps to
create a credit registry for farmers with special thrust for usdéirdéch along with core
banking solutions (CBS) by ag¢financial institutions, especially cooperative financial
institutions, for credit scoring, default analytics, predictive crop analytics, repayment
monitoring fraud control and improving efficiency in credit services.
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31.

32.

33.

Leveraging Fintech in Agri-insurance/PMFBY: As per the current PMFBY guidelines,
only Financal Institutions like Commercial Banks, @perative Banks, and Regional
Rural Banks are eligible as Implementing Agencies to cover borrowers under PMFBY. The
guidelines also state that the loanee farmers will be covered only through Banks/Financia
Institutions whereas neloanee farmers shall be covered through banks and/or insurance
intermediaries. This keeps NBFC lenders, most of which leveragmtech, outside the
claim settlement process, enhancing risk of default by borrowers. Consequently, NBFC
firms that have lent seasonal Agricultural Operations loans are forced to cover their farmers
as nonloanee farmers and need an IRDAI license to become an insurance intermediary
There is need to extend the concept of loanee farmers to include credit advafineech

based NBFC lender§he Committee recommends tfiatech firms may bprovided with a
supportive regulatory climate to participate in agredit & insurance markets effectively,
given that the demand for aggredit and insurance far outsps the existing supply.
Insurance premium payments (for national as well as private insurers) should be accepted
through mobile and other digital modes to enable speedy and Hesslecoverage

especially during short cultivation seasons.

Fintech in micro-Insurance and Employees InsuranceThe Committee recommends that
deployment offintech in micreinsurance enrolment, claims management, subscriber
information etc. will enable cost reduction and exponential growth in coverage. The
Committee reommends that ESIC, EPFO and PSE Insurance Companies must deploy
fintech in the fronend and backend processes to reduce risks, widen coverage, enhance

subscriber confidence and support seamless claims management.

Fintech in micro-Pension & EPFO: The Canmittee notes that only 7.4 percent of the
working age population in India is covered under a pension program. That compares with
65 percent for Germany and 31 percent for Brazil, another major emerging market
economy. The Committee recommends that usentéch in micrepension schemes such

as the Atal Pension Yojana, EPF and other retail schemes can enable reduction of

administrative costs, create greater customer traction and make way for significantly higher
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enrolment levels and competitioHarnessingfintech would enable monthly contributions

to be paid in several instalments over each month, making it possible for daily wage
earners. Even for nommicro-pension subscriberdjntech can help inpersonalisation
through a dashboard, investmaeoyitions, integration with other rewards platforms and
advanced analytic3he Committee recommends creating a common digital platform for all
micro-pension schemes and Government pension schemes, including EPF, through whicl

—

pension subscribers can subgaito specific schemes seamlessly and reduce access
barriers by allowing payments through various modes such as Jan Dhan Yojana accounts

debit card, credit card, internet banking, mobile wallets etc.

34.Fintech adoption in MUDRA: Revising the refinancing iteria for digital lenders at
competitive rates through MUDRA (revising margin caps for small ticket MSME loans)
and SIDBI (relaxation of profitability requirements) are required to be considered.
Currently, Commercial Banks, Regional Rural Banks and SteedCooperative Banks are
eligible to avail of refinance support from MUDRA for financing micro enterprise
activities. The Committee recommends that the MUDRA program needs to open up credit
supply channels through ndrankingfintech credit companies, diedes mandating use of
fintech by all players to enable ease of delivery of services such as AI/ML based credit

scoring system for applicants leading to reduced risks and costs of lending.

35.Common Fintech Platform for Small Saving Schemes:Small Savings stemes, as 8
products, are being distributed through a large network of distribution agencies, i.e.
1,54,000 Post Office spread all over the country, nearly 8,000 branches of the Nationalised
Banks.In order to expand the reach of small savings schemesider@ase of access and
transactions to consumers, reduce risk of frauds, enable trading in secondary markets, etc.|,
the Committee also recommends that all Small Savings Products, which are neither
accessible online nor available in demat form, should tmidght on a common online
platform in demat form. For vulnerable groups and weaker sections who are neither
digitally and financially literate, a combination of both human interface and technological

application may be effective.
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36.Fintech in PS Bank Educabn Loans: Education Loan disbursals climbed 9.25% in FY18
to touch a portfolio size of R82,600 crore as of March 2018, with share of commercial
banks declining from 90% to 83% and NPAs rising to 8.15%. NBFCs aidbdtbgh have
begun to play a small but increasing role. The Vidyalakhsmi portal has ermbkledle
window electronic platform integrating access to Educational Loans from all commercial
banks.The Committee recommends usdimtech by Public sector commegal banks to
enhance credit scoring, follow up of repayments, predictive analytics, etc., so as to enable

reduction of NPAs in this space.

Chapter 4: Organizational and Administrative Measures in Government of India for

Promoting and Monitoring Expansion of Fintech and GovTech

37.Cooperation with leading nations:Since fintech is an evolving theme; there is a scope for
collaboration and consultation to benefit from the mutual exchange of ideas. Indian
policymakers should enter into collaborative arrangdsieith other countries to develop a
shared understanding of benefits and risks from fintech, using multilateral and/or bilateral
fora, i.e. collaboration between regulators and collaboration between fintech business
platforms, etc.The Committee recommenthat efforts should be made to effectively tap
joint forums such as the JWG set up withnetary Authorityof Singapore and use these
fora to connect Indian regulators and fintech industry with counterparts abroad to enable

cross learning.

38. Fintech advisory council in each financial sector regulatarThe RBI Working Group on
FinTech and Digital Banking had recommended that all financial sector regulators need to
engage with fintech entities in order to chalk out appropriate regulatory respadsvith a
view to realign regulation and supervision in response to the changing environment, and
suggested that partnerships/engagements among regulators, existing industry player
clients and fintech firms will enable the development of a more dgnamd robust
financial services industryThe Committee recommends that every financial sector
regulator constitute an Advisory Council on fintech to bring together industry leaders and

fintech experts, who can identify viable ways to provide inputs gieally to modernize
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39.

40.

41.

the regulatory architecture, develop usases for RegTech and SupTech, design better risk

management systems, sharing innovation and consumer protection standards

Taskforce on data protection in the financial sectar The Committees of the opinion

that the provisions of the proposed draft Data Protection Bill, 2018 may hareatding
implications for the growth of fintech sector. The Committee accordingly recommends that
regulators urgently review their existing regulatory framekw with respect to data
protection and privacy concerns, in keeping with emerging data privacy legislation in India.
The Committee recommends that a taskforce in the Ministry of Finance may be set up with
the participation of the regulators and make shiéarecommendations to safeguard the

interests of consumers, while also enabling a positive climate for innovation.

Inter -regulatory coordination on fintech: The Committee recommends that in addition to
the creation of a regulatory sandbox by each reguylétere is a need for inteegulatory
coordination to support hybrid financial products and common distribution, where licensing
or regulatory requirements of more than one regulator may have to be complied with,
development of common standards on RefjiTeand SupTech, consumer protection
measures, sandboxes, etthe Committee recommends that IfRagulatory Technical
Group (IRTG) set up under the FSDC Stiammittee should be the forum for such inter

regulatory coordination.

Inter -Ministerial Steering Committee on fintech in the financial sector:In light of the

fact that many of the underlying technologies supporting fintech havesaasiy and
efficiency enhancing potentiakthis Committee recommends that an IfWnisterial
Steering Committee diintech gplicationsbe set upn Department of Economic Affairs
(DEA), Ministry of Financeto continue to carry on the tasks of implementing this report,
including exploring and suggesting the potential applications in government financial
processes and pplications, particularly accounting and asset management, welfare

services, taxation, and handling citizen grievances.
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42.Ministry level fintech working groups: Fintech represents a unique opportunity to
promote the objectives of financimdclusion and distributed economic growth, especially
for MSMEs and those involved in the agricultural sector. Ministries/departments with
potential for fintech use cases, especially MSNDES, Agriculture, HRD, MoRD, DioR,
MoHUA, MHRD, MoL&E, may set up nmistry-level fintech working groups to identify,
screen and implement potential use cases for fintech in collaboration witlupgtasnd
service providersConsidering the potential usmses of fintech in enabling application
and delivering no#financid services across the wider government, the Committee
recommends that every department/ministry in the government may create a fauedtry
fintech working group to assess the potential of using GovTech and fintech applications in
their ministry/departmet.

43.Inter -ministerial group on fintech: In light of the fact that many of the underlying
technologies supporting fintech have esaving and efficiencgnhancing potential, the
adoption of some of these technologies for governmental functions could nesul
significant efficiency gainsThe Committee recommends that an hmbénisterial group on
fintech be established at MeitY, for exploring and suggesting the potential applications of
the underlying technologies (such as open APIs, blockchain-adbigories, big data
analytics, NDSAP etc.) in government processes, particularly in accounting aetl ass
management, welfare services, taxation, and handling citizen grievances, to make
recommendations on technology choices, providing -imieisterial inputs tofintech
Working Groups in each Ministry on the requirements of different departments. The Group
can also perform the role of periodically reviewing the technological systems and scope for

introduction of new technologies in a coordinated manner across the Central Government.

44.Centres of excellence in fintechThere is a need for carrying out reséaand evaluation
of the application of fintech technologies to public service delivery problems, besides
assisting in the capacity building of stakeholdditse Committee, therefore, recommends
setting up Centres of Excellence on fintech in 2 or 3 keyipraésational Institutions like
lITS/NITs and Government Financial Sector Institutions like IDBRT/NIBM/NIFM.
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45. Capacity building: The underlying technology behind fintech, such as blockchain, open
APIs, open data policies, etc. need to be carefully evaldateatioption across a range of
sectors, requiring a better understanding of fintech by officials of ministries and regulators.
A capacity building program in fintech for senior government officials in ministries and
departments, regulators and financiaistitutions to sensitise officials on potential use
cases, potential, risks, costs and benefits of fintech, through government training
institutions, such as NIFM, IDBRT, NIBM, etc.

*kk
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Annexure A: Terms of Reference of the Committee

F.Mo. 11/15/2017-COIN
Government of India
Ministry of Finance
Department of Econamic Affairs
Investment Division
Morth Block, New Delhi
Dated 5" March, 2018

" OFFICE ORDER
Subject:  Constitution of a Steering Committee on Fintech related issues.

The undersigned is directed to say that in pursuance to the announcement made in the
Budget Spesch 2018-19 (Para 75), it has been decided to constitute a Steering Committes
under the chalrmanship of Secretary, Department of Economic Affalrs, Ministry of Finance, as
foll aws:- ‘

A. Objective: - To consider various issues relating to development of Fintech space in India
with a view to make Fintech related regulations more flexible and generate enhanced
entrepreneurship in an area where India has distinctive comparative strengths vis-3-vis other
emerging ecanomies, The Committee will also focus on how Fintech can be leveraged to
enhance financial inclusion of MSMEs.

B. Compaosition: - The Steering Committee would comprise of the following members:-
Sl. Mo. | Designation | Department ‘Remarks
()] | secretary Department of Economic Affairs (DEA} | Chairman |
(ii) | Secretary Ministry of Electronics and Information | Member

| | _| Technology (Meit)

i) | Secretary Department of Financial Services [DFS) Member
{iv) Secretary Ministry of Micro, Small and Medium @ Member
) | Enterprises [MSME)

W | Chairperson | Central Board of Excise and Customs (CBEC) Member
(wi) | Chief  Executive | Unigue Identification Autharity of India Member

| | Officer

[vii) Deputy Governor | Reserve Bank of India Member
(06) - .

il loint  Secretary | Department of Economic Affairs (DEA) Convener

| {Investment)

B.l. The Steering Committee may alse invite participants from the private sector,
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o Terms of Reference: The Terms of Reference of the Steering Committee will be as
follows:-

i.  Totake stock of the developments in the Fintech sector globally, and in India, and arrive
at a common shared understanding of the current state of play;

ii. To analyse critically the regulatory regime spread over different entities that has
impacted the growth of Fintech in India;

lii.  To consider how Fintech can be leveraged in critical sectors of the economy, especially
financing of MSMEs, affordable housing, delivery of e-services to vulnerable sections,
provision of land record management and other government services, access and
adoption of digital payments, and to study the developments in these areas;

iv.  To develop regulatory interventions, e.g., regulatory sandbox model, that will enhance
the role of Fintech in the sectors identified for focused interventions;

v.  To promote ease of doing business in the Fintech sector;

vi.  Taoconsider means of using data with GSTN and data residing with infermation utilities
such as Credit Information Companies (CICs),etc in open domain with a view to
developing applications for financing of MSMEs.

vil.  To work with Government agencies like UIDAI to explore creation and use of unique
enterprise identification number;
viii.  To consider international cooperation opportunities in Fintech with countries like

Singapore, UK, China, etc.

2. This issues with the approval of Hon'ble Minister of Finance.

- W =
>
(Akhilesh Kumar Mishra)
Director
Tel: 23095236

Email: akhileshk.mishra@nic.in

o

To

1. Secretary, Department of Economic Affairs {DEA), North Block, New Delhi

2. Secretary, Ministry of Electronics and Information Technology (MeitY), Electronics
Niketan, 6, CGO Complex, Lodhi Road, New Delhi

3. Secretary, Department of Financial Services (DFS), JeevanDeep Building, Sansad Marg,
New Delhi

4. Secretary, Ministry of Micro, Small and Medium Enterprises (MSME), Udyog Bhawan,
New Delhi

5. Chairperson, Central Board of Excise and Customs (CBEC), North Block, New Delhi

6. Chief Executive Officer, Unique Identification Authority of India, 3rd Fioor, Tower |1,
Jeevan Bharti Building, Connaught Circus, New Delhi - 110001

7. Deputy Governor (DG), Reserve Bank of India, Central Office Building, Shahid Bhagat
Singh Road, Fort, Mumbai, Maharashtra 400001

8. Joint Secretary (Inv & IER), Department of Economic Affairs (DEA), North Block
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